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ANTI-MONEY LAUNDERING AND TERRORIST FINANCING LAW

CHAPTER |

INTRODUCTORY PROVISIONS
Subject Matter of the Law
Article 1

(1) This Law shall prescribe measures, actions andegioes that reporting entities and
competent state authorities undertake for the m&@d preventing and detecting money
laundering and terrorist financing, and other préve measures for the purpose of
preventing the use of the financial system for nydaandering and terrorist financing.

(2) The provisions contained in this Law pertinent te tmnoney laundering prevention and
detection shall adequately be applied to the prtewerand the detection of terrorist
financing for the purpose of preventing and detectactivities of individuals, legal
persons, groups and organizations in relationgdelrorist financing.



Alignment of regulations with the European Union gais communautaire
Article 2

(1) This Law shall transpose the Directive (EU) 2019/&f the European Parliament and of
the Council of 20 May 2015 on the prevention of tise of the financial system for the
purposes of money laundering or terrorist financiagnending Regulation (EU) No
648/2012 of the European Parliament and of the €ibuand repealing Directive
2005/60/EC of the European Parliament and of thenCib and Commission Directive
2006/70/EC (text with EEA relevance) (OJ L 141,.2085.) (hereinafter referred to as:
Directive 2015/849/EU) into the legislation of tRepublic of Croatia.

(2) This Law shall ensure that the following regulati@re implemented:

1. the Regulation (EU) 2015/847 of the European Pasiat and of the Council of 20
May 2015 on information accompanying transfersusfds and repealing Regulation
(EC) No 1781/2006 (text with EEA relevance) (OJ @9325.11.2005.) (hereinafter
referred to as: Regulation (EU) 2015/847)

2. the Regulation (EC) no. 1889/2005 of the Europearidment and of the Council of
26 October 2005 on controls of cash entering ovihgathe Community (text with
EEA relevance) (OJ L 309, 25.11.2005.) (hereinaféerred to as: Regulation (EU)
1889/2005)

Basic Terms on Money Laundering and Terrorist Finamg
Article 3
(1) Money laundering shall mean as follows:

1. conversion or transfer of property, when it is kmotvat the property has been derived
from criminal activity or participation in such aativity, for the purpose of concealing
or disguising the illicit origin of the propertyr of assisting any person involved in the
commission of such activity to evade the legal egnences of actions taken by that
person;

2. concealment or disguise of the true nature, sodomation, disposition, movement,
rights with respect to, or ownership of, propekypwing that such property has been
derived from criminal activity or from an act ofriaipation in such an activity;

3. acquisition, possession or use of property, knowiagthe time of receipt, that such
property has been derived from criminal activityfrmm an act of participation in such
an activity;

4. participation in, association to commit, attempts dommit and aiding, abetting,
facilitating and counselling the commission of arfythe activities referred to in items
1, 2 and 3 of this paragraph.

(2) Money laundering shall be regarded as such evementhe activities which generated the
property to be laundered were carried out in thetéey of another Member State or in
that of a third country.



(3) Terrorist financing shall mean the provision orlecdtion of, as well as an attempt to
provide or collect, legal or illegal funds by anyeams, directly or indirectly, with the
intention that they be used or in the knowledgé thay are to be used, in full or in part,
by a terrorist or a terrorist organization for gmyrpose including the commission of a
terrorist criminal offence, or by persons financthg terrorism.

(4) Terrorist criminal offence shall be a criminal ofée prescribed in Article 2 of the
International Convention for the Suppression of Eieancing of Terrorism (Official
Gazette - International Agreements, no. 16/03) el @ a criminal offence of terrorism
and criminal offences related to terrorism prestilin the Title of the Criminal Code
which prescribes criminal offences against humaanty dignity of person.

(5) Terrorist shall mean any natural person who:

1. commits or attempts to commit a terrorist crimin#ence by any means, directly or
indirectly, unlawfully and wilfully,

2. participates in the commission of a terrorist cniatioffence,

3. organizes or directs others to commit a terronghinal offence,

4. intentionally contributes to the commission of myemore terrorist criminal offences
by an individual or a group of persons acting vdtbommon purpose: with the aim of
furthering the criminal activity or criminal purp@f the individual or the group,
where such activity or purpose involves the comiorssf a terrorist criminal offence,
or in the knowledge of the intention of the indivad or the group to commit a terrorist
criminal offence.

(6) Terrorist group or organization shall refeatbgroups of terrorists that:

1. commit or attempt to commit a terrorist criminatesfce by using any means, directly
or indirectly, unlawfully and wilfully,

2. participate as accomplices in terrorist crimindéntes,

3. organize or direct others to commit terrorist cnalioffences,

4. contribute to the commission of terrorist crimindiences by an individual or a group
of persons acting with a common purpose when théribotion is given intentionally
and with the aim of furthering the terrorist crimiroffence or in the knowledge of the
intention of the individual or the group to commiterrorist criminal offence.

(7) Basic terms prescribed in this Article shall pp@scribed solely for the needs of the
implementation of measures, actions and proceduorethe prevention of money laundering

and terrorist financing that are implemented by réygorting entities referred to in Article 9
paragraphs 2, 3 and 4 of this Law.

Meaning of Other Terms
Article 4
Other terms, in the context of this Law, shall h&wefollowing meaning:
1. Stock exchange and regulated matedll be the terms bearing the same meaning as laid

down in the act regulating the capital market
2. Customs Administratioshall be the Ministry of Finance, Customs Admiragon



3. Member stateshall be a European Union member state and a sigtatory to the

Agreement on the European Economic Area

4. Electronic moneyshall bear the same meaning as prescribed by thesgulating the
electronic money

5. European Supervisory Authoritieshall be the European Banking Authority (EBA)
established by thRegulation (EU) No 1093/2010 of the European Pawdiat and of the

Council of 24 November 2010 establishing a Europgapervisory Authority (European

Banking Authority), amending Decision No 716/2000/&nd repealing Commission

Decision 2009/78/EC; European Insurance and OcmutPensions Authorit(EIOPA)

established by thBRegulation (EU) No 1094/2010 of the European Paudiat and of the

Council of 24 November 2010 establishing a Europ@apervisory Authority (European

Insurance and Occupational Pensions Authority), refimg Decision No 716/2009/EC

and repealing Commission Decision 2009/79/EC; Eemop Securities and Markets

Authority (ESMA) established by the Regulation (ENy® 1095/2010 of the European

Parliament and of the Council of 24 November 20df@ldishing a European Supervisory

Authority (European Securities and Markets AuthWrit amending Decision

No 716/2009/EC and repealing Commission Decisidi9Zl7/EC

6. Shell bankshall be a credit or financial institution, or amstitution that carries out
activities equivalent to those carried out by dredstitutions and financial institutions,
incorporated in a jurisdiction in which it has nbypical presence, involving meaningful
mind and management, and which is unaffiliated w&ittegulated financial group subject
to efficient consolidated supervision

7. Financial institutionshall be a term applicable to the reporting ertitieferred to in

Article 9, paragraph 2, items 2, 3, 5, 6, 7, 81®, 11, 12, 13, 14, 15, and 17 a), b), ¢), d),

and e) of this Law, and their branches, whetheneisd office is situated in the European

Union or in a third country

8. Financial Inspectorateshall be the Ministry of Finance, Financial InSjpeate of the
Republic of Croatia

9. Financial Intelligence Unit

a) domestic Financial Intelligence Unit shall be ANteney Laundering Office
(hereinafter referred to as: the Office),

b) foreign Financial Intelligence Unit shall be antarity in charge of receiving and
analysing suspicious transactions and other infoamaelevant to the suspicion of
money laundering and terrorist financing and ofseisinating the results of the
analysis to competent authorities in the membee stathe third country (hereinafter
referred to as: foreign FIU)

10.FlIU.net shall be a secure decentralized computer netwarrknternational exchange of
information and data among financial intelligenc&siof member states;

11.Cash referred to in Article 12bf this Law shall have the same meaning as in the
Regulation (EC) No. 1889/2005

12.Cashshall be banknotes and coins in circulation asl legeans of payment

13.Cash transactiorshall be any transaction in which the reportingtgmthysically receives
cash from the customer, or physically hands ovehda the customer for customer’s
possession and disposal

14.Groupshall mean a group of companies consisting of par@mpany, daughter company
and company in which a parent company or a daugis@pany hold a participation, as
well as companies that are mutually related ascptesi by the act regulating companies
and by the act regulating the accounting of ené&negpurs

15. Identification numbeshall be a personal identification number of thespe obliged to
have a personal identification number, determingdth® act regulating the personal
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identification number (hereinafter referred to @$B), or other identification number for

persons that are not obliged to have OIB

16.Property shall be assets of every kind, whether corporeainoorporeal, movable of
immovable, tangible or intangible, and legal docotseor instruments, in any form,
including electronic or digital, evidencing title or an interest in such assets

17.Information on the activity of a customer who ishatural personshall be any data
representing the basis for the establishment anditarong of a business relationship,
whether it is about a private or a professionalsteaor the activity of a customer

18.Delivery channekhall be a channel used for the delivery of proslactd services to the
final beneficiary

19. Correspondent relationshighall be considered a relationship:

a) in which one bank as the correspondent providekibgrservices to another bank as
the respondent, including the current or otheriliigbaccount and related services,
such as cash management, international funds, ehebtparing, payable-through
accounts and foreign exchange services;

b) between and among credit institutions and finanaiatitutions, including where
similar services are provided via an correspondestitution to a respondent
institution, and including relationships establdHer securities transactions or funds
transfers;

20. Credit institutionshall be a term applicable to the reporting etitieferred to in Article
9, paragraph 2, item 1 of this Law, within the sameaning as defined in Article 4
paragraph 1 item 1 of the Regulation (EU) No 50%80of the European Parliament and
of the Council of 26 June 2013 on prudential regmients for credit institutions and
investment firms and amending Regulation (EU) N8/8@12, including its branches as
defined in Article 4 paragraph 1 item 17 of thisgRktion, situated in the European
Union, whether its headquarters is situated irBlipean Union or in a third country

21.Criminal activity shall be every involvement in the commission ofrinmal offence,
prescribed by the Criminal Codad other laws prescribing criminal offences, idahg
tax crimes related to direct taxes and indireceé$ax

22.Qualified certificate for electronic signature ofeetronic sealshall be a certificate for
electronic signatures issued by a qualified trustvise provider that meets the
requirements determined by the Regulation (EU) MN@0/2014 of the European
Parliament and of the Council of 23 July 2014 oecebnic identification and trust
services for electronic transactions in the internmarket and repealing Directive
1999/93/EC (hereinafter referred to as: Regulatiti) 910/2014)

23.Inter-institutional working group for the preventicof money laundering and terrorist
financing shall be an expert working group composed of th@esentatives of state
authorities and institutions in charge of the prgi@ and the detection of money
laundering and terrorist financing

24.National risk assessmenhall be a comprehensive process of identificaéiod analysis
of main risks of money laundering and terrorisafining at a national level

25. Supranational risk assessmesttall be an assessment of risks of money launglenml
terrorist financing affecting the internal marketdarelating to cross-border activities,
carried out by the European Commission

26.Non-profit organizationshall be associations, funds, foundations, raligiocommunities
and other legal persons which do not perform ameawic activity for the purpose of
gaining profit

27.Reporting entitiesshall be legal and natural persons that are obligedindertake
measures and actions for the purpose of preveatimagdetecting money laundering and
terrorist financing in accordance with this Law



28.Persons performing a professional activityall be legal or natural persons acting within
the framework of their respective professional\aigis, including lawyers, law firms,
notaries public, auditing firms, independent auditdax advisory firms, tax advisers,
external accountant that is a natural or a legasqreinvolved in the performance of
accounting services

29. Authorized persons and their deputsell be persons appointed by reporting entities an
authorized and responsible for implementing measangl actions that are undertaken for
the purpose of preventing and detecting money laung and terrorist financing and
prescribed by this Law and sub-legal acts adopteitsdasis

30. Tax Administratiorshall be the Ministry of Finance, Tax Administratio

31.Business relationshighall be any business, professional or commerakdtionship
linked with professional activities carried out bye reporting entity, for which it is
expected that it has, at the moment of its estatlest, an element of duration. Business
relationship in terms of this Law shall also be thgistration of players in line with the
regulations arranging the organization of onlingibg games

32.Occasional transactioshall be a transaction that is not performed withim framework
of the established business relationship

33.Predicate criminal offencehall be any criminal offence by the commissiorwbich an
illegal profit has been realized which many be ljett to the criminal offence of money
laundering

34.FATF Recommendationshall be international standards on the preventbrmoney
laundering and terrorist financing issued by theaRcial Action Task Force (hereinafter
referred to as: FATF) which is an inter-governmehtaly established for the purpose of
determining standards and promoting efficient impatation of setting standards and
promoting effective implementation of legal, redalg and operational measures for
combating money laundering and terrorist finan@hnaternational level

35. Transfer of financial fundshall bear the same meaning as defined in Artiater8 9 of
the Regulation (EU) 2015/847

36.Trust or company service providehall be any person that, by way of its business,
provides to third parties any of the following Sees:

a) formation of companies or other legal persons;

b) performing the role or appointing another persopedorm the role of a director or a
secretary of a company, a partner in partnershipirailar role in relation to other
legal persons;

c) providing the service of registered headquarteusjness address, correspondence or
administrative address and other related services dcompany, partnership or other
legal person or arrangement;

d) performing the role or appointing another persopeadorm the role of a trustee of an
express trust or a similar legal arrangement;

e) performing the role or appointing another persorpéoform the role of a nominee
shareholder on behalf of another person, excepinapany listed on the regulated
market subject to the disclosure requirementsnia With the European Union law or
equivalent international standards

37.Reasonable measurshall be appropriate measures undertaken by regoetitities that
are commensurate with the money laundering andrtstfinancing risks

38.Register of beneficial owneshall bea central electronic database on beneficial owokers
legal entities established on the territory of Republic of Croatia and trusts and entities
equal to them, incorporated under the foreign lamg having received the personal
identification numberQIB (hereinafter referred to as: the Register)



39. Official personal documerghall beany public document with a photograph of a person
issued by a competent state domestic of foreigoaity, for the purpose of determining a
person’s identity

40.Funds shall be assets and financial resources and berafiany kind, including the
following:

a) cash, cheques, cash claims, bills of exchange, @sittances and other means of
payment,

b) funds invested with reporting entities,

c) financial instruments defined by the act regulatihng market of the capital traded
through public or private offers, including sharaad stakes, certificates, debt
instruments, bonds, guarantees and derived finlanstauments,

d) other documents evidencing rights over financiabteces or other financial sources,

e) interests, dividends or other capital gains,

f) accounts receivables, loans and letters of credit

41.Customershall be a person establishing or having estaldighbusiness relationship at
the reporting entity or performing an occasionahfaction

42.Beneficial owner of the customshall be any natural person (persons) who ultijatel
owns the customer or controls the customer or ywaher way manages it, and/or any
natural person (persons) on whose behalf the tcéinsais being conducted, including a
natural person (persons) exercise ultimate effectiontrol over a legal person or legal
arrangement

43.Transactionshall be any receipt, expenditure, transfer betwaerounts, conversion,
keeping, disposition and other dealings with moaeywther property, performed at the
reporting entity

44.Third countryshall be a state which is not a member state oEtlrepean Union nor a
state signatory to the Agreement on the Europeandnic Area

45, Service of organizing games of charglgall be a service including the receiving of
payments within games of chance, including the omi#is the element of skill, such as
lottery games of chance, games of chance on autsiat machines, casino games and
betting games played on a physical location ornenlivia telephone or some other
interactive communication devices via which a ptayey play a game independently,
through the interaction with the system

46. Customer identification and verification of the mer’s identityshall be a procedure of
collecting data and information on the customer amdification thereof by using
documents, data and information received from loidiand independent source

47.Senior management of the reporting engityall mean an employee of the reporting entity
having sufficient knowledge about the exposurehef institution to the risk of money
laundering and terrorist financing, and of an adéguevel to take decisions affecting its
exposure to risk, and it does not have to be, licades, a member of the management
board or another managerial body.



(1)

(2)

3)

(4)

CHAPTER Il

NATIONAL MONEY LAUNDERING AND TERRORIST FINANCING R ISK
ASSESSMENT

National Money Laundering and Terrorist Financing Rk Assessment
Article 5

For the purpose of identifying, assessing, undedstg and mitigating the money
laundering and terrorist financing risks, the Rdjulbf Croatia shall carry out the
national money laundering and terrorist financirg mssessment, whereby it shall take
into consideration the regulations arranging thetqmtion of personal data and the
protection of data confidentiality, which shall bpdated regularly every four years after
the previously carried out national risk assesspwrearlier if necessary.

When carrying out the national risk assessmentregfgo in paragraph 1 of this Article,
inter alia, money laundering and terrorist financing threatd aulnerabilities shall be
assessed, while special attention shall be paicach financial activity which is
considered, due to its nature, suitable for the arsmisuses for the purpose of money
laundering or terrorist financing.

The national money laundering and terrorist finagcirisk assessment shall be
coordinated by the work of the Inter-institution&lorking Group for the Prevention of
Money Laundering and Terrorist Financing referrednt Article 120 paragraph 2 of this
Law, the tasks of which shall consistter alia, of:

1. implementation of the national money laundering aedrorist financing risk
assessment in the Republic of Croatia,

2. preparation of the report on the national moneydiening and terrorist financing risk
assessment carried out in the Republic of Croatia;

3. preparation of the proposition of the Action plaithwthe measures for mitigating the
money laundering and terrorist financing risks itfezd in the Republic of Croatia;

4. implementation of other analyses which require theperation and coordination
between different state authorities and public bsdind other relevant institutions,
including the private sector.

The Office shall direct and coordinate the perfanogaof tasks of the Inter-institutional
Working Group referred to in paragraph 3 of thigide and shall inform the European

Commission, European supervisory authorities ahdranhember states of paragraph 3 of
this Article.

Results of National Risk Assessment

Article 6

(1) The Government of the Republic of Croatia shallpadbe National Money Laundering

and Terrorist Risk Assessment in the Republic alaBia and on its basis adopt the Action
Plan for mitigating the identified money launderaugd terrorist financing risks.



(2) The findings of the National Risk Assessment shalintended for:

1. the improvement of the system of preventing aneéaetg money laundering and
terrorist financing by identifying sectors or adies within which reporting entities
have to apply enhanced measures and, if nece$satiie determination of measures
that reporting entities are obliged to undertake

2. where appropriate, the determination of sectorareas of lower or higher money
laundering and terrorist financing risk

3. the provision of assistance to reporting entitresarrying out their money laundering
and terrorist financing risk assessments

4. the identification, as assisting tool, at the répgrentities referred to in Article 9 of
this Law and at competent state authorities refletoein Article 120 of this Law, of
the priorities in the distribution of resources dndds designated for the prevention of
money laundering and terrorist financing

5. the preparation of appropriate regulations forvidiial sectors and activities in line
with the identified risks of money laundering arddrist financing.

(3) The Office shall be obliged, without any delay,n@ake results of the national Money
Laundering and Terrorist Financing Risk Assessnaeftlable to all reporting entities
referred to in Article 9 of this Law and to compdtstate authorities referred to in Article
120 of this Law.

Supranational Risk Assessment
Article 7

(1) When implementing the national risk assessmentregfeto in Article 5 paragraph 1 of
this Law, the following shall be taken into accauBtpranational Risk Assessment and
recommendations of the European Commission on thasures suitable for addressing
the identified risks as well as Joint Opinion o tBuropean Supervisory Authorities on
money laundering and terrorist financing risks etifeg the reporting entities performing
financial activity.

(2) Should the Republic of Croatia decide not to aply of the recommendations of the
European Commission referred to in paragraph 1hdf Article, it shall inform the
European Commission on that in written form, arghdll provide an explanation for such
a decision.

Reporting to European Institutions and Member State
Article 8
The Office shall report on the results of the Nadilo Money Laundering and Terrorist

Financing Risk Assessment to the European Commis&ioropean Supervisory Authorities
and other member states.



CHAPTER IlI

MEASURES, ACTIONS AND PROCEDURES UNDERTAKEN BY REPORTING

ENTITIES FOR THE PURPOSE OF MONEY LAUNDERING AND TE RRORIST

FINANCING PREVENTION AND DETECTION

|. GENERAL PROVISIONS
Reporting Entities Subject to the Implementation Mieasures

Article 9

(1) Measures, actions and procedures for the deteatidnprevention of money laundering

and terrorist financing laid down in this Law shb# carried out before and/or during
each transaction, as well as upon entering intal lagangements aimed at obtaining or
using the property, and in other forms of disposafhgnonies, rights and other property,
which may serve for money laundering and terrdimstncing purposes.

(2) Reporting entities obliged to carry out measureas aations referred to in paragraph 1 of

oA WNE

N

8.

9.

this Article shall be:
credit institutions,
credit unions,
Croatian Bank for Reconstruction and Development,
HP - Croatian Post, in the part of business opmmatreferring to postal money orders
institutions for payment operations,
investment funds management companies and investoreds having a legal status and
internal management,
pension companies in the part of business opegatiating to voluntary pension funds
and pension insurance companies in the part ofnbssioperations relating to direct
one-off payments by persons to such companies amdpanies for supplemental
pension purchase,
companies authorized to provide investment servara$s performance of investment
activity,
insurance companies authorized for the performandée insurance matters and other
investment-related insurance,

10.legal and natural persons acting as insurance figeptesenting clients when entering

into life insurance agreements and other investiradated insurance

11.legal and natural persons dealing with the inswamtermediation activity when

entering into life insurance agreements and otierstment-related insurance

12.factoring companies

13.leasing companies

14.institutions for the issuance of electronic money,
15. authorized exchange offices,

16. organizers of games of chance for:

a) lottery games,
b) casino games,
c) betting games,
d) slot-machine gaming,
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e) games of chance via Internet, telephone or otherantive communication means

(on-linegaming),
17.legal and natural persons performing business latioe to the activities listed
hereunder:

a) approving credits and loans, including consumeditgeif it is allowed by a special
regulation, and commercial financing, includingféiing and repurchase of due
claims

b) other payment instruments issuance and managemnamtler's cheques and bank
bills), if such activity is not considered as a @yt service according to the act
regulating payment operations,

c) issuance of guarantees and security instruments,

d) investment management on behalf of third parties@oviding advisory services in
that regard,

e) rental of safe deposit boxes,

f) trust and company service providers,

g) trade in noble metals and precious stones,

h) trade in art objects and antiquities,

i) organizing and carrying out auctions,

]) real estate intermediation,

18. legal and natural persons performing the falhgwprofessional activities:

a) auditing firms, independent auditors, external aotants that are either
natural or legal persons performing accounting isesy tax advisors, tax
advisory companies

b) lawyers, law firms and notaries public, if theytpapate, whether by acting on
behalf of and for their client, in any kind of fimaal transactions or
transactions including real estates or, by asgstinthe planning or carrying
out of the transaction for their client, concernihg:

1. buying or selling of real property or business texg|

2. managing of client money, securities or other asset

3. opening or management of bank accounts, savingstspaccounts or
securities accounts,

4. organisation of contributions necessary for thaldsthment, operation or
management of a company,

5. establishment, operation or management of trustspanies, foundations
or similar legal structures.

(3) Branches of credit and financial institutions arfdother reporting entities from other
member states and third countries, establishelderRepublic of Croatia, in line with the
act regulating their work, shall be reporting eesitsubject to the implementation of
measures and actions referred to in paragraptttisoArticle.

(4) Representatives of the institutions for paymentafens and distributors of the issuers of
electronic money from another member state shalteperting entities subject to the
implementation of measures and actions referread paragraph 1 of this Article.

(5) The reporting entities referred to in paragraph3 &nd 4 of this Article when undergoing
bankruptcy or when a liquidation procedure has biedrated for them shall also be
considered reporting entities subject to the im@etation of measures and actions
referred to in paragraph 1 of this Article
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(6) The Republic of Croatia shall inform the Europeanmmission of the extensions in the
areas of application of this Law in relation to beective (EU) 2015/849 as well as of
the exemptions for certain sectors of reportingtiestin accordance with the provisions
of this Law, along with the explanation in line kvithe risk assessment that has been
carried out.

Exemptions in Relation to Legal and Natural PersoRgrforming Financial Activity on a
Temporary or Very Limited Basis

Article 10

(1) Reporting entities referred to in Article 9 of thiaw, that engage in a financial activity
on an occasional or limited basis, for which thisra low risk of money laundering or
terrorist financing determined by the National RA$sessment, shall not be obliged to
apply the measures prescribed in this Law, if fithe following conditions are met:

1. annual turnover of the secondary financial actidoes not exceed HRK 750,000.00
annually,

2. transaction does not exceed the value of HRK 70B0)Qvhether that transaction is
carried out in a single operation or in severalgegtions that are apparently mutually
linked,

3. financial activity is not the main activity and amah turnover of the secondary
financial activity does not exceed 5% of total aairturnover

4. financial activity is secondary, and directly coatssl with the main activity, and

5. financial activity is carried out only in relatido the persons that are customers in
terms of the performance of the main activity, andyenerally not offered to the
public.

(2) Reporting entity referred to in paragraph 1 of tArticle shall be obliged to inform the
competent supervisory authority referred to in @eti82 of this Law on the fulfilment of
the conditions referred to in paragraph 1 of thisiche. Competent supervisory authority
shall establish appropriate monitoring measurets dre based on the risk assessment or
other appropriate measures for the purpose of kitigathe misuse of this exemption.

(3) Exemptions to paragraph 1 of this Article shall bet applied to postal money orders
service providers referred to in Article 9 of thiw nor to other reporting entities referred
to in Article 9 paragraph 2 items 16, 17 f) andnd 18 a) and b) of this Article.

(4) The Republic of Croatia shall inform the Europeamnthission of the changes in the
conditions prescribed for the use of the exempticisrred to in paragraph 1 of this
Article.

Reporting Entities’ Duties

Article 11

(1) For the purpose of preventing and detecting moaewmdering and terrorist financing,
reporting entities referred to in Article 9 of thiaw shall be obliged to fulfil the duties
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prescribed by this Law and regulations passed er#sis of this Law during the course
of the performance of their activities.

(2) The duties referred to in paragraph 1 of this Aetghall encompass as follows:

=

10.

11.

money laundering and terrorist financing risk assent preparation,

establishment of policies, controls and proceddoesefficient mitigation and effective
management of money laundering and terrorist fimaniasks,

carrying out customer due diligence measures inmthener and under the conditions
prescribed by this Law,

conducting money laundering and terrorist financprgvention measures in business
units and companies in which the reporting entibfdB majority share or exercises
predominant decision-making rights, having headgusiin another member state or third
country,

appointment of an authorised person and his/heutgidpr the implementation of money
laundering and terrorist financing prevention meeasuconsidering the organizational
structure of the reporting entity, sufficient numhe his/her deputies, and providing
adequate conditions for the performance of thenkwo

enabling regular professional training and educabtb employees of reporting entities,
and ensuring regular internal audits of the moremyndlering and terrorist financing
prevention system at reporting entities,

production and regular updating of a list of indaca for the detection of customers and
suspicious transactions and funds for which tlaeeereasons for the suspicion of money
laundering or terrorist financing,

reporting and submitting the prescribed and requii&a, information and documentation
on transactions, funds and persons to the Office,

ensuring data storage and protection, and keepmgecords of data as prescribed by this
Law,

obligation of credit and financial institutions ammning the establishment of an adequate
information system relevant to their respective aoigational structure and money
laundering and terrorist financing risk exposure tbe purpose of fully assessing
customer, business relationship and transactids,rend ongoing monitoring of business
relationships, in order to timely and fully reptotthe Office,

carrying out other duties and measures prescrigetiip Law and regulations passed on
the basis of this Law.

(3) Reporting entities shall not be allowed to extameathe authorized person and his/her

deputy’s duties referred to in Article 69 of thiau.

Money Laundering and Terrorist Financing Risk Anasjs

Article 12

(1) Reporting entities referred to in Article 9 of thiaw shall be obliged to draw up a money

laundering and terrorist financing risk analysi®rder to identify, assess, understand and
mitigate the money laundering and terrorist finagaiisks, taking into consideration the
risk factors referring to:

a) customers,

b) countries or geographic areas,
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(@)

3)

(4)

()

(1)

(2)

c) products, services or transactions, and
d) delivery channels.

The risk analysis referred to in paragraph 1 of thiticle shall have to be documented
and proportionate to the size of the reportingtgntype, scope and complexity of their
business operations, and it shall also have topblated regularly by the reporting entity
and submitted to the competent supervisory autbsrieferred to in Article 82 of this
Law at their request.

Competent supervisory authorities may issue guidslin which they may prescribe that
individual documented risk assessments referréa paragraph 1 of this Article shall not
be necessary for a specific sector of the reposimgy if certain risks characteristic for
that sector are clear and understood by that settbe reporting entities.

The reporting entity shall be obliged to align tisk analysis referred to in paragraph 1
of this Article with ordinances and decisions ané uidelines to be issued by competent
supervisory authorities and it shall be obligedtdke into account the National Risk
Assessment and the Supranational Risk Assessment.

Before any important changes in business processgdusiness practice that may have
an impact on the measures to be undertaken forptlpose of preventing money
laundering and terrorist financing, and when idtrcing a new product, an externalized
activity or a delivery channel, as well as whemddtcing new technologies for new and
existing products, reporting entities shall be g to carry out a risk assessment for the
purpose of determining and assessing the way ttlemsges affect the money laundering
and terrorist financing risk exposure, and to agpgropriate measures for the mitigation
and efficient management of these risks.

Money Laundering and Terrorist Financing Risk Managment
Article 13

Reporting entities referred to in Article 9 of tHiaw shall be obliged to establish and
carry out an efficient internal control system d@adadopt written policies, controls and
procedures for the mitigation and effective manag@mof money laundering and

terrorist financing risks, determined within thakrianalysis referred to in Article 12

paragraph 1 of this Law, taking into consideratmndinances and decisions and the
guidelines issued by a competent authority, theioNat Risk Assessment and

Supranational Risk Assessment.

Policies, controls and procedures referred to nagraph 1 of this Article shall have to be
proportionate in relation to the size of the rejpgrentity and type, scope and complexity
of business operations they carry out, as wellogsiithented.

(3) Policies, controls and procedures referred to nagraph 1 of this Article shall include:

1. goals, scope and the way of functioning of the nyolaeindering and terrorist
financing prevention system at reporting entities
2. organization of reporting entities
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3. position of an authorized persons and deputy aisdr person in the

organizational structure when it is appropriatediation to the size and nature of

business operations of reporting entities

powers and obligations vested in the authorizedgreand his/her deputy

powers and obligations for all employees of theorepg entity who participate in

the implementation of this Law and regulations pdssn the basis of this Law

customer due diligence measures

money laundering and terrorist financing risk maragnt models

ways/models of managing the compliance of busirmgssrations of reporting

entities with the provisions of this Law and reduas passed on the basis of this

Law

9. establishment of appropriate reporting lines witheporting entities for the
purpose of providing timely and proper reporting

10.data protection, ways of records keeping and césitgidata records

11. professional training and education for employdegjoorting entities

12.internal audit of the money laundering and tertdiiis|ancing prevention system,
when it is appropriate in relation to the size awadure of business operations of
reporting entities, and

13.screening of employees of reporting entities, ifsitappropriate considering the
size of the reporting entity and type, scope andpiexity of business operations
of the reporting entity.

ok

N

(4) The management of the reporting entity shall begedl to adopt policies, controls and
procedures referred to in paragraph 1 of this Aetior the purpose of preventing money
laundering and terrorist financing, and to regylanlonitor and review the adequacy and
efficiency thereof, and, if necessary, to enharnee mheasures undertaken by reporting
entities.

Risk Assessment of an Individual Business Relatibipsor an Occasional Transaction
Article 14

(1) When implementing customer due diligence measwfesred to in Article 15 paragraph
1 of this Law, reporting entities shall be obligedake into account variables and factors
of money laundering and terrorist financing risksorder to be able to assess the risks
linked with an individual business relationship performance of an occasional
transaction referred to in Article 16 paragrapkeinis 2 and 3 of this Law.

(2) Risk variables referred to in paragraph 1 of thidicke shall include at least the
following:
1. purpose and intended nature of a business relainscluding the purpose of
opening the accounts for customers
2. value of the assets the customer deposits, amotitrnsactions carried out, and
3. regularity or time of duration of a business relaship.

(3) Risk factors referred to in paragraph 1 of thisidet linked with a customer that may
indicate a potentially lower risk shall includeleast:

1. companies the financial instruments of which aegléd at the stock exchange or

regulated market under the condition that theysatgect to disclosure requirements
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for the publication of data and to the requirem@ort ensuring an appropriate
transparency of the beneficial ownership of thaamer
. public government authorities and legal persons flwnder of which is the

Republic of Croatia or another member state orcalland regional self-government
unit from the Republic of Croatia or another memndiate, or

customer having residence on the territory of steééerred to in paragraph 4 of this
Article.

(4) Risk factors referred to in paragraph 1 of thisidlet linked with geographic area, that
may indicate a potentially lower risk, shall incéudt least:

1.
2.

3.

member states

third countries that have an efficient money lauimde and terrorist financing
prevention system established

third countries for which credible sources havelggthed that they have low level
of corruption or other criminal acts, or

third countries that, on the basis of credible sesy such as mutual assessments
reports or published follow-up reports, meet thgureements for the prevention of
money laundering and terrorist financing in linghwikFATF Recommendations and
effectively implement those requirements .

(5) Risk factors referred to in paragraph 1 of thisidlet linked with products, services,
transactions or delivery channels, that may ingdi@apotentially lower risk, shall include

at least:

1. life insurance policies with low premium

2. pension insurance policies if there is no pos$ybf early surrender and if they
cannot be used as collateral

3. pension system in which contributions are paiddeductions from wages, while
the assignment of member’s interest is not possible

4. financial products or services that are provideddertain type of customers for
the purpose of increasing financial inclusion, or

5. products in relation to which limitations of expéndes or transparency of

ownership (for example, certain types of electramioney) have an impact on
lower risk.

(6) Reporting entities may apply the measures of simgdlcustomer due diligence in relation
to an individual business transaction or an oceceaditransaction for which they estimate
that it represent a lower risk of money launderamgl terrorist financing, and if the low
risk of money laundering and terrorist financingswestablished by the National Risk
Assessment.

(7) Risk factors referred to in paragraph 1 of thisiddet linked with a customer, that may
indicate a potentially higher risk, shall includdesast:

1.

2.

a customer with whom/which a business relationshiponducted under unusual
circumstances

a customer that has residence in the territorjhefstate referred to in paragraph 8
of this Article

3. legal person and legal arrangements that are paErasset-holding vehicles
4.
5. companies with cash-intensive operations

companies having nominee shareholders or shatesaner form
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6. companies the ownership structure of which appeemssual or excessively
complex considering the nature of the businessabipeis of the company

7. companies that do not perform or are not allowed perform trading,
manufacturing or other activity in the state in efhthey are registered, or

8. a company having headquarters in the Republic o&fzr which is in by 25% or
more owned by a foreign legal person that doescaoy out or is not allowed to
carry out trading, manufacturing or other activity the state in which it is
registered.

(8) Risk factors referred to in paragraph 1 of thisidletlinked with geographical area, that
may indicate a potentially higher risk, shall irdduat least:

1. countries for which it has been established orbtses of credible sources (such as
mutual assessments reports or published followepprnts) that they do not have
an effective system of money laundering and testdimancing prevention

2. countries for which it has been established orbtmes of trustworthy sources that
they have a significant level of corruption or atbeminal acts

3. countries subject to sanctions imposed by the EamopUnion or the United
Nations, as well as an embargo or similar measores,

4. countries providing funding or support for terroresctivities or within which
designated terrorist organization operate.

(9) Risk factors referred to in paragraph 1 of thisidlt linked with products, services,
transactions or delivery channels that may indieap@tentially higher risk, shall include
at least:

1. private banking

2. products or transactions that might favour anonymit

3. payments received from unknown or unassociated fJarties;, or

4. new products and new business practices, includgévgdelivery mechanisms and
the use of new technologies or developing technegofpr both new and existing
products.

(10)Reporting entities shall be obliged to apply théharced customer due diligence
measures in relation to an individual businesdioeiahip or an occasional transaction for
which a high money laundering or terrorist finamcimsk has been established by this
Law or the National Risk Assessment.

(11) Minister of Finance, Governor of the Croatian Natil Bank and Croatian Financial
Services Supervisory Agenahall adopt the ordinance and decisions, prescyilion
reporting entities the procedure of the money lauimd and terrorist financing risk
assessment.

(12)The Ordinance and decisions, referred to in papdgid of this Article shall be adopted
in line with the guidelines issued by the Europ8apervisory Authorities.
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Il. CUSTOMER DUE DILIGENCE
Customer Due Diligence Measures
Article 15

(1) Unless otherwise prescribed in this Law, the custodue diligence shall encompass the
following measures:

1. identifying the customer and verifying the customwmeidentity on the basis of
documents, data or information obtained from a ibfedreliable and independent
source, including a qualified certificate for ekectic signature or electronic seal, if a
customer has one

2. identifying the beneficial owner of the customedaaking reasonable measures for
the verification of the beneficial owner’s identitycluding the taking of measures
necessary for understanding the ownership andaasitucture of the customer when
the customer is a company, another legal persormamhtity equal to it or a trust and
an entity equal to trust, incorporated under aifpréaw

3. collecting data on the purpose and intended naifitbe business relationship or a
transaction and other data in line with this Lawd agulations passed on the basis of
this Law, and

4. conducting ongoing monitoring of the business rahehip, including scrutiny of
transactions the customer carries out during theseoof the business relationship, to
ensure that the transactions being conducted argstent with the reporting entity’s
knowledge of the customer, type of business ankl pi®file, including, where
necessary, the information on the source of fumdereby the documents and the
data the reporting entity holds must be kept ugéte.

(2) When implementing measures referred to in paragfapems 1 and 2 of this Article,
reporting entities shall be obliged to verify ifp@rson claiming to act on behalf of a
customer is authorized to do that, and, in linehwhe provisions of this Law, shall
identify that person and verify the identity of tiperson.

(3) Reporting entities shall be obliged to apply allasres of the due diligence referred to in
paragraph 1 of this Article in line with the prawiss of this Law, whereby the scope of
the application of measures shall depend on tikeagsessment carried out in accordance
with Article 14 of this Law.

(4) Reporting entities shall be obliged to carry the customer due diligence measures in a
way prescribed by the policies, controls and pracesl referred to in Article 13
paragraph 1 of this Law.

(5) Reporting entities shall be obliged, at the requéshe competent supervisory authority
referred to in Article 82 of this Law, to submitetlocumentation in relation to the risk
analysis and assessment which indicate that theuresappropriate to identified money
laundering and terrorist financing risks have beedertaken.
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Obligation of Applying Customer Due Diligence Mea®s
Article 16

(1) Under the conditions laid down in this Law and tkegulations passed pursuant to this
Law, reporting entities referred to in Article 9 tifis Law shall be obliged to conduct
customer due diligence in the following cases:

1. when establishing a business relationship withshacner

2. when carrying out an occasional transaction amognto HRK 105,000.00 or
more, whether that transaction is carried out isirgle operation or in several
transactions that are apparently mutually linked #&mat reach a total value of
HRK 105,000.00 or more

3. when carrying out an occasional transaction carisig a transfer of funds
exceeding EUR 1,000 in terms of the Regulation (EQ)5/847

4. when providing service of games of chance, wheripdpbets and taking the
gains including buying or exchanging chips in theoant of HRK15,000.00 and
more, whether that transaction is carried out isirgyle operation or in several
transactions that are apparently mutually linked #&mat reach a total value of
HRK 15,000.00 or more

5. when there are doubts about the veracity or adggofithe previously obtained
data on a customer, and

6. in all instances when there are reasons for suspiof money laundering or
terrorist financing in relation to a transaction arcustomer, regardless of all
prescribed exemptions and the transaction value.

(2) Reporting entities referred to in Article 9 parggr® item 15 and item 17 sub-item g) and
h) of this Law shall be obliged, when carrying autransaction in the amount of HRK
15,000.00 or more, to identify the customer andveoify customer’s identity and to
collect the following data: name and surname, esgid, day, month and year of birth,
identification number if it is visible in the idefitation document, name and number of
the identification document, name and the staissafer of the document, citizenship/s.

(3) Reporting entities referred to in Article 9 paragra2 items 9, 10 and 11 of this Law,
when entering into agreements on life insurance @hdr investment-related insurance,
shall be obliged, along with the measures presgribrticle 15 paragraph 1 items 1 and
2 of this Law, as soon as the beneficiaries haea Identified or designated as:

a) for insurance beneficiaries that are determinea sigecially appointed natural or legal
persons or legal arrangements (for example, legdal Ichildren, spouse, etc.), to
identify the beneficiary and verify the beneficiaridentity, and

b) for insurance beneficiaries that are determinedhasng specific characteristics or
class, to collect sufficient data so that repormgities are satisfied that they will be
able to identify the insurance beneficiary at thenment of the policy payout.

(4) In cases referred to in paragraph 3 items a) araf H)is Article, reporting entities shall
verify the identity of the insurance beneficiarytia® moment of payout, while in case of
assignment,, in full or in part, of the life insoc@ and other investment-related insurances
to third person or legal person or legal arrangdntle reporting entity being a credit or
financial institutions shall be obliged to verifiyet identity of the beneficial owner at the
moment of the assignment.
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(5) For the beneficiary of a trust, or an entity equeit, incorporated under the foreign law,
that is designated as having specific charactesistr class, reporting entities shall collect
sufficient information so that they can be suret ttheey will be able to identify the
beneficiary at the moment of the payout or whenhkbeeficiary decides to exercise its
vested rights.

(6) Reporting entities shall be obliged to apply thetomer due diligence measures not only
to new customers but on the existing customersedis tmely, and on the basis of the risk
assessment, particularly on customers at which dheumstances relevant for the
application of this Law change.

Customer Due Diligence when Establishing a Busind®slationship or Conducting a
Transaction

Article 17

(1) Reporting entities referred to in Article 9 of thiaw shall be obliged to implement the
measures referred to in Article 15 paragraph 1stén® and 3 of this Law:
1. Dbefore establishing a business relationship withstomer, and
2. before the execution of the transaction referrenh tarticle 16 paragraph 1 items 2,
3, 4 of this Law.

(2) By way of derogation from the provision in paradrapitem 1 of this Article, reporting
entities may also verify the customer’s identitglahe beneficial owner’s identity during
the establishment of a business relationship withistiomer, as soon as possible after the
initial contact with a customer:

1. if it is necessary in order not to interrupt themal conduct of establishing business
relationships, and
2. if there is a low risk of money laundering or tersbfinancing.

(4) Reporting entities being a credit or financial mgion referred to in Article 9 of this Law
may open accounts for customers before the vetiicaf the customer’s identity and the
verification of the identity of the beneficial ownef the customer, including accounts that
permit transactions in transferable securities,earide condition that there are adequate
safeguards in place to ensure that a customermeaae on behalf of the customer does
not carry out transactions until the customer'sitdg and beneficial owner’s identity are
verified in a way prescribed in chapters IV (Mannef Conducting Customer
Identification and Customer’s Identity VerificatioMeasures) and V (Manner of
Conducting Beneficial Owner Identification and B&cial Owner’s Identity Verification
Measures) of this Law.

(5) In cases referred to in paragraph 2 of this Laporting entities shall be obliged to adopt

written policies, controls and procedures for thidgation and efficient management of
money laundering and terrorist financing risk.
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Exceptions in Relation to the Due Diligence MeasagrBnplementation Regarding
Electronic Money

Article 18

(1) As an exception, reporting entities shall not bigell to carry out the measures referred
to in Article 15 paragraph 1 items 1, 2 and 3, &nicle 17 of this Law, with respect to
electronic money if all of the following conditioase met:

1. payment instrument is not reloadable or has a maximmonthly payment
transactions limit in kuna equivalent of EUR 25@dahis payment instrument
may be used only in the Republic of Croatia

2. the funds stored on the payment instrument magxeted the kuna equivalent of
EUR 250

3. payment instrument is used exclusively to purclygsels or services

4. anonymous electronic money may not be stored opdlment instrument;

5. the issuer of electronic money carries out the womeasof monitoring a
transactions or a business relationship for theqae of detecting complex and
unusual transactions referred to in Article 53 bistLaw or suspicious
transactions referred to in Article 56 of this Law.

(2) The exception referred to in paragraph 1 of thische may not be applied by reporting
entities in cases of electronic money redemptiorcash or cash withdrawal of the
monetary value of the electronic money in kuna esgjent of the amount higher than EU
100.00.

Refusing to Establish a Business Relationship amdG@onduct a Transaction
Article 19

(1) Reporting entities referred to in Article 19 ofdHiaw that are unable to implement due
diligence measures referred to in Article 15, peapy 1, items 1, 2 and 3 and Article 15
paragraph 2 of this Law shall not be allowed talglssh a business relationship nor to
carry out a transaction, or they shall have to ieate the already established business
relationship and consider the reporting to the €@ffon the suspicious transaction, funds
and persons in line with Articles 56 and 57 of thésv.

(2) Reporting entities may terminate the already essflabdl business relationship if they are
not able to implement the measure referred to iticker 15 paragraph 1 item 4 of this
Law, or if they estimate that they cannot efficignhanage the money laundering and
terrorist financing risk in relation to that custem

(3) Reporting entities performing a professional atfiveferred to in Article 9 paragraph 2
item 18 of this Law shall not be obliged to refube establishment of a business
relationship or to perform a transaction, or tortieate the already established business
relationship in line with paragraph 1 of this Alé&idn case when they ascertain the legal
position of their client or defends or represehts ¢ustomer in a judicial proceeding or in
relation to a judicial proceeding, including prowig advice on initiating or avoiding such
proceeding.
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l1l. MANNER OF IMPLEMENTING CUSTOMER DUE DILIGENCE  MEASURES
Collecting Data
Article 20

(1) During the performance of the customer due diligernice reporting entity referred to in
Article 9 of this Law shall collect the followingata:

1. for a natural person: name and surname, permaesidence, day, month and year
of birth, identification number, name and numbertled identification document,
name and country of the issuer, and citizenshifgs),

a) a natural person and natural person’s legal reptasee, a craftsman or an
independent trader or a person carrying out oti#pendent business activity,
who establishes a business relationship or conduttansaction, or on whose
behalf the business relationship is being estaddisir a transaction conducted

b) a legal representative or a person authorised byepoof attorney that
establishes a business relationship or conductsmadction for a legal person or
another legal person and entity equal to it retetoein Article 26 of this Law

c) a person authorised by power of attorney that éskeds a business relationship
or conducts a transaction for a customer, and

d) a natural person who has an access to and aceesatsdeposit box.

2. for a natural person the transaction is intendedrfame and surname, permanent
residence and data on the natural person’s ideatiilin number if such data is
available to them

3. for a craftsmanship, an independent trade busiaedsother independent business
activity:

a) name, headquarters (street and number, place amutrgp and registration
number of a craftsmanship, an independent tradendss and a person
performing other independent business activity wadsusiness relationship is
established or a transaction conducted for theqaérpf business operations of a
craftsmanship or an independent trade or of peifagrather business activity;

b) name, headquarters (street and number, place amdrgpof a craftsmanship,
an independent trade business and a person penfprother independent
business activity the transaction is intended fad aegistration number of a
craftsmanship, an independent trade business goetsmn performing other
independent business activity if such data is atéelto them

4. for a legal person: name, legal form, headquartstreet and number, place and
country) and business registration number of tgallperson:

a) for which a business relationship is being esthblis or a transaction is
conducting, or for a legal person on behalf of Wwhi business relationship is
being established or a transaction is conductind, a

b) for another legal person and entities equal tefgérred to in Article 26 of this
Law
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5. for a legal person the transaction is intendedreporting entities shall collect data
on the name and headquarters (street and numlaee phd country) of that legal
person, as well as the data on the business @gstmumber of the legal person is
such data is available to them

6. for a beneficial owner of the customer: name surthame, country of residence, day,
month and year of birth, and citizenship(s)

7. data on the purpose and intended nature of mdass relationship, including the
information on the customer’s business activity

8. date and time of establishing a business reistip
9. date and time of accessing a safe deposit box

10. date and time of conducting a transaction ttéwesaction amount and currency in
which the transaction is being executed, mannaoafiucting the transaction, and,
when reporting entities on the basis of the rideasment carried out in line with the
provisions of this Law and on the basis of regoladi passed pursuant to this Law
established a high money laundering or terronsricing risk, purpose (intention) of
the transaction

11. information on the source of funds which arewdt be the subject matter of a
business relationship

12. information on the source of funds which arewdlt be the subject matter of a
transaction

13. other data on suspicious transactions, fundspansons that reporting entity needs
for the purpose of explaining the reasons for tipiion of money laundering or
terrorist financing in line with Articles 56 and 57 this Law.

(2) By way of derogation from the provision refert® in paragraph 1 item 1 of this Article,
shall reporting entities not be able to collect thtormation on the foreign natural
person’s identification number because the persmlgatification number has not been
issued to him/her, they shall be obliged to colteetdata on the type, number, issuer and
country of the identification document on the basi which they have identified that
natural person and verified that natural persatestity.

(3) Besides the data referred to in paragraph 1 of Alnicle, reporting entities shall also
collect other data within the scope they need f@& money laundering and terrorist
financing risk assessment according to the prowssiof this Law and the regulations
passed on the basis of this Law.

(4) The Minister of Finance shall prescribe in an Oadice the data that reporting entities

shall be obliged to collect for the purpose of iempénting the due diligence measure and
reporting the Office on the transactions referaedhtArticles 56, 57 and 61 of this Law.
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(5) Reporting entities referred to in Article 9 ofdHiaw shall, within the framework of the
customer due diligence when establishing a busireéagonship referred to in Article 16
paragraph 1 item 1 of this Law, collect the dafamred to in paragraph 1 items 1, 3, 4, 6,
7 and 8 of this Article and, when necessary, tha dzferred to in paragraph 1 item 11 of
this Article.

(6) Reporting entities referred to in Article 9 of thiaw shall, within the framework of the
customer due diligence when conducting an occaktoar@saction in the amount of HRK
105,000.00 and more referred to in Article 16 peaph 1 item 2 of this Law, collect the
data referred to in paragraph 1 items 1, 2, 3, 8,&nd 10 of this Article.

(7) Reporting entities referred to in Article 9 of thiaw shall, within the framework of the
customer due diligence when conducting an occakioaasaction referred to in Article
16 paragraph 1 item 3 of this Law, besides therin&tion on the payer and the receiver
which shall have to be attached to the transfefimdncial funds in line with the
Regulation (EU) 2015/847, be obliged to collect da¢a referred to in paragraph 1 items
6 and 10 of this Article as well.

(8) Reporting entities referred to in Article 9 parggr& item 16 of this Law shall, within the
framework of the customer due diligence when cotidgca transaction referred to in
Article 16 paragraph 1 item 4 of this Law, colléoe data referred to in paragraph 1 items
1, 2, 3 (b), 5, 6 and 10 of this Article.

(9) Reporting entities referred to in Article 9 of thiaw shall, within the framework of the
customer due diligence, if there is a suspiciothencredibility and appropriateness of the
previously obtained data on the customer referoeith tArticle 16 paragraph 1 item 5 of
this Law, collect the data referred to in paragraptems 1, 3, 4, 6, 7 and 11 of this Law.

(10)Reporting entities referred to in Article 9 of thiaw shall, within the framework of the
customer due diligence every time when there isispision of money laundering or
terrorist financing in relation to a transactionaocustomer, regardless of all prescribed
exemptions and the value of the transaction redeiwen Article 16 paragraph 1 item 6 of
this Law, collect the data referred to in paragrapdi this Article.

(11)Reporting entities referred to in Article 9 of thiaw shall, for the purpose of acting in
line with the provisions of Article 61 of this Laf@ash transaction in the amount of HRK
200,000.00 and more), collect the data referrad fmragraph 1 items 1, 2, 3, 4, 5, 6 and
10 of this Article, and shall be obliged to alwagsllect the data on the purpose
(intention) of the transaction.

(12)Reporting entities referred to in Article 9 of thiaw shall, for the purpose of acting in
line with the provisions of Article 61 of this Lauw relation to the cash transaction of the
cash payment in the amount of HRK 200,000.00 anceime obliged to collect, besides
the data stated in paragraph 11 of this Article,dhta referred to in paragraph 1 item 12
of this Article (source of funds which are or vk the subject matter of the transaction)
as well.
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IV. MANNER OF CONDUCTING THE MEASURES OF IDENTIFYIN G THE
CUSTOMER AND VERIFYING THE CUSTOMER’S IDENTITY

Identifying a Natural Person, Craftsman, Person Herming Independent Trade and
Person Performing another Independent Business Aiti, and Verifying Their Identities

Article 21

(1) For a customer that is a natural person and ngperabn’s legal representative, and for a
customer who is a craftsman or a person performimtgpendent trade or another
independent business activity, the reporting ersftgll identify the customer and verify
the customer’s identity through the collection ataireferred to in Article 20, paragraph
1, item 1 of this Law by examining the official ¢tosier's personal document in
customer’s presence.

(2) Should the reporting entity be unable to colledtpakscribed data by examining the
official personal document, the missing data shallcollected from other valid public
documents submitted by the customer.

(3) When reporting entities, for objective reasofal| to collect the data in line with
paragraphs 1 and 2 of this Article, such data negdilected directly from the customer
and reporting entities shall be obliged to verifgrm.

(4) Should the customer be a craftsman or a persomrparfg independent trade or other
independent business activity, the reporting erdiityll collect data referred to in Article
20, paragraph 1, item 3 of this Law by examining thriginal or certified copy of the
documentation from the Register on Craftsmanship ladependent Trade or another
public register, whereby the documentation may b®tolder than three months, or by
directly examining Register on Craftsmanship andependent Trade or another public
register. Reporting entities shall write the date #he time as well as the name and the
surname of the person who carried out the exanoimati the form of a note on the
excerpt from the register which was the subjec¢hefdirect examination.

Identifying the Person Authorised by Power of Attaey Representing a Natural Person, a
Craftsman or a Person Performing Independent TradeOther Independent Business
Activity, and Verifying His/ Her Identity

Article 22

(1) Should a business relationship be established toansaction conducted on behalf of a
customer who is a natural person, a craftsmanperson performing independent trade or
other independent business activity by a persohosiged by power of attorney, the
reporting entity shall identify the person authedzby power of attorney and verify
his/her identity through the collection of dataereéd to in Article 20 paragraph 1 item 1
of this Law by examining the official personal dogent in his/her presence.

(2) Should the reporting entity be unable to colledtprescribed data by examining the
official personal document of the person authoribgdpower of attorney, the missing
data shall be collected from other valid public wlments submitted by the person
authorized by power of attorney.
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(3) When reporting entities, for objective reasons] fai collect the data in line with
paragraphs 1 and 2 of this Article, such data neagdilected directly from the customer
and reporting entities shall be obliged to verifgrm.

(4) The reporting entity shall collect the data refdrte in Article 20 paragraph 1 item 1 of
this Law on a natural person, a craftsman or aopeperforming independent trade or
other independent business activity from a notdrilstter of attorney and a notarized
copy of a natural person’s official personal docamsubmitted by the person authorized
by power of attorney.

(5) Should the customer be a craftsman or a persowrparfg independent trade or other
independent business activity, the reporting erndigll collect the data referred to in
Article 20 paragraph 1 item 3 of this Law in lingtlwthe provision of Article 21
paragraph 4 of this Law.

Identifying a Legal Person and Verifying the Leg&lerson’s Identity
Article 23

(1) The reporting entity shall identify the identity tife customer that is a legal person and
verify the customer’s identity through the collectiof data referred to in Article 20
paragraph 1 item 4 of this Law by examining thegioal or notarized copy of the
documentation from court or other public regisgrpmitted by the legal person’s legal
representative or person authorised by power ofregty on behalf of the legal person.

(2) At the time of submission, the documentation ref@rto in paragraph 1 of this Article
shall not be more than three months old.

(3) The reporting entity may identify the legal persomd verify the legal person’s identity
through the collection of data referred to in Agi@0 paragraph 1 item 4 of this Law by
directly examining court or other public registédfhen reporting entities have carried out
the direct examination of the register, they sballobliged to put date, time, name and
surname of the examiner, in the form of a notethenexcerpt from the examined register.

(4) The reporting entity shall collect other data reddrto in Article 20 paragraph 1 of this
Law by examining the original or notarized copidsdocuments and other trustworthy
business documentation. Should it not be possibt®lect all data referred to in Article
20 paragraph 1 of this Law from these documentsdaedmentation, the reporting entity
shall collect the missing data directly from thegde representative or the person
authorised by power of attorney.

(5) Should the customer be a foreign legal person peifmy business activity in the
Republic of Croatia through its branch, the repgrentity shall identify the foreign legal
person and its branch and verify their respectiesiities.

(6) Should the customer be a foreign legal persondbedihe data referred to in Article 20
paragraph 1 item 4 of this Law, the reporting grghall also be obliged to collect the data
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on the managers thereof (hame, surname, identdicaumber, country of residence) as
well as the memorandum of association of the foréagal person.

Identifying a Legal Person’s Legal RepresentativedaVerifying the
Legal Representative’s Identity

Article 24

(1) The reporting entity referred to in Article 9 oighaw shall identify a legal person’s legal
representative and verify the legal representatiudentity through the collection of data
referred to in Article 20 paragraph 1, item 1 ofsthhaw by examining the legal
representative’s official personal document inhes/presence. Should the document be
insufficient to enable the collection of all prabed data, the missing data shall be
collected from other valid public document.

(2) When reporting entities, for objective reasons] fai collect the data in line with
paragraph 1lof this Article, such data may be ctdl@directly from the customer and
reporting entities shall be obliged to verify them.

Identifying a Legal Person’s Person Authorised bypWer of Attorney and Verifying the
Identity of the Person Authorised by Power of Aty

Article 25

(1) The reporting entity referred to in Article 9 ofighLaw shall identify a legal person’s
person authorised by power of attorney and verigyhler identity through the collection
of data referred to in Article 20, paragraph 1mité of this Law by examining the official
personal document of the person authorised by pofvaitorney in his/her presence.

(2) Should the document referred to in paragraph hisfArticle be insufficient to enable the
collection of all prescribed data, the missing dsiall be collected from other valid
public document submitted by the person authorlsggower of attorney, or directly
from him/her. The reporting entity shall collecettata referred to in Article 20 paragraph
1 item 1 of this Law on the legal representativat thas issued a power of attorney on
behalf of the legal person, on the basis of tha datluded in the notarized power of
attorney.

Identifying Other Legal Persons and Entities Equed Them and Verifying Their
Respective ldentities

Article 26

(1) In cases of domestic and foreign NGOs and theiocasons, funds and foundations,
institutions, artistic organizations, chambers,olaband trade unions, associations of
employers, political parties, cooperatives, creditions, religious communities, the
reporting entities shall be obliged to:
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1. identify a person authorised to represent, or allegpresentative and verify his/her
identity;

2. identify the person authorized by power of attoraey verify his/her identity, and
obtain the letter of power of attorney for reprdéagon purposes should the
customer be represented by the person authorizedwgr of attorney;

3. collect the data referred to in Article 20 paragrdptems 1 and 4 b) of this Law.

(2) The reporting entity shall identify the legal repeatative referred to in paragraph 1 of
this Article and verify the legal representativedentity through the collection of data
referred to in Article 20, paragraph 1, item 1 bfstLaw by examining the legal
representative’s official personal document in ties/presence. Should the document be
insufficient to enable the collection of all prébed data, the missing data shall be
collected from other valid public document.

(3) When reporting entities, for objective reasons] fai collect the data in line with
paragraph 2 of this Article, such data may be ctdle directly from the customer and
reporting entities shall be obliged to verify them.

(4) The reporting entity may identify other legal pers@nd entities equal to them referred to
in paragraph 1 of this Article by examining thegamal or certified copy of documentation
from the register, record files or other officiglcords. Reporting entities shall write the
date and the time as well as the name and thersern&the person who carried out the
examination in the form of a note on the excerpitfrthe register, record files or other
official records which were the subject of the direxamination.

(5) The reporting entity shall identify the person auibed by power of attorney referred to
in paragraph 1 of this Article and verify his/hdentity in line with Article 25 paragraphs
1 and 2 of this Law.

Identifying a Natural Person Accessing a Safe Depd3ox
Article 27

(1) The reporting entity referred to in Article 9 ofigh.aw that provides services of renting
safe deposit boxes shall be obliged to identify ¢hstomer and verify the customer’s
identity every time a customer accesses a safestdymx.

(2) During the course of identifying a customer andifygrg his/her identity in line with
paragraph 1 of this Article, the reporting entibah collect data referred to in Article 20,
paragraph 1, items 1 sub-items d) and item 9.

(3) The provisions contained in this Article in respexdt the obligation to verify the
customer’s identity when accessing a safe depositshall pertain to each natural person
who actually accesses the safe deposit box, whba#ishe is the user of the safe deposit
box as per the safe deposit box use contract dhenidegal representative or person
authorised by power of attorney.
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V. MANNER OF CONDUCTING BENEFICIAL OWNER IDENTIFICA TION AND
BENEFICIAL OWNER'S IDENTITY VERIFICATION MEASURES

Beneficial Owner of the Customer
Article 28

(1) The beneficial owner of the legal person shmdl any natural person (persons) that
ultimately owns or controls the customer or on vehbehalf a transaction is conducted,
and shall include at least:

1. natural person (persons) who owns or controls allgmerson through direct
ownership via a sufficient percentage of stocksluiding the shares of stocks that are
in bearer form, or shares of voting rights or ovehgr shares in that legal person

2. natural person (persons) who controls a legal pettsmugh indirect ownership via a
sufficient percentage of stocks, including the ebhaof stocks in bearer form, or
shares of voting rights or ownership shares inldgdl person

3. natural person (persons) who has a controlling tiancin managing the legal
person’s property via other means.

(2) The beneficial owner shall be a natural per@uatural persons) who controls another
natural person and/or a natural person (naturaops) on whose behalf a transaction is
conducted.

(3) The beneficial owner of trusts and entities eqoathtem, incorporated under a foreign
law, shall be any natural person (or more of thesfgrred to in Article 31 of this Law
who eventually controls the trust or the entity eadjual to it but incorporated under a
foreign law, through direct or indirect ownershipother means.

(4) As the beneficial owner of domestic and foreign oasdions and their unions,
foundations, funds, institutions, artistic orgati@as, chambers, labour and trade unions,
associations of employers, political parties, coapees, credit unions or religious
communities could be considered any natural peashorized to represent or a natural
person having a controlling function in managing phoperty.

(5) The indication of direct ownership referred to @rggraph 1 item 1 of this Article, held
by a natural person in the legal person, shallrb@wnership of more than 25% of the
ownership share, voting or other rights, on thesbag which he/she shall exercise the
right of managing the legal person or the ownershigr 25% plus one share.

(6) The indication of indirect ownership referred toparagraph 1 item 2 of this Article shall
be an ownership or a control of the same naturedgoe(natural persons) over one or
more legal persons which individually or togethavdé more than 25% of business shares
or 25% plus one share in the customer.

(7) Controlling function in managing the legal persoptsperty via other means referred to
in paragraph 1 item 3 of this Article may also refie the control criteria used when
preparing consolidated financial reports, for exeEmpia the shareholders’ agreement,
exercising of the prevailing influence and powerw fappointing the high-level
management.
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(8)

(9)

(1)

(2)

3)

Should it not be possible to identify the naturafgon (natural persons) referred to in
paragraph 1 of this Article, or should there b&ispgcion that the identified natural person
(natural persons) is a beneficial owner, and irecaken all possible means have been
exhausted in order to identify the beneficial ownas the beneficial owner of the

customer shall be considered a natural personrélgtersons) who is a member of the
management board or other managing body.

The reporting entity referred to in Article 9 ofigh_aw shall be obliged to document the
procedures of identifying and verifying the ideptiof the beneficial owner of the
customer.

Exemptions from Identifying the Beneficial Owner @ahe Customer and
Verifying their Identity

Article 29

The reporting entity referred to in Article 9 oighLaw shall not be obliged to identify the
beneficial owner of the customer nor to verify thdentity should:

a) the customer be a company the financial instrumehtshich have been are traded
on the stock exchange or on the regulated markehénor several member states in
line with the European Union regulations, or

b) a company having headquarters in a third countiy financial instruments of which
have been are traded on the stock exchange oreoregjulated market in a member
state or in that third country, under the conditibat there are requirements valid in
that third country regarding the data publicatioanaccordance with the European
Union regulations, which ensure the adequate temespy of the information on
beneficial owners.

Identifying the Beneficial Owner of the Customer drVerifying Their Identity
Article 30

The reporting entity referred to in Article 9tbis Law shall identify the beneficial owner
of the customer and shall verify their identity dllecting the data referred to in Article
20 paragraph 1 item 6 of this Law and by under@gkieasonable measures for the
verification of the identity of the beneficial ownef the customer.

The customer shall be obliged to submit to the ntap entity, along with the data on its
legal owner, the documentation on the basis of whicis possible to establish the
ownership and controlling structure of the custowrad to collect data on the beneficial
owner of the customer.

The trustee of the express trust shall be obligéen establishing a business relationship
with the reporting entity or conducting a transawctreferred to in Article 16 paragraph 1
items 2, 3 and 4 as a trustee of a trust, to infttvenreporting entity that he/she acts as a
trustee of a trust and to give to the reportingteiihe information on the identity of the
persons referred to in Article 31 paragraph 1 it&m, 3, 4 and 6 of this Law.
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(4)

(5)

(6)

(7)

(8)

(9)

The person referred to in Article 31 paragraphemit5 of this Law shall be obliged,

when carrying out the functions that are equalionilar to the ones carried out by a
trustee of a trust referred to in paragraph 3 isf Aticle, or when establishing a business
relationship or conducting a transaction referi@dntArticle 16 paragraph 1 items 2, 3
and 4, to inform the reporting entity that he/shes according to this function and to give
to the reporting entity the information on the itignof persons referred to in Article 31

paragraph 1 items 5 and 6 of this Law.

The reporting entity shall collect the data refdrte in paragraph 1 of this Article by
examining the listing of data from the Registererefd to in Article 32 of this Law,
which may not be older than one month, or by exargithe original or notarized copies
of documentation from a court or other public régriswhich may not be more than three
months old. Reporting entities may also obtain ehdata by directly examining the
Register, the court or other public register, whgrthey shall be obliged to act in line
with the provision of Article 23 paragraph 3 ofghiaw.

Should it be impossible to collect all data on beaeficial owner of the customer on the
basis of the examination of the listing from thegR&er, the court or other public register,
the reporting entity shall collect the missing dayaexamining the original or notarized
copies of documents and other business documemisijaplied to the reporting entity by
the legal representative or person authorised epof attorney.

Should it arise that the missing data for objectigasons cannot be collected in the
manner described in paragraphs 5 and 6 of thi€lartthe reporting entity shall collect
the data directly from a written statement giventhoy customer’s legal representative or
the person authorised by power of attorney, whetkbyeporting entity shall be obliged,
when they establish that the customer represertsgla risk of money laundering or
terrorist financing in line with Article 14 paragras 7, 8, 9 and 10 of this Law, to carry
out the measures of enhanced customer due diligence

The reporting entity shall collect the data refdrte in paragraph 1 of this Article in the
manner that enables the reporting entity to haveredge of the ownership structure
and control of the customer to the extent that,eddmg on the risk assessment,
corresponds to the criterion of satisfactory knalgke on the beneficial owner of the
customer.

The reporting entity shall not be allowed to rekglesively on the data from the Register
referred to in Article 32 of this Law when identig the beneficial owner and verifying
their identity, but shall also be obliged to caoyt the procedure of identifying the
beneficial owner of the customer and verifying théentity on the basis of the customer
risk assessment.

31



Identifying the Beneficial Owners of Trusts and Eiies Equal to them, Incorporated
under a Foreign Law, and Verification of Their Idetity

Article 31

(1) The reporting entity referred to in Article 9 ofighLaw shall be obliged, during the
course of the procedure of identifying the beneafiowners of trusts and entities equal to
them, incorporated under a foreign law, to idengifl verify the identity of:

1. settlor(s)

2. trustee(s)

3. a protector, if any

4. a beneficiary or a group of beneficiaries of theets being managed, under the
condition that future beneficiaries have alreadgrbeletermined or are able to be
determined

5. a person performing the functions equal or sintibathe ones described in items 1, 2,
3 and 4 of this paragraph, and

6. any other natural person who, through direct oir@ad ownership or other means,
carries out the ultimate control over the trusttloe entity equal to it, incorporated
under a foreign law.

(2) The reporting entity shall collect the data refdrte in Article 20 paragraph 1 item 6 of
this Law on the persons referred to in paragraphihis Article by examining the
original or certified copy of documentation whiclaymnot be older than three months, or
by directly examining the Register. When reportiagtities carry out the direct
examination of the Register, they shall be obliggedrite the date and the time as well as
the name and the surname of the person havingrpertbthe examination in the form of
the note on the excerpt from the Register.

(3) Should the customer be a trust or an entity equ#l tncorporated under a foreign law,
the reporting entity shall be obliged to colleatsides the data referred to in Article 20
paragraph 1 item 6 of this Law, the data on thallegrangement of the trust and the
entity equal to it, incorporated under a foreigw,land the memorandum of association
of the trust and of the entity equal to it, incaigged under a foreign law.

VI. ESTABLISHMENT, ORGANIZATION AND KEEPING OF THE REGISTER OF
BENEFICIAL OWNERS AND AVAILABILITY OF DATA FROM THE REGISTER
OF BENEFICIAL OWNERS

Register of Beneficial Owners
Article 32

(1) The Register shall be a central electronic datalzasgaining the data on beneficial
owners of:
a) legal persons established in the territory of tie@udblic of Croatia:
1. companies
2. branches of foreign companies
3. associations
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4. foundations

5. funds, and

6. institutions the Republic of Croatia or a locatd regional self-
government unit is not a sole owner

b) trusts and entities equal to them, incorporateceuadoreign law, that are obliged
to have a personal identification number in the dip of Croatia, on the basis of
the act regulating the personal identification nemb

(2) The Register shall be kept the Financial Agenchemalf of the Office.
(3) The Financial Agency shall be obliged:

1. to establish, keep and manage the Register

2. to collect, record, process and store the data thenRegister

3. to enable the input of data into and update of dathhe Register in line with
Article 33 paragraph 4 of this Law

4. to enable the availability of data from the Registeline with Article 34 of this
Law

5. to verify the data in the Register in line with i&lé 36 paragraph 1 of this Law,
and

6. to undertake other actions as well in line witts thaw.

(4) The Financial Agency shall be obliged to keep pewndy the data input into the
Register in line with Article 33 paragraph 4 ofsthiaw.

(5) The Financial Agency shall be authorized to takerdfie data from a court register and
the data from other relevant registers via whigalgersons referred to in paragraph 1 a)
of this Article are established or registered, #meldata from official records of the Tax
Administration in a way and within deadlines présed by the ordinance referred to in
paragraph 8 of this Article, without any fee.

(6) The Financial Agency, for the purpose of keeping Register, shall be authorized to
manage the database of the Register, maintain ravitlp the protection of the database
of the Register and of the documents stored iratbkeives of the Register.

(7) The Financial Agency shall be responsible for thedibility of recording of the input
data and the identification of entities obligedibput data referred to in Article 33
paragraph 4 of this Law.

(8) The Minister of Finance shall prescribe in moreadah an ordinance the contents and
the structure of the data in the Register, the ranhkeeping, inputting and deadlines of
inputting the data in the Register, the manneresifying the data input in the Register,
additional data that are necessary to be collemtguait in the Register, contents, form and
manner of fulfilling the forms for the input of @ain the Register, the procedure of
supervision over the delivery and the verificatadndata in the Register, over the input,
update and correctness of the data in the Regthimanner of implementing this Law
in relation to the availability of the data in tReqgister, types and levels of fees for the
access to the data from the Register by reportmigies referred to in Article 9 of this
Law and for the access to the data from the Redistéegal and natural persons referred
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to in Article 34 paragraph 1 item 4 of this Law,dathe use and keeping and the
protection of the data from the Register, in linghwthe regulations arranging the
personal data protection.

(9) The Office shall inform the European Commissionhaf features of the Register referred
to in paragraph 1 of this Article.

Obligations of a Legal Entity and of the Trustee afTrust and an Entity Equal to It,
Incorporated under a Foreign Law

Article 33

(1) Legal person referred to in Article 32 paragraptefin a) of this Law shall be obliged to
have and safeguard the appropriate, accurate atatagbinformation on:

a) beneficial owner or owners, which shall include:
1. name and surname
2. country of residence
3. day, month and year of birth
4. identification number or data on type, number, @éssaountry and date of validity of
identification document
citizenship of the beneficial owner, and
data on nature and extent of beneficial ownership

o o

b) ownership structure, while regarding companiesdidi@ on shares, stake or other form
of participation in the ownership of the company.

(2) The Financial Agency shall take over the basic datéegal entities referred to in Article
32 paragraph 1 item a) of this Law (name, headgrusadddress, personal identification
number and legal form) in to the Register from vafe registers via which legal entities
are established or registered referred to in papgL of this Article.

(3) Trustee of a trust or of an entity equal to itarmorated under a foreign law, referred to in
Article 32 paragraph 1 item b) of this Law shall ddgliged to have and safeguard the
appropriate, accurate and updated information nedeto in paragraph 1 item b) of this
Article for persons referred to in Article 31 paragh 1 of this Law and shall input them
into the Register.

(4) Legal persons referred to in Article 32 paragraphein a) of this Law, besides legal
entities referred to in Article 29 of this Law, atiek trustee of a trust or of an entity equal
to it, incorporated under a foreign law, referredrt Article 31 paragraph 1 items 2 and 5
of this Law, shall be obliged to input the dateeredd to in items 1 and 3 of this Article in
a way and within deadlines prescribed by the ortieaeferred to 32 paragraph 8 of this
Law.

(5) Legal persons referred to in Article 32 paragrapterh a) of this Law and the trustee of a
trust or of an entity equal to it, incorporated end foreign law, referred to in paragraph 4
of this Law shall be responsible for the input gqipeopriate, accurate and updated
information referred to in paragraphs 1 and 3 of Article into the Register.
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Availability of the Information on Beneficial Owneship
Article 34

(1) The data from the Register, within the scope artierway prescribed by this Law and on
the sublegal acts passed pursuant to it, shal/akable only to the following authorized
persons:

1. authorized civil servants working in the Office

2. authorized persons working in the state authoritederred to in Article 120 of this
Law

3. the authorized person and his/her deputy of thertieyyg entity and other employees
of the reporting entity referred to in Article 9 thiis Law, and to the persons referred
to in Article 68 paragraph 4 of this Law, when thegrry out the customer due
diligence measures on the basis of this Law, and

4. legal and natural persons that prove a legitimegallinterest.

(2) All data from the Register shall be available dirgdn an electronic way, to the Office
and state authorities referred to in paragrapler2 i2 of this Law, without any fee, when
they take actions in performing the tasks from wndeir competence.

(3) The data from the Register shall be available tyec an electronic way or indirectly to
the persons referred to in paragraphl item 3 sfAfiicle, within the scope, in a way and
with a fee prescribed by the ordinance referrethtArticle 32 paragraph 8 of this Law,
when reporting entities carry out due diligence soees according to the provisions of
this Law.

(4) Legal and natural persons referred to in paragfapém 4 of this Article may submit to
the Office a justified requirement for the data lmmeficial owner of a concrete legal
entity referred to in Article 32 paragraph 1 iteino& this Law that are recorded in the
Register.

(5) Under the exceptional circumstances, on an indalidiasis and upon the justified and
substantiated requirement of a legal entity retetoein Article 32 paragraph 1 item a) of
this Law or of a competent state authority refetaeth Article 120 of this Law, the access
to the data or to one part of the data on benéfmimnership of a certain legal entity
would be restricted if the access to these dgptased the beneficial owner to the risk of
fraud, kidnapping, blackmail, violence or intimidat, or if the beneficial owner were
underage or were deprived of their business capacit

(6) The Office shall determine if the requirement reddrto in paragraph 5 of this Article is
justified in a way prescribed by the act regulatimg administrative procedure.

(7) No appeal shall be allowed against the decisionttan requirement referred to in
paragraph 5 of this Law, but administrative procegsimay be initiated.

(8) The restrictions to the access to the data refeéa@u paragraph 5 of this Article shall not

refer to the reporting entities referred to in Alei 9 of this Law that are credit or financial
institutions or public notaries referred to in &Al& 9 paragraph 2 item 18 of this Law that
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carry out the customer due diligence procedurenmwith the provisions of this Law and
on the basis of sublegal acts passed pursuantrorito the Office and state authorities
referred to in paragraph 1 item 2 of this Article.

Avalilability of Data on the Basis of Legitimate LagInterest
Article 35

(1) Legitimate legal interest of the person submittimg requirement referred to in Article 34
paragraph 4 of this Law shall be deemed evideriabe ifollowing conditions are met:

1. the data on the beneficial owner of the legal gneferred to in Article 32 paragraph
1 item a) of this Law the requirement is submittedare exclusively linked with the
impact on the legal position of the person subngttthe requirement in court,
administrative or other proceedings based on lad, a

2. the data are sought for in relation to money launderelated predicate offences and
terrorist financing.

(2) The Office shall determine if there is a legitimégal interest of the person submitting
the requirement referred to in paragraph 1 of Anigtle.

(3) When the existence of the legitimate legal interefgrred to in paragraph 1 of this Article
is established, the following data on the bendfiovaner of the legal entity referred to in
Article 32 paragraph 1 item a) of this Law the regment has been submitted for, shall
be available to the person submitting the requiremeferred to in Article 34 paragraph 4
of this Law:

name and surname

country of permanent and/or temporary residence

month and year of birth

citizenship, and

nature and extent of beneficial ownership.

arwnE

(4) No appeal shall be allowed against the decisiotherrequirement referred to in Article
34 paragraph 4 of this Law, but administrative pemtings may be initiated

Supervision over the Register of Beneficial Ownarsd Misdemeanour Proceedings
Article 36

(1) The Financial Agency shall carry out the supervisim the basis of the verification of
the data in the Register, shall establish if thgaleentity referred to in Article 32
paragraph 1 item a) of this Law and the trusteéheftrust or of an entity equal to it,
incorporated under a foreign law, referred to itidde 31 paragraph 1 items 2 and 5 of
this Law has recorded the data referred to in Art88 paragraphs 1 and 3 of this Law in
a way and within deadlines prescribed in the omteareferred to in Article 32
paragraph 8 of this Law.
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(2) The Financial Agency shall be an authorized pl#irfor initiating misdemeanour
proceedings against a legal entity referred to iticke 32 paragraph 1 item a) of this
Law and a trustee of a trust or of an entity eqaat, incorporated under a foreign law,
referred to in Article 31 paragraph 1 items 2 arttidi do not record the data referred to
in Article 33 paragraphs 1 and 3 of this Law inke tRegister in a way and within
deadlines prescribed by the ordinance referred fticle 32 paragraph 8 of this Law.

(3) The Tax Administration shall carry out the supdaobnsover legal entities referred to in
Article 32 paragraph 1 item a) of this Law and otlex trustee of a trust or an entity
equal to it, incorporated under a foreign law, mefé to in Article 31 paragraph 1 items
2 and 5 of this Law, and it shall determine:

1. if they dispose of accurate and complete data erbémeficial owner referred to in
Article 33 paragraphs 1 and 3 of this Law, and

2. if they have recorded in the same way and withiadliees prescribed by the
ordinance referred to in Article 32 paragraph &xé Law accurate and complete
data referred to in item 1 of this paragraph ihi® Register.

(4) Legal entities referred to in Article 32 paragrdphiem a) of this Law and the trustee of
a trust or an entity equal to it, incorporated uraléoreign law, referred to in Article 31
paragraph 1 items 2 and 5 of this Law shall begellito deliver, upon the request of the
Tax Administration in a written form, to the Tax wéhistration the documentation on
the basis of which it shall be possible to estalili® ownership and controlling structure
and to collect the data on the beneficial owndéhefcustomer.

(5) The Tax Administration shall be an authorized giffifor initiating misdemeanour
proceedings against legal entities referred to iticke 32 paragraph 1 item a) of this
Law and the trustee of a trust or an entity eqoat,tincorporated under a foreign law,
referred to in Article 3 paragraph 1 items 2 araf &is Law.

1. that do not dispose of accurate and complete dathebeneficial owner referred
to in Article 33 paragraphs 1 and 3 of this Law, or

2. that do not record accurate and complete datareefé¢o in Article 33 paragraphs
1 and 3 of this Law in the Register in a way anthinideadlines prescribed in the
ordinance referred to in Article 32 paragraph &g Law.

VII. MANNER OF CONDUCITNG MEASURES OF ONGOING MONIT ORING OF
THE BUSINESS RELATIONSHIP
Measure of Ongoing Monitoring of the Business Relatship
Article 37
(1) The reporting entity referred to in Article 9 ofigh_aw shall be obliged to exercise due
care in monitoring business activities and traneastthe customer carries out with the
reporting entity, thereby ensuring the knowledge tbé customer, including the

knowledge, if necessary, of the source of fundsuatomer’s disposal for doing business.

(2) The reporting entity shall be obliged to monitosimess activities through the application
of the following measures:
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1. monitoring and scrutinising the compliance of caso's business operations with
the intended nature and purpose of the businesareship and transaction

2. monitoring and scrutinising the compliance of sesrof funds with the intended
source of funds the customer has indicated wheabksting the business
relationship and when performing the transacti@fsrred to in Articles 46, 47, 49,
50, 53, 56 and 57 of this Law, and when perfornihmg transactions referred to in
Article 61 of this Law in the part referring to tip@ayment of the cash and currency
exchange operations

3. monitoring and scrutinising the compliance of cas0o's operations or transactions
with the customer’s usual scope of business operatr transactions, and

4. regularly monitoring and updating the collected woents and information on
customers, beneficial owners of customers and tmomer risk profile and
scrutinising the data indicating whether the cugioor the beneficial owner of the
customer has become or ceased to be a politicglgsed person.

(3) The reporting entity shall be obliged to ensuret tthe scope and the frequency of
conducting the measures referred to in paragrapihtl@s Article are in compliance with
the risk analysis and assessment referred to inlégt12 and 14 of this Law and adapted
to the money laundering or terrorist financing rigk which the reporting entity is
exposed during the course of conducting individuediness operation or transaction, i.e.
during the course of doing business with an indigiccustomer.

VIIl. CUSTOMER DUE DILIGENCE THROUGH THIRD PERSONS
Entrusting a Third Party with Conducting Due Diligece
Article 38
(1) Under the conditions prescribed in this Law, whetalklishing a business relationship
with a customer, the reporting entity may entrusthiad party with identifying the
customer and verifying the customer’s identity,niifging the beneficial owner of the
customer, and collecting information on the purpasd intended nature of the business
relationship in line with Article 15 paragraph énts 1, 2 and 3 of this Law.
(2) The responsibility for conducting due diligence swaas entrusted with a third party shall
still rest with the reporting entity.
Third Persons
Article 39
(1) Third persons may be:

1. notaries public and reporting entities being a itreshd financial institution
referred to in Article 9 paragraph 2 items 1, 27,68, and 9 of this Law

2. reporting entities referred to in item 1 of thisggraph having headquarters in a
member state or a third country:
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a) that carries out customer due diligence measurestlaat keeps prescribed
records for the purpose of money laundering anwiist financing prevention,
equal or equally valuable to those stated in threddive (EU) 2015/849, and

b) the alignment of which, regarding the requiremdatsthe purpose of money
laundering and terrorist financing prevention, igpervised by a competent
supervisory authority, in an equal or equally ehlie manner as the one stated
in the Directive (EU) 2015/849.

(2) Third persons may not be persons having headgeaner high-risk third country. As an
exception, the reporting entity may entrust thedtiperson having headquarters in a high-
risk third country that is a branch or a subsidieoynpany of the reporting entity from the
member state with the performance of the due ditige under the condition that it
adheres fully to the policies and procedures ofttoaip.

(3) Third persons may not be a shell (virtual) bankahhdoes not or is not allowed to carry
out its activity in the country in which it has lbeegistered.

(4) Third persons shall not be allowed to entrust sather person with the customer due
diligence measures entrusted originally to them.

(5) Supervisory authorities may consider that the r@pgrentity that operates within the

composition of a group has been aligned with tloeigrons of this Article:

1. if it relies on the information provided by a thipgrson that is the part of the same
group

2. if the group applies the customer due diligencesuess, rules on records keeping and
programmes against money laundering and terromsn€ing in line with the
provisions of this Law or in a way equal or equalgluable as the one stated in the
Directive (EU) 2015/849, and

3. if the effective implementation of measures andcedures referred to in item 2. Of
this paragraph at the level of the group is suger/iby a competent authority of the
home member state or a third country.

(6) External co-operators and representatives of thertieg entities that, on behalf of the
reporting entity, on the basis of the contractualattonship (externalization or
representation relationships), carry out the custathue diligence shall be considered as a
part of the reporting entity and not a third persand the reporting entity shall not be
allowed to entrust the externalized services prawdth the tasks of informing the Office
on suspicious transactions referred to in Artiddésand 57 of this Law nor on the cash
transactions referred to in Article 61 of this Law.

(7) Reporting entities shall be obliged to establisphrapriate procedures in order to ensure
that they receive from external collaborators aegresentatives all information
necessary for the timely:

1. informing to the Office of suspicious transactioeferred to in Articles 56 and 57 of
this Law

2. informing to the Office of cash transactions rederto in Article 61 of this Law, or

3. taking actions according to the orders of the @ffieferred to in Article 117 and 199
of this Law.
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Forbiddance to Entrust Third Persons with the Custer Due Diligence Performance
Article 40

(1) The reporting entity referred to in Article 9 ofighLaw shall not be allowed to entrust
third persons with the customer due diligence perémce should the customer be a legal
person having headquarters in the third countyigif risk.

(2) The reporting entity shall not be allowed to acctm customer due diligence as an
appropriate one should the third person has caaigdhe measure of identification and
identity verification without a customer being plogdly present.

Collecting Data and Documentation from Third Persen
Article 41

(1) Third persons that carry out the customer due ehiog shall be obliged to deliver to or
make directly available to the reporting entity ieufrately without any delay the obtained
data on the customer, beneficial owner and purpogk intended nature of a business
relationship.

(2) Reporting entities shall be obliged to estdbappropriate procedures in order to ensure
that they receive timely from the third person espor direct access to the copies of
identification documents and other documentatiorth@nbasis of which the third person
has carried out the customer due diligence, inolydwhen they are available, the data
collected on the basis on the qualified certificiie electronic signature or electronic
seal, as well as the data on the identification @mdhe verification of the identity of the
customer and beneficial owner of the customer.

(3) Third persons shall be obliged to deliver or to makrectly available to the reporting
entity, without any delay, the copy of identifieati documents and other documentation
on the basis of which they have carried out theornsr due diligence and have collected
the data on the customer.

(4) Should reporting entities estimate that there suspicion as to the authenticity of the
performed customer due diligence or the identifocat documents and other
documentation, or as to the veracity of the coldaata on the customer, they shall have
to carry out the customer due diligence by theneselv

(5) Reporting entities shall not be allowed to estébdidbusiness relationship:
1. if the third person has not delivered nor madeatliyeavailable to them the data
referred to in paragraph 1 of this Article, or
2. if the third person has not, upon the requestydedd nor made directly available
to them the copies of identification documents atiter necessary documentation
referred to in paragraph 2 of this Article.
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IX. SIMPLIFIED AND ENHANCED CUSTOMER DUE DILIGENCE
General Provisions
Article 42

(1) Minister of Finance, Governor of the Croatian Na#ib Bank and Croatian Financial
Services Supervisory Agency shall adopt the ordieaand decisions, prescribing for the
reporting entities the manner of the implementatbsimplified and enhanced customer
due diligence measures.

(2) The ordinance and decisions referred to in pardgfapf this Article shall refer to the
guidelines issued by European Supervisory Authesiti

Simplified customer due diligence
Article 43

(1) Reporting entities referred to in Article 9 of thiaw may conduct a simplified customer
due diligence if, according to the provision con&l in Article 12 paragraph 1 and
Article 14 paragraph 6 of this Article, they hawimated that the customer represents a
low money laundering or terrorist financing risk.

(2) When deciding if the simplified customer due difige shall be carried out, reporting
entities referred to in paragraph 1 of this Articleall also take into consideration the
results of the National Risk Assessment.

(3) Simplified due diligence measures may consist of:

1. verification of the customer’s identity and thentiey of the beneficial owner of the
customer after establishing a business relationship

2. reduced frequency of updating the data on the mumts identity

3. reduced scope of ongoing monitoring of transactibtige value of transactions do not
exceed the level for which the reporting entity kamated during the course of the
analysis that it corresponds to the business dpastnd the low customer risk,
and/or

4. making conclusions on the purpose and intendedrenatiuithe business relationship
according to the type of a transaction or an esstaddl business relationship instead of
collecting information on that and implementing @fie measures.

(4) Reporting entities shall be obliged to carry ot theasures of the ongoing monitoring of
a business relationship referred to in Article 37Ales Law in relation to the low risk
customer as well for the purpose of detecting cemphnd unusual or suspicious
transactions referred to in Articles 53, 56 andbihis Law.

(5) Simplified customer due diligence shall not be \ad when there are reasons for
suspicion of money laundering or terrorist finamein relation to customer, transaction,
property or funds, or specific scenarios of higskrof money laundering or terrorist
financing are applied, or it is about a complex amdisual transaction referred to in
Article 53 paragraph 1 of this Law.

41



Enhanced Customer Due Diligence

Article 44

The reporting entity referred to in Article 9 ofigh_aw shall be obliged to conduct enhanced
customer due diligence measures:

1.

2.

a s

7.

8.

9.

when establishing a correspondent relationship waithank or other credit institution
having headquarters in a third country

when the customer or the beneficial owner of thstamuer is a politically exposed
person

when the life insurance policy beneficiaries or dferiaries of other investment-related
insurance policies, or beneficial owners of the dberaries are politically exposed
persons

when the customer is linked with the high-risk dheountry

when the customer is not physically present at t@porting entity during the
identification and the identity verification withithe implementation of due diligence
measures

when the customer is a legal person that has idseackr shares, or a natural or a legal
person performing the transaction linked with beahares

when they estimate, in accordance with Article adagraphs 7, 8 and 9 of this Law, that
the customer represents a high money launderitgy@rist financing risk

when a high money laundering and terrorist finagcirsk has been determined, in
accordance with the National Risk Assessment

always when there is a suspicion on money laungenirierrorist financing

10.when conducting all complex and unusually largendeztions and all unusual

transaction patterns that do not have visible ecooor legitimate purpose.

Correspondent Relationships with Credit Institutisrfrom Third Countries

Article 45

(1) When establishing a correspondent relationship &ithank or other credit institution

having headquarters in a third country, reportingties referred to in Article 9 of this
Law shall be obliged, within the framework of enbed customer due diligence, besides

the measures referred to in Article 15 paragral this Law, to conduct the following

additional measures:

1. to gather sufficient information on the respondestitution to understand fully the

nature of its business operations and determina fsablicly available information,
the reputation of the institution and the qualifyttie business operations supervision,
including the information whether the respondenstiiotion has been under
investigation for money laundering or terroristainting

2. to assess the money laundering and terrorist fingnprevention system of the

respondent institution

3. to document the responsibility of the reportingitgrénd the respondent institution,

and
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4. to convince themselves, in relation to payabledfjloaccounts, that the respondent
institution has carried out the verification of treistomer’s identity, that it
continuously carries out the measures of due dittigeof customers that have a direct
access to the accounts of the correspondent itstitand that, at the request of the
correspondent institution, it may provide relevalata regarding the implemented
customer due diligence measures.

(2) A reporting entity's employee in charge of estdbhg correspondent relationships
referred to in paragraph 1 of this Article and nmgrthe enhanced customer due diligence
procedure shall be obliged to obtain a written eob$rom the senior management of the
reporting entity prior to the establishment of thesiness relationship.

(3) The reporting entity shall be obliged to documdrd implementation of the measures
referred to paragraphs 1 and 2 of this Article.

(4) The reporting entity shall not be allowed to egsdblor to continue a correspondent
relationship with a bank or other credit institutioaving headquarters in a third country:
1. should the reporting entity not implement the measueferred to in paragraphs 1 and
2 of this Article

2. should the bank or other credit institution be with money laundering and terrorist
financing prevention system controls in place ayudth it not be obliged to apply legal
and other regulations in the field of money launtgrand terrorist financing
prevention and detection, or

3. should the bank or other credit institution operen shell bank, or should it establish
correspondent or other business relationships amluct transactions with shell
banks.

Politically Exposed Persons
Article 46

(1) Reporting entities referred to in Article 9 of tiiaw shall be obliged to establish, besides
the prescribed due diligence measures referreu Asticle 15 paragraph 1 of this Law, an
appropriate risk management system when estaldjshinbusiness relationship or
performing transactions referred to in Article l&amgraph 1 items 2, 3 and 4 of this Law
with a politically exposed person or with a custortiee beneficial owner of which is a
politically exposed person, including the procedunased on the risk assessment for the
determination whether customer, legal represematperson authorized by power of
attorney or customer’s beneficial owner is a pwdiliy exposed person.

(2) A politically exposed person shall be any naltyperson who acts or has acted during the
at least previous 12 months at a prominent pubinction in a member state or a third
country, including their immediate family members persons known to be close
associates of a politically exposed person.

(3) Natural persons who act or have acted at a prohmédlic function shall be:
1. presidents of countries, prime ministers, ministargl their deputies and state
secretaries and assistant ministers
2. elected members of legislative bodies
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3. members of the governing bodies of political partie

4. judges of supreme or constitutional courts or othigh ranking judicial officials
against whose decisions, save for exceptional chesgd remedies may not be applied

5. judges of courts of auditors

6. members of central bank councils,

7. ambassadorghargés d'affairesand high ranking officers of armed forces,

8. members of management and supervisory boards te-@ted or majority state-

owned legal persons,

9. directors, deputy directors and members of thedycas well as persons carrying out
equivalent function of an international organizato

10.municipality prefects, mayors, county prefects #melr deputies elected on the basis
of the law regulating local elections in the Repribf Croatia.

(4) Family members of a politically exposed personrrefizto in paragraph 3 of this Article
shall be:
1. the spouse or common-law partner of a politicalgased person
2. the children and children’s spouses or childrendsnmon-law partners, of a
politically exposed person, or
3. parents of a politically exposed person.

(5) The close associate of a politically exposed persberred to in paragraph 3 of this
Article shall be any natural person:
a) who shall be known to have joint beneficial owngsbf legal person or a legal
arrangement or any other close business relatighsawolitically exposed person,
b) who have sole beneficial owner ship of a legal peisr a legal arrangement for which
is known to have been set up for the benefit ablaipally exposed person.

Enhanced Due Diligence Measures to be Applied a tPolitically Exposed Persons
Article 47

(1) Reporting entities referred to in Article 9 of thiaw shall be obliged, in cases prescribed
in Article 46 paragraph 1 of this Law, in relatibm a politically exposed person or a
customer the beneficial owner of which is a padilig exposed person, to carry out an
enhanced customer due diligence, which besideprgcribed due diligence measures
referred to in Article 15 paragraph 1 of this Laval include the following measures:

1. to obtain a written consent of the senior managerogthe reporting entity for the
establishment or the continuation of a businesgtiogiship with a customer that is a
politically exposed person or with a customer tlemdiicial owner of which is a
politically exposed person

2. to carry out adequate measures to establish theesai wealth and the source of
funds that are involved in the business relatignshithe transaction, and

3. to conduct enhanced, ongoing monitoring of the rms&s relationship with a
politically exposed person.

(2) Measures referred to in paragraph 1 of this Artarld Article 46 paragraph 1 of this Law

shall also be carried out for immediate family mensband close associates referred to in
Article 46 paragraphs 4 and 5 of this Law.
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(3) When a politically exposed person ceases to athetprominent public function, the
reporting entity shall be obliged to estimate theffer risk posed by this person and, on
the basis of the risk assessment, to undertakeoppgte measures, until the reporting
entity would not consider any more that this poditly exposed person poses any further
risk specific for politically exposed persons. Tperiod of the implementation of
measures shall not be shorter than 12 months frenday of their ceasing to act at the
prominent public function.

(4) The reporting entity shall be obliged to documéetimplementation of measures referred
to in this Article.

Politically Exposed Persons and Life Insurance
Article 48

(1) Reporting entity referred to in Article 9 shall bleliged to undertake reasonable measures
with which it shall determine if the beneficiarieklife insurance and of other investment-
related insurance policy, as well as, if necesdaepeficial owners of beneficiaries, are
politically exposed persons. These measures skalhdertaken not later than at the time
of the payout or at the time of full or partial igssnent of the policy.

(2) When reporting entity, on the basis of the riskeasment referred to in article 14
paragraph 10 of this Law, determines the high mdaegdering and terrorist financing
risk, it shall be obliged to undertake, besides itieasures referred to in Article 15
paragraph 1 of this Law, at least the following@ts:

1. to inform the senior management before the paybuisarance policy, and
2. to thoroughly examine the whole business relatigmgiith the policyholder.

(3) Measures referred to in paragraph 2 of this ArtgHeall also refer to immediate family
members and close associates referred to in A#iglearagraphs 4 and 5 of this Law.

(4) The reporting entity shall be obliged to documeme implementation of measures
referred to in this Article

Enhanced Due Diligence Measures Applied to Custom&om the High-Risk Third
Countries

Article 49

(1) When the customer is from the high-risk third coynteporting entities shall be obliged
when establishing a business relationship or perifay a transaction referred to in Article
16 paragraph 1 items 2, 3 and 4 of this Law withi& framework of the enhanced due
diligence measures, to undertake, besides the mesasaferred to in Article 15 paragraph
1 of this Law, the following measures:
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1. to collect collection and verify additional data tre activity of the customer and
updating the identification data on:
a) the activity of the customer
b) the intended nature of a business relationshiptaeddata on the purpose of
the announced or conducted transaction, and
c) source of funds and property which is a subjecttenaif a transaction or a
business relationship
2. to update the identification data on the custonmed the beneficial owner of the
customer
3. an employee of the reporting entity prior to theabkshment of a business
relationship with the customer from the high-risird country shall get a written
consent from the senior management of the repoetimity, and
4. after the establishment of a business relationgbigttentively monitor transactions
and other business activities that are carriecabthem by a customer from the high-
risk third country.

(2) Reporting entities shall not be obliged to carryt the measures referred to in the
paragraph 1 of this Article in relation to the @mer from the high-risk third country that
is a branch or a subsidiary company in the majaviyership of the reporting entity
from the member state, under the condition th&illy implements the policies and the
procedures of the group that are equal or equallyable to the provisions of this Law.

(3) In the case referred to in paragraph 2 of thischetireporting entities shall adapt the
scope of the implementation of measures to the snendering and terrorist financing
risk assessment referred to in Article 14 of thasvL

(4) When applying the paragraph 1 of this Article, teporting entity shall be obliged to take
into account the delegated act issued by the Earog@mmission which identifies high-
risk third countries that do not apply appropriateasures for the prevention and the
detection of money laundering and terrorist finagci The Office and competent
supervisory authorities referred to in Article 8fitlms Law shall publish the information
on the high-risk third countries on their web pages

Enhanced Due Diligence Measures in Relation to tBearer Shares
Article 50

(1) Should a customer be a legal person that has idseme@r shares, or a natural or a legal
person who carries out a transaction in relatiotihéobearer shares, reporting entities shall
be obliged when establishing a business relatipnshperforming a transaction referred
to in Article 16 paragraph 1 items 2 and 3 of ttasv, besides the measures referred to in
Article 15 paragraph 1 of this Law, to carry out eamhanced customer due diligence
which shall include the following measures:

1. to collect and verify the additional data on:
a) the activity of the customer and of beneficial owokthe customer, and
b) the source of funds and property which is a subjeatter of the transaction or the
business relationship
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2. to verify the collected data on:
a) the intended nature of the business relationshig, a
b) the purpose and the manner of conducting the tciinsa

3. an employee of the reporting entity in charge hed procedure of establishing the
business relationship with a customer shall, peathe establishment of the business
relationship, get a written consent from the semanagement of the reporting entity,
and

4. after the establishment of a business relationgbipttentively monitor transactions
and other business activities that are carriechbtitem by a customer.

(2) Should reporting entities not apply the measurtsned to in paragraph 1 of this Article,
they shall not be allowed to establish a businekgionship with a legal person that has
issued the bearer shares nor to perform a transaofi a natural or a legal person in
relation to the bearer shares.

Enhanced Due Diligence Measures to be applied te @ustomer that is not Physically
Present during His/ Her Identification and Identity/erification

Article 51

(1) Reporting entities referred to in Article 9 of thissw shall be obliged, within the
framework of the enhanced due diligence measutasul® the customer referred to in
Article 21 of this Law not be physically presenttlag reporting entities during the course
of the identification and the identity verificatiomo carry out, besides the measures
referred to in Article 15 paragraph 1 of this Lake following additional measures:

1. to collect additional identification papers, dataiormation on the basis of which
they shall verify the customer’s identity

2. to additionally verify the submitted identificatigrapers or to additionally confirm
them by a credit or a financial institution, and

3. in relation to the customer they establish a bssinelationship with, to apply the
measure of carrying out the first payment via tleeoant open on behalf of the
customer at the credit institution in the membatesor a third country which applies

the measures that are equal or equally valuablease stated in the Directive (EU)
2015/849.

(2) Reporting entities shall be obliged within the feamork of the enhanced due diligence
measures, should the legal representative of ty |[gerson referred to in Article 24 of
this Law or the legal representative of anotherllggerson and the entity equal to it
referred to in Article 26 paragraph 2 of this Lawat e physically present at reporting
entities during the course of the identificatiord ahe identity verification, to carry out,
besides the measures referred to in Article 15graph 1 of this Law, the following
additional measures:

1. to collect additional identification papers, dataiormation on the basis of which
they shall verify the customer’s identity
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2. to additionally verify the submitted identificatigrapers or to additionally confirm
them by a credit or a financial institution, and

3. in relation to the customer they establish a bssinelationship with, to apply the
measure of carrying out the first payment via tleeoant open on behalf of the
customer at the credit institution in the membatesor a third country which applies

the measures that are equal or equally valuablbease stated in the Directive (EU)
2015/849.

(3) Should the customer being a legal person refeoaéd paragraph?2 of this Article not have
an account open on their name at a credit ingiiytieporting entities shall be obliged to
apply, instead of the measure referred to in pa@dge item 3 of this Article, the measure
of carrying out the first payment via the accoupem on behalf of the founder of the
customer referred to in paragraph 2 of this Artiatea credit institution in the member
state or in the third country that applies the meas equal or equally valuable to those
stated in the Directive (EU) 2015/849.

(4) In relation to the customer the business relatignghestablished with by applying this
Article, reporting entities shall be obliged to mamut the enhanced due diligence
measures until the moment of the physical arrigathe reporting entity by the customer

referred to in paragraph 1 of this Article or byetlegal representative referred to in
paragraph 2 of this Article.

(5) After the physical arrival by the customer to teparting entity, the reporting entity shall
be obliged to carry out the due diligence measimebne with the risk assessment
performed in accordance with the provisions of @etil4 of this Law.

(6) The provisions of paragraphs 1, 2 and 3 of thischrtshall also be applied in cases when
it is a person authorized by power of attorneydhe that, for the customer, establishes a

business relationship or conducts a transactierne to in Article 165 paragraph 1 items
2 and 3.

(7) Reporting entities shall not be obliged to apply finovisions of this Article in relation to
the customer for whom/which the customer due diligehas been carried out in line with
Title 11l Chapter VIII of this Law Customer Due Diligence via Third Perspns

Customer Identification and Customer’s Identity Viication on the basis of the Qualified
Certificate for Electronic Signature or Electroni§eal and on the basis of Video Electronic
Identification

Article 52

(1) Reporting entities referred to in Article 9 of thiaw shall be able to remotely identify
and verify the identity of a natural person, craids, independent trader or a person
performing another independent professional agtivaf a legal person and a natural
person representing a legal person on the bagitseofualified certificate for electronic
signature or electronic seal produced by qualifredans for the production of an
electronic signature or means for the productioa gtialified electronic seal issued by a

qualified trust service provider having headquarterthe European Union by applying
the Regulation (EU) 910/2014.
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(@)

)

(4)

Within the procedure of identification and identigrification of the customer referred to
in paragraph 1 of this Article, reporting entite®all collect the data referred to in Article
20 paragraph 1 item 1 of this Law by examining dqielified certificate for electronic
signature or electronic seal. The data that cowt be obtained from the qualified
certificate shall be obtained by examining the copyhe official personal document or
other valid public identification document delivér® them by the customer via regular
or electronic mail. Should it not be possible tdexd all prescribed data in the described
way, the missing data shall be collected directyrf the customer.

The customer identification and the customer’s ftidgrverification on the basis of the

qualified certificate for electronic signature dearonic seal shall not be allowed if there
is a suspicion that the qualified certificate wassused, or if the reporting entity

determined that the circumstances having a sigmfiampact on its validity have

changed, while the qualified service provider hatstemporarily suspended it yet.

In relation to the customer referred to in parafgrdpof this Article, reporting entities
shall be obliged, until the moment of a physicalvat to the reporting entity by the
customer being a natural person, craftsman, indepentrader or a person performing
another independent professional activity, as a&la natural person representing a legal
person, to carry out an enhanced customer dueeddigwhich shall include at least the
measure of enhanced and ongoing monitoring of aneéss relationship with the
customer.

(5) After the physical arrival to the reporting entity the customer being a natural person,

(6)

craftsman, independent trader or a person perfgranother independent professional
activity, as well as a natural person represerditggal person, the reporting entity shall
be obliged to carry out due diligence measuresine with the risk assessment
performed in accordance with the provisions of @etil4 of this Law.

Reporting entities referred to in Article 9 of thiaw shall be able to remotely identify
and verify the identity of a natural person, craids, independent trader or a person
performing another independent professional agtivds well as a natural person
representing a legal person founded in the memtage ¥y using the means of video
electronic identification, if all following condiins are met:
1. for products, services, transactions or deliveranciels, for the use of which
reporting entities carry out a video electronicnigfecation of the customer, there
has not been a high risk determined in line with phovisions of Articles 12 and 14
of this Law
2. the identity is determined and verify on the badishe official personal document
of a natural person referred to in this paragrapickvcontains a biometrical photo
of a person and which has been issued by the demipstate authority of the
member state
3. the customer is of age
4. the customer does not have a residence on théotgrof the state referred to in
Article 14 paragraph 8 of this Law
5. reporting entities, until the moment of the phybmaival of the person referred to
in this paragraph, shall carry out the enhancetomer due diligence which shall
include at least the measure of enhanced and ampgoonitoring of the business
relationship with the customer.
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(7)

(8)

(1)

(2)

3)

(4)

Within the procedure of the identification and theification of the identity of the person
referred to in paragraph 6 of this Article, repagtientities shall collect the data referred
to in Article 20 paragraph 1 item 1 of this Law.eTtata that could not be obtained in
line with paragraph 6 of this Article shall be emlled by examining the copy of the
official personal document or some other valid puidentification document delivered
to them by the customer via regular or electron&l.n$hould it not be possible to collect
all prescribed data in the described way, the misdiata shall be collected directly from
the customer.

The Minister of Finance shall adopt the Ordinancesgribing the minimum technical
conditions that the means of video electronic idieation have to fulfil.

Complex and Unusual Transactions
Article 53

Reporting entities referred to in Article 9 of tHiaw shall be obliged to pay special
attention to all complex and unusually large tratisas, as well as to every unusual
manner of performing transactions that do not hameobvious economic or visible
legitimate purpose or deviate from the usual oreeigd business operations of the
customer, and in case when in relation to themaasans for the suspicion of money
laundering or terrorist financing have been deteediyet.

Regarding the transactions referred to in paragtami this Article, reporting entities
shall be obliged to analyse the backgrounds anggser of such transactions, including
the data on the source of funds, and to recordethdts of the analysis in written form so
that they could be available at the request ofQFf&e and other supervisory authorities
referred to in Article 81 of this Law.

Regarding the transactions referred to in paragtami this Article, reporting entities
shall, within the framework of the enhanced custocue diligence, besides the measures
referred to in Article 15 paragraph 1 of this Lauwndertake at least the following
measures:
1. collection and verification of additional data on
a) the activity of the customer, and
b) the intended nature of the business relationshilp thie customer
2. collection and verification of data on the purpagethe announced or performed
transaction
3. updating the identification data on the customet their beneficial owner, and
4. verification of collected data on the source ofdsin

Should reporting entities find reasons for the &isp of money laundering and terrorist
financing in line with Articles 56 or 57 of this hein relation to the transactions referred
to in paragraph 1 of this Article, they shall beigdd to inform the Office of that in a way
prescribed in Article 59 of this Law.
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X. RESTRICTIONS IN DOING BUSINESS WITH CUSTOMERS

Prohibition of the Use of Anonymous Products anddpribition of Doing Business with
Shell Banks

Article 54

(1) Reporting entities referred to in Article 9 of thiaw shall not be allowed to open, issue or
keep anonymous accounts, coded or bearer passifooksstomers, or other anonymous
products, including the accounts on false nameg;halould indirectly or directly enable
the concealment of the customer’s identity.

(2) Reporting entities shall be obliged, regarding amoous accounts, coded or bearer
passbooks, or other anonymous products, includiegtcounts on false names for which
it is not possible to identify the owner, whichasnymous products exist on the day of
entry into force of this Law, to carry out the auser due diligence measures referred to
in Article 15 of this Law as soon as possible amdinitely prior to any use of such
accounts or passbooks or other anonymous products.

(3) Reporting entities shall not be allowed to estébtis maintain correspondent relationships
with a shell bank.

(4) Reporting entities shall be obliged to undertakprapriate measures in order to enable
the establishment or continuation of a correspondadationship with a credit institution
or a financial institution for which it is known d@h it allows a shell bank to use its
accounts.

Restrictions in Cash Operations
Article 55

(1) Legal or natural persons carrying out a registayity in the Republic of Croatia shall
not be allowed to receive a payment or to carrytb@tpayment in cash in the amount of
HRK 75,000.00 or more.

(2) The restriction referred to in paragraph 1 of #hiticle shall also be in effect in instances
when the receiving of payment or carrying out ofrpant is performed in several cash
transactions in the amount of HRK 75,000.00 or nvanech appear to be linked.

(3) The collections and payments in cash referred tpairagraphs 1 and 2 of this Article
shall have to be conducted through the paymentoster to the transaction account for
payment open at a credit institution.

(4) The restrictions in business operations with cagarred to in this Article shall not be

applied to the organizers of games of chance awtieg entities referred to in Article 9
paragraph 2 item 16 of this Law.
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XI. REPORTING TO THE ANTI-MONEY LAUNDERING OFFICEO N
TRANSACTIONS

Obligation of and Deadlines for Reporting on Suspmas Transactions, Funds and Persons
Article 56

(1) Reporting entities referred to in Article 9 of tHiaw shall be obliged to refrain from
carrying out a suspicious transaction referrechtparagraph 6 of this Article when they
know, suspect or have reasons to suspect that #nereecasons for suspicion of money
laundering or terrorist financing in relation teetbuspicious transaction.

(2) Reporting entities shall be obliged to inform th#i€@ without any delay and prior to
carrying out the suspicious transaction referrenh paragraph 1 of this Article as well as
to state in the report the deadline within which ttansaction will be performed.

(3) Should reporting entities in cases referred to amagraph 1 of this Article, due to the
nature of the transaction or due to other justifiedsons, could not have delivered the
report prior to carrying out the transaction orgddat be probable that by delivering the
report on the suspicious transaction to the Offider to carrying out the transaction the
analysis of the transaction by reporting entitie e hampered, reporting entities shall
be obliged to report the suspicious transactiotinéoOffice after the performance thereof,
but not later than on the following working day.

(4) In the case referred to in paragraph 3 of thischatireporting entities shall be obliged to
justify the reasons due to which they have not lEgactively able to inform the Office
in line with paragraph 2 of this Article of the pigous transaction prior to the
performance thereof.

(5) Reporting entities shall be obliged to inform théic@ of the purpose, planning and
attempt of carrying out a suspicious transactidarred to in paragraph 1 of this Article
regardless of whether the transaction has beeredarut afterwards or not.

(6) The suspicious transaction is considered each pteehor performed cash and non-cash
transaction, regardless of its value and the maahperforming it, if one or more of the
following reasons have been fulfilled:

1. reporting entities know, suspect or have reasonsusgpect that the transaction
includes funds derived from a criminal activityisiinked with terrorist financing

2. indicators for recognizing suspicious transactidngsds and persons referred to in
Article 60 paragraph 1 of this Law indicate thagrinare reasons for the suspicion of
money laundering or terrorist financing

3. the transaction corresponds to the typologiesenrds of money laundering or terrorist
financing, and/or

4. when reporting entities estimate that in relatiorthte transaction, funds or customer
there are also other reasons for the suspicion ohey laundering or terrorist
financing.

(7) Should reporting entities know, suspect or havaswsas to suspect that the funds,

regardless of their amount, represent proceeds ainainal activity or are related to
terrorist financing, they shall be obliged to infothe Office of that without any delay.
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Obligation of and Deadlines for Reporting on Suspmas Transactions, Funds and Persons
by Reporting Entities Performing Independent Profegnal Activities

Article 57

(1) Lawyers, law offices and public notaries when cagyout the tasks referred to in Article
9 paragraph 2 item 18 sub-item b) of this Law shalbbliged to inform the Office on the
suspicious transaction, funds and persons reféoréa Article 56 paragraphs 1 and 7 of
this Law, and according to Article 56 paragraph8,21 and 5 of this Law.

(2) Audit companies, independent auditors, externabwati@nts that are legal or natural
persons carrying out accounting services, tax advisand tax advisory companies
referred to in Article 9 paragraph 2 item 18 sudwita) when carrying out the tasks from
their scope of work, shall be obliged to inform tB#fice on the suspicious transaction,
funds and persons referred to in Article 56 panalggal and 7 of this Law, according to
Article 56 paragraphs 2, 3, 4 and 5 of this Law.

(3) Reporting entities performing an independent psitewml activity referred to in
paragraphs 1 and 2 of this Article shall be obligedry time a customer asks from them
an advice in relation to money laundering or testdmancing to inform the Office of that
not later than on the following working day fronetday when the customer has asked
such advice from them.

Exceptions for the Reporting Entities Performing ttependent Professional Activities
Article 58

(1) The provisions contained in Articles 56 and 57 o$ tLaw shall not apply to reporting
entities performing independent professional aiéisireferred to in Article 9 paragraph 2
item 18 of this Law in relation to the data thegaiwe from their client or they collect on
the client when ascertaining the legal positiothef client or when representing the client
regarding judicial proceedings, which includes juovg advice for instituting or
avoiding judicial proceedings, regardless of whettiee data have been obtained or
collected prior, during or after the completed giali proceedings.

(2) Reporting entities performing independent profesali@ctivities referred to in paragraph
1 of this Article, when the conditions referreditoparagraph 1 of this Article are met,
shall not be obliged to fulfil the request of th#i€® referred to in Article 113 of this Law
and shall be obliged to deliver to the Office, tater than within three days from the day
of receiving the request, in written form the exglion of the reasons due to which they
have not taken actions in line with the requesthef Office referred to in Article 113 of
this Law.
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Manner of Reporting and Contents of the Report onspicious Transactions, Funds
and Persons

Article 59

(1) Reporting entities referred to in Article 9 of thiaw shall be obliged to inform the Office
on the suspicious transaction referred to in Aetisb paragraph 1 of this Law and on the
suspicious funds referred to in Article 56 parayrap of this Law as well as on the
suspicious transaction, funds and persons refeoredArticle 57 paragraphs 1, 2 and 3 of
this Law, with prescribed data referred to in Adi20 of this Law.

(2) Reporting entities shall be obliged to state anglar, in the report referred to in
paragraph 1 of this Article, the reasons indicatimaf in relation to the transaction, funds
and persons there are reasons for the suspiciooéy laundering or terrorist financing.

(3) Minister of Finance shall prescribe, in an ordirgrnibhe way and the scope of delivering
the data referred to in paragraph 1 of this Artieled the additional data which reporting
entities shall be obliged to obtain for the purpo$eeporting the Office of suspicious
transactions, funds and persons.

Obligation of preparing and using the list of indators for recognizing suspicious
transactions, funds and persons

Article 60

(1) Reporting entities referred to in Article 9 of thiaw shall be obliged to prepare the list of
indicators for recognizing suspicious transactiofsyds and persons in relation to
which/whom there are reasons for the suspicion ohew laundering and terrorist
financing and to supplement it with information ttishall be available to them on new
trends and typologies of money laundering and testréinancing, as well as in case of
altered circumstances in the business operationsemdrting entities should they be
important for the application of this Law.

(2) When preparing the list of indicators referrednigparagraph 1 of this Article, reporting
entities shall take into account the specificity tbkeir business operations, type of
customer, geographical area, type of products andces they offer, delivery channels
and characteristics of suspicious transactionsrexfeo in Article 56 paragraph 6 of this
Law.

(3) When determining the reasons for the suspicion ahey laundering or terrorist
financing, and other circumstances in relationhiese reasons, reporting entities shall be
obliged to use the list of indicators referred moparagraph 1 of this Article as basic
guidelines in determining the reasons for the sugpiof money laundering and terrorist
financing.

(4) The list of indicators referred to in paragraphflhis Article shall be an integral part of
policies, controls and procedures of reportingtegtin line with Article 13 of this Law.

(5) The Office, competent supervisory authorities, GamaChamber of Commerce, Croatian
Association of Banks, Croatian Chamber of NotaReblic, Croatian Bar Association,
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Croatian Chamber of Tax Advisers, Croatian Audita@ber and associations the
members of which are obliged to act pursuant te ltlaiw, shall cooperate with reporting
entities when preparing the list of indicators.

(6) Reporting entities that are not members of assoomt chambers or organizations shall
prepare their own list of indicators.

(7) Minister of Finance shall prescribe, in an ordirgnmandatory inclusion of individual
indicators on the list of indicators for recognisuspicious transactions, funds and
persons in relation to which/whom there are reasforsthe suspicion of money
laundering or terrorist financing.

Obligation of and Deadlines for Reportingn&Cash Transactions
rtidle 61

(1) Reporting entities referred to in Article 9 of thiaw shall be obliged to inform the Office
of the transaction that is carried out in cashhem amount of HRK 200,000.00 and more
not later than within three days from the day afq@ening the transaction.

(2) When reporting to the Office on cash transactiderred to in paragraph 1 of this Article,
reporting entities shall be obliged to deliver tfaga referred to in Article 20 of this Law.

(3) Minister of Finance shall prescribe, in an ordirgribhe way and the scope of delivering
the data referred to in paragraph 1 and 2 of thigcla as well as the additional data that
reporting entities shall be obliged to collect the purpose of reporting to the Office on
cash transactions.

XII. IMPLEMENTATION OF POLICIES AND PROCEDURES OF T HE GROUP IN
BRANCHES AND SUBSIDIARY COMPANIES HAVING HEADQUARTE RS IN A
MEMBER STATE OR A THIRD COUNTRY

Obligation of Implementing Measures in Branches ar@lbsidiary Companies
Article 62

(1) Reporting entities referred to in Article 9 of tHiaw that are a part of the group shall
implement policies and procedures of the grouprreig to the money laundering and
terrorist financing prevention measures, includihg data protection measures and
information exchange within the group for the pug@f money laundering and terrorist
financing prevention.

(2) Reporting entities shall be obliged to ensure fi@icies and procedures referred to in

paragraph 1 of this Article are carried out in theianches and subsidiary companies
having headquarters in a member state or a thudtcp
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Obligation of Implementing Measures in the BusineBsit in another Member State
Article 63

If reporting entities referred to in Article 9 dfis Law provide services in another member
state via a business unit, representative, netwbriepresentatives or persons that distribute
electronic money, they shall be obliged to ensina their business units adhere to the
legislation of that member state in the area of eyotaundering and terrorist financing
prevention.

Obligation of Implementing Measures in a Third Cotny
Article 64

(1) Reporting entities referred to in Article 9 of tHisw shall be obliged to ensure that
policies and procedures for the prevention of molaewmdering and terrorist financing
determined by this Law are also carried out, witthi& same scope, in their branches and
subsidiary companies having headquarters in a tatohtry to the extent allowed by the
law of the third country, including the data prdiec measures.

(2) Should the minimum standards for the implementadfbmoney laundering and terrorist
financing prevention measures in third countries légs strict than the measures
prescribed by this Law, reporting entities shalldidiged to ensure that their branches
and subsidiary companies adopt and implement apptepmeasures that are equally
valuable as are the provisions of this Law, toekeent allowed by the law of the third
country, including the data protection measures.

(3) Should the acts of the third country not allow tingplementation of policies and
procedures referred to in paragraphs 1 and 2 ef Ahiicle, reporting entities shall be
obliged to ensure that branches and subsidiary aomp adopt and implement
appropriate additional measures for the efficiemnagement of money laundering or
terrorist financing risks, and shall be obliged report on that to the competent
supervisory authority referred to in Article 82tbfs Law.

(4) Should the acts of the third country not allow tingplementation of policies and
procedures referred to in paragraphs 1 and 2 efAhicle, the competent supervisory
authority referred to in Article 82 of this Law shaeport on that to the European
Supervisory Authorities with an aim of aligning tlaetivities in order to pursue
appropriate solution.

(5) Should the competent supervisory authority refetoeith Article 82 of this Law estimate
that additional measures referred to in paragraphtBis Article are insufficient, it shall
order to the reporting entity to carry out addiitbmeasures in the third country, which
may include:

1. forbiddance of concluding business relationships,

2. termination of business relationships,

3. forbiddance of undertaking transactions,

4. when necessary, termination of business operabbribe branch and subsidiary
company in the third country.
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(6) When adopting and implementing measures referreih foaragraphs 2 and 3 of this
Article, reporting entities shall be obliged to adhto the regulatory technical standards
issued by the European Commission.

Central Contact Point
Article 65

(1) The Croatian National Bank shall be authorizedemguire from the issuer of electronic
money and payment transactions service providey, badquarters of which are in
another member state, operating in the territohefRepublic of Croatia via a distributor
or a representative, to appoint a central contaittpn order to ensure the alignment with
the provisions of this Law and sublegal acts pagagduant to it as well as in order to
make it easier for the competent authority to catrythe supervision.

(2) Central contact point referred to in paragraph Xha$ Article shall have to be a legal
person having headquarters in the Republic of @Groat

(3) Central contact point referred to in paragraph thaf Article shall be obliged on behalf
of a distributor or a representative referred tpanagraph 1 of this Article to report to the
Office suspicious transactions referred to in Aeti66 of this Law and at the request of
the Office to collect the data from the distributar the representative referred to in
paragraph 1 of this Article and deliver the datéh Office pursuant to Article 113 of this
Law.

(4) Central contact point referred to in paragraph ihaf Article shall also carry out other
tasks determined by regulatory technical standiasised by the European Commission.

XIIl. MONEY LAUNDERING AND TERRORIST FINANCING DETE CTION AND
PREVENTION SYSTEM MANAGEMENT

Money Laundering and Terrorist Financing Detectioand Prevention System at Reporting
Entities

Article 66

(1) Money laundering and terrorist financing preventsystem shall be a series of measures,
actions and procedures that reporting entitiesbéshain order to identify, assess, take
control of and monitor the money laundering andotgst financing risk they are exposed
to or may be exposed to within the performancéeirtbusiness operations.

(2) The money laundering and terrorist financing dédecand prevention system referred to
in paragraph 1 of this Article shall have to bepgmionate to size, type, scope and
complexity of operations performed by reportingiteeg, and it shall encompass at least:

1. appropriate organizational and staff working coods;
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adequate level of awareness of the money laundendgterrorist financing risks
the employees of reporting entities have;

policies, controls and procedures referred to itiche 13 of this Law

appropriate professional education and trainingaoied for all employees of
reporting entities included in the money launderiagd terrorist financing
prevention system

employees of reporting entities in charge of thealdshment and monitoring of
the business relationship with customers

appointment of an authorized person and his/heutglep

implementation of internal audit in line with Ariéc72 of this Law, and
prescribing the responsibility of the managemerd/@nhigh-ranking managing
positions of reporting entities for functioningtble money laundering and terrorist
financing prevention system at reporting entities.

Obligations and Responsibility of the Management

Article 67

(1) For the purpose of establishing and implementinge#itient and effective money
laundering and terrorist financing prevention systéhe management of the reporting
entity shall be obliged to:

1.
2.

3.

adopt policies, controls and procedures referrad frticle 13 of this Law

appoint an authorized person and one or severaitiéspf the authorized person in
line with Article 68 of this Law

ensure that the authorized person is employedj@b position that is systematized
within the organizational structure of the repagtientity at such a position that it
enables the authorized person to quickly, propard timely execute the tasks
prescribed by this Law and regulations passed erb#sis of this Law, as well as
that it provides him/her the independence withie performance of these tasks and
the possibility to directly communicate with the mgement

ensure that the authorized person and his/her géqavte an unrestricted access to
all necessary data, information and documentation

provide appropriate organizational, staff, mateaatl other working conditions for
the authorized person and his/her deputy

provide adequate space and technical conditionsthfer authorized person and
his/her deputy, that guarantee an appropriate lefvéhe protection of confidential
data and information the authorized person anthéisieputy dispose of

provide the system that makes it possible for tappentities, the authorized person
and his/her deputy, in line with powers and compets of the Office and the
competent supervisory body referred to in Articeed this Law, to timely deliver
them all requested data, information and documiemtatia secured channels and in
a way ensuring the data protection

provide regular professional training and education employees of reporting
entities

clearly delimit powers and responsibilities of thathorized person and his/her
deputy in relation to powers and responsibilitiésother employees of reporting
entities within the application of this Law and kgdal acts passed pursuant to it

10. provide the performance of the internal audithed thoney laundering and terrorist

financing detection and prevention system at répgentities, and
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11.ensure efficient communication and cooperationjuniag the appropriate flow of
information at all organizational levels of the ogjing entity, when implementing
the measures prescribed by this Law and regulapassed on the basis of it.

(2) Reporting entities referred to in Article95 parggr® items 1, 2, 5, 6, 7, 8, 9, 12, 13 and
14 of this Law shall be obliged to submit to the@&ran National Bank and the Croatian
Financial Services Supervision Agency an annuakvptain for the current year and the
performance report for the previous year in retatm the field of money laundering and
terrorist financing prevention, not later than Ltarch 31 of the current year.

(3) The management of the bank shall be obliged torenthat the authorized person is
employed at a high-ranking job position.

(4) Reporting entities referred to in paragraph 2 of thrticle shall be obliged to appoint a
management member who will be responsible for thplementation of this Law and
regulations passed on the basis of it.

(5) The management of a credit and a financial ingtitushall be obliged to establish an
appropriate information system considering the oizgtional structure and money
laundering and terrorist financing risk exposure floe purpose of automatized and
wholesome reporting to the Office on transactiond i order to act upon the requests
and orders of the Office in accordance with thevgions of this Law and sublegal acts
passed pursuant to it.

Appointment of an Authorized Person and his/her Duegp
Article 68

(1) Reporting entities referred to in Article 9 parggra 2, 3 and 4 of this Law shall be
obliged to appoint one authorized person and onenare deputies of the authorized
person for money laundering and terrorist finangangvention, and when appropriate in
relation to the size and nature of the businessatipaes of reporting entities, they shall be
obliged to appoint an authorized person at manageleeel.

(2) Reporting entities being credit and financial ingtons referred to in Article 9 paragraph
2items 1, 2,5,6,7,8,9, 12, 13 and 14 of taw, branches of equal reporting entities
from another member state and third countries apdesentatives of the institutions for
payment services and distributors of institutioms €&lectronic money from another
member state referred to in Article 9 paragraplas@ 4 of this Law, shall be obliged to
inform the Office of the appointment of an authedzperson and his/her deputy
(deputies), not later than within 3 days after diag of the appointment, or the day of the
change in the data on the authorized person drdrisleputy.

(3) The notification referred to in paragraph 2 of tiAsticle shall contain name and
headquarters of the reporting entity, name andasnenof the authorized person and
his/her deputy (deputies), date of the appointmeiephone and telefax numbers and
electronic mail address of the authorized persa@hhésiher deputy.
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(4) Reporting entities referred to in Article 9 of thiaw that is a natural person carrying out
the registered activity shall not have to appoint authorized person but shall be
themselves obliged to carry out the tasks of thbaized person prescribed in the Act in
sublegal acts passed pursuant to it.

Authorized Person and his/her Deputy’s (Deputie®pligations and Responsibilities

Article 69

Authorized person and his/her deputy (deputied) beaobliged to:

1.

properly and timely submit data and informationtlie Office in line with this Law
and regulations passed on the basis of this Law

2. execute the orders of the Office in line with Al 117 and 119 of this
3.

monitor the alignment of business operations of thporting entity with the
provisions of this Law and sublegal acts passedsyaunt to it, and to give
recommendations to the management for the imprewemf the money laundering
and terrorist financing prevention and detectiostey,

coordinate the activities of the reporting entitythe field of money laundering and
terrorist financing prevention and detection,

participate in establishing and developing IT supgor the implementation of
activities in the field of money laundering andreéeist financing prevention and
detection at the reporting entity,

when introducing a new product or delivery channated new technologies,
participate in the risk assessment in order tordete and estimate the way these
factors influence the exposure of the reportingterio the money laundering or
terrorist financing risk,

organize training and education for employees efréporting entity working in the
field of money laundering and terrorist financingyention and detection.

Conditions to be fulfilled by an Authorized Pers@md his/her Deputy (Deputies)

Article 70

Reporting entities referred to in Article 9 of thiaw shall have to ensure that only a person
who fulfils the following conditions may performdhtasks that the authorized person and
his/her deputy (deputies) are entrusted with:

1.

that there are no criminal proceedings initiatediagf him/her, and that the person has

not been found guilty/sentenced for any of theofelhg criminal offences unless the

person has been rehabilitated in accordance watlath regulating legal consequences
of sentence, criminal records and rehabilitation:

a) referred to in Article 279 (concealment of the gédly gained money) of the
Criminal Code (Official Gazette, number 110/97,987/50/00 — Decision of the
Constitutional Court of the Republic of Croatia 4@, 51/01, 111/03, 190/03 —
Decision of the Constitutional Court of the Repalif Croatia, 105/04, 84/05,
71/06 and 110/07)
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b) referred to in Article 273 (misuse of narcoticsj)tidle 175 (human trafficking and

slavery), Article 187 a) (preparation of criminaffemces against the values
protected by the international law), Article 223iofation of confidentiality,
completeness and availability of computer datagmmmes or systems), Article
223 a) (computer forfeiting), Article 224 a) (comg@ufraud), Article 274 (money
forfeiting), Article 275 (securities forfeiting), réicle 276 (forfeiting signs for
value), Article 277 (production, supply, possessisglling or giving to use the
means for forfeiting), Article 278 (forfeiting sigrfor labelling goods, measures
and weights), Article 279 (money laundering), Adic286 (tax evasion and
evasion of other levies), Article 287 (violation dafbligation of keeping
commercial and financial records), Article 291 (ingggnt economic business
operations), Article 292 (abuse of powers in ecoigotvusiness operations),
Article 293 (fraud in economic business operatips)icle 294 a) (receiving
bribe in economic business operations), Article B94giving bribe in economic
business operations), Article 311 (forfeiting peraoidentification documents),
Article 312 (forfeiting official identification daements), Article 313 (special cases
of forfeiting), Article 314 (production, supply, psession, selling or giving for use
the funds for forfeiting personal identification alonents), and Article 315
(certifying false contents) of the Criminal Codeff(Gal Gazette, number 110/97,
27/98, 50/00 — Decision of the Constitutional Coofrtthe Republic of Croatia,
129/00, 51/01, 111/03, 190/03 — Decision of the SHitutional Court of the
Republic of Croatia, 105/04, 84/05, 71/06, 110/032/08, 57/11 and 77/11 —
Decision of the Constitutional Court of the Repalaf Croatia)

referred to in Article 98 (terrorist financing), #ale 105 (slavery), Article 106
(human trafficking), Article 190 (unauthorized pumtion and selling of drugs),
Article 191 (enabling the use of drugs), Article62édnisuse of trust in economic
business operations), Article 247 (fraud in ecorinisiness operations), Article
248 (violation of the obligation of keeping commalcand financial records),
Article 252 (receiving bribe in economic businegemtions), Article 253 (giving
bribe in economic business operations), Article &% evasion or customs
evasion), Article 258 (subsidy fraud), Article 2GBoney laundering), Article 274
(money forfeiting), Article 275 (securities forfiigy), Article 276 (forfeiting signs
for value), Article 277 (forfeiting signs for lalhelg goods, measures and weights),
Article 278 (forfeiting personal identification daments), Article 279 (forfeiting
official or business identification document), A&té 281 (certification of false
contents), Article 283 (production, supply, posges®r giving for use the funds
for forfeiting), and for a criminal offense agairgimputer systems, programmes
and data (Chapter XXV) from the Criminal Code.

2. that he/she has enough expert knowledge, capabiliind experience for the
implementation of tasks in the field of money laendg and terrorist financing
prevention and detection, and

3.

that he/she has a good knowledge of the businesstigns and business processes
carried out by the reporting entity.
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Obligation of Regular Professional Training and Eaation
Article 71

(1) Reporting entities referred to in Article 9 of thiaw shall be obliged, proportionately to
their type and size and to the money laundering tancrist financing risk they are
exposed to, to continuously undertake measuresathamployees performing the tasks in
the field of money laundering and terrorist finargciprevention are familiar with the
provisions of this Law and sublegal acts passedyaunt to it, and acts regulating the
personal data protection. The undertaken meashadslsve to be proportionate to the

type and size of the reporting entity and to theneyolaundering and terrorist financing
risk the reporting entity is exposed to.

(2) Measures referred to in paragraph 1 of this Artsihall refer to the participation of
employees of reporting entities in special intelraéxternal programmes of professional
training and education so that the assistance doellgrovided to them in implementing
this Law and sublegal acts passed pursuant tond, i recognizing the activities that
could be connected with money laundering or testdimancing, and so that they could be

familiar with measures, actions and procedurescpiteesd with this Law and sublegal acts
passed pursuant to it.

(3) Reporting entities shall be obliged for the purpokéhe implementation of paragraphs 1
and 2 of this Article, to adopt the programme aof #mnual professional training and

education for the next calendar year, not laten tinatil the end of the current year, and to
implement it.

Obligation of Regular Inteal Audit Performance
Article 72

(1) Reporting entities referred to in Article 9 of thiaw shall be obliged to ensure a regular
internal audit performance of the money laundemmgl terrorist financing prevention

system, at least once a year should it be apptepransidering the size and the nature of
their business operations.

(2) The internal audit referred to in paragraph 1 af t#hrticle shall estimate the adequacy,
efficiency and effectiveness of the internal colsti@and to verify on the basis of objective
evidence whether there is a sufficient level ofesafso that the implementation of
policies, controls and procedures is functioningvaals the mitigation and efficient
management of money laundering or terrorist finagcisk.
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XIV. PERSONAL DATA AND OTHER DATA PROTECTION BY REP ORTING

ENTITIES
General provision

Article 73

The collection and processing of personal data dponting entities for the purpose of
implementing measures and actions to be taken deroto prevent and detect money
laundering and terrorist financing shall be carrmtt on the basis and in line with the
provisions of this Law.

Data Protection, Prohibition toi€xlose Data and Exceptions

Article 74

(1) Reporting entities referred to in Article 9 of thiaw and their employees, including the
members of the management and supervisory boardsther business-managing
authorities of reporting entities, and other pessahich the data collected pursuant to this
Law and sublegal acts passed pursuant to it haae &eailable to in any way, shall not be
allowed to reveal to a customer or a third pergenfollowing information:

1.

that the analysis of a transaction or a customeelation to which/who there is a
suspicion of money laundering or terrorist finamgits underway or is possible,
including the documentation review referred to irtide 114 of this Law by the

Office at reporting entities

that the data, information or documentation on stamer or a third person or a
transaction referred to in Articles 56 and 57 HétLaw, have been or will be
submitted to the Office

that the Office, on the basis of Article 117 ofstlhiaw, has given an order to the
reporting entity to temporarily suspend the perfance of a suspicious transaction
that the Office, on the basis of Article 119 ofstliaw, has given an order to the
reporting entity to continuously monitor the finaalcoperations of a customer,
and

that preliminary investigative procedure, invedtiga or criminal procedure has
been initiated or could be initiated against a @ongr or a third person, due to the
existence of the suspicion of money launderingootist financing.

(2) Data, information and documentation referred tgamagraph 1 of this Article shall be
classified data for which a certain secrecy degeeebeen determined in line with special
regulations on the secrecy of data.

(3) Reporting entity shall be obliged to undertake tecdl, staff and organizational measures
of the personal data protection that are necessaprder for the personal data to be
protected from the incidental loss or destructienveell as from disallowed access,
disallowed change, disallowed publication and ewaher misuse, and to establish the
obligation that persons working on the data praogssign the confidentiality statement.

(4) The prohibition of disclosing the classified dagderred to in paragraph 1 of this Article
shall not be applied:
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1. if data, information and documentation, collected &ept by reporting entities in
line with this Law, are necessary for determiniagt$ in the criminal procedures,
and if the delivery of these data by reportingtesgiis requested by the competent
court in a written form, or

2. if data, information and documentation referredntatem 1 of this paragraph are
necessary to the competent authority referred tariicle 81 of this Law for the
purpose of the performance of the supervision okeporting entities in
implementing the provisions of this Law and sublegas passed pursuant to it.

(5) Should the reporting entity referred to in Artideparagraph 2 item 18 of this Law that
performs a professional activity try to dissuade ¢hstomer from participating in criminal
activities, this shall not constitute the disclesaf data in terms of paragraph 1 of this
Article.

Data Disclosure to Receivers within the Group
Article 75

(1) The forbiddance of the information exchange retéteein Article 74 paragraph 1 items 1
and 2 of this Law shall not be applied, unlessGiiiice orders differently, in case of the
information exchange with:

a) a credit or financial institution which is a pafttbe same group under the condition
that policies and procedures within the group ntleetrequirements determined in the
Directive (EU) 2015/849, or

b) a subsidiary company or a branch which a credi fomancial institution referred to in
item a) of this paragraph has in a third countnger the condition that this subsidiary
company or branch fully adheres to the policies amatedures within the group, inter
alia the procedures for the information exchangd, ander the condition that policies
and procedures within the group meet the requirésnéetermined in the Directive
(EVU) 2015/ 849.

(2) The forbiddance of the information exchange refiéteein Article 74 paragraph 1 items 1
and 2 of this Law shall not be applied, unlessGifiice orders differently, in case of the
information exchange between reporting entitiesrrefl to in Article 9 paragraph 2 item
18 of this Law from member states or subjects fribrind countries prescribing the
obligations equally valuable to the provisions laEtLaw, that perform their professional
activity, regardless of whether they are employeesot, within the framework of the
same legal person or a larger structure which eéigallperson belongs to and has joint
ownership in, or is linked to through the manageneesupervision of alignment.

Data Disclosure to Receivers within the Same Catygaf Reporting Entities
Article 76

In cases referring to the same customer or the $eansaction, with two or more reporting
entities participating in, the forbiddance of théormation exchange referred to in Article 74
paragraphs 1 and 2 of this Law shall not be apgietsveen credit and financial institutions,
and between reporting entities being persons parfay professional activities referred to in
Article 9 paragraph 2 item 18 of this Law, undes ttondition that:
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1. they are founded in a member state or a third cguhiat implements money
laundering and terrorist financing prevention meesuequally valuable to the
provisions of this Law

2. they carry out the same type of activity or beldiogthe same category of
professional activity, and that

3. they are subject to obligations for the protectmfnprofessional and business
secret and personal data.

Exceptions to the Obligation of Keeping a Busines®d/or a Professional Secret in terms of
Bank/Client, Notary Public/Client, Lawyer/Client Rationships, or other kind of Secret

Article 77

(1) Delivery of data, information and documentationth® Office shall not represent a
disclosure of a business and/or a professionalesenr terms of bank/client, notary
public/client, lawyer/client relationships, or othkind of secret for reporting entities
referred to in Article 9 of this Law and their eropées.

(2) Reporting entities and their employees shall ndtdid responsible for the damage caused
to customers or third personshipna fideand in line with the provisions of this Law and
regulations passed on the basis of it,:

a) they deliver to the Office data, information anddmentation on their customers

b) they collect and process data, information and d@riation on customers

c) they carry out the order of the Office on the temapp suspension of a suspicious
transaction, or

d) they carry out the order of the Office on the omgomonitoring of the customer’s
financial operations.

(3) Employees of reporting entities may not incur gisoary action nor be subject to
prosecution for violating the obligation of safegliag the data representing a business
and/or a professional secret in terms of bank/tliaotary public/client, lawyer/client
relationships, or other kind of secret:

1. should they analyse data, information and docuntientazollected in line with this
Law and sublegal acts passed pursuant to it inrdoddetermine the reasons for the
suspicion of money laundering or terrorist finamclimked with a specific customer or
a transaction, or

2. should they inform the Office of suspicious trarigats, funds and persons in line
with the provisions in Article 56 and 57 of thisvi,aeven if they have not known
exactly what the related criminal activity it walsoat and regardless of whether the
illegal activity did happen or not.
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Purpose of the Use of Collected Data and Informi@gstomers of the Personal Data
Processing

Article 78

(1) Reporting entities referred to in Article 9 of thiaw shall process the personal data
collected on the basis of this Law and sublegad aetssed pursuant to it solely for the
purpose of preventing money laundering and tertrinancing, and these data may not be
additionally processed in a way that is not in Miéh that purpose. It shall be forbidden
for reporting entities to process the personal datkected on the basis of this Law and
sublegal acts passed pursuant to it for any othgrgses, including the commercial ones.

(2) Reporting entities and their employees shall begedl to apply, when processing
personal data, the provisions of the regulatiogsleging the personal data protection.

(3) In line with the regulations regulating the perdateta protection, prior to establishing a
business relationship or conducting an occasiamalsaction, reporting entities shall be
obliged to inform the customer of the purpose fdrich the personal data prescribed in
this Law are collected and used as well as ofdkatity of the keeper of the collection of
personal data, right to access the data, righbtoect the data referring to the customer,
receivers of personal data, and of whether it muala voluntary or mandatory provision
of data and possible consequences of withholdirg gfovision of data to reporting
entities.

(4) The right to insight into personal data, informatiand documentation collected on the
basis of this Law and sublegal acts passed pursodnghall be withheld for the customer
should the realization of the right to insight infersonal data, information and
documentation the reporting entity has collectednencustomer be contrary to Article 74
paragraphs 1 and 2 of this Law, or should the zaabn of the right to insight into
personal data, information and documentation tiperteng entity has collected on the
customer, make it impossible or difficult for theporting entity or a competent authority
to carry out the tasks prescribed by this Law anulegal acts passed pursuant to it and
the procedures related to the prevention, investigaand detection of money laundering
and terrorist financing.

XV. DATA KEEPING
Deadlines for Data Keeping by Reporting Entities
Article 79
(1) Reporting entities referred to in Article 9 of thisw shall have to keep the data,
information and documentation collected through #gaplication of this Law and
regulations passed on the basis of it and Reguldkt)) 2015/847 for ten years after the
termination of the business relationship, executibthe transaction referred to in Article
16 paragraph 1 items 2, 3 and 4 of this Law, ctbecof data referred to in Article 16

paragraph 2 of this Law or access to safe-depogitréferred to in Article 27 of this Law.

(2) The documentation referred to in paragraph 1 afdhiicle shall have to contain:
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1. documentation on the basis of which the customsrbegn identified (copy of an
official personal identification document, copy thie excerpt from the court or
other register, etc.)

2. data and documentation on undertaken measuredéntifying the beneficial
owner of the customer

3. documentation on customer’s business relationsmnpsaccounts

4. documentation on business correspondence of thertimggp entity with the
customer

5. notes and records necessary for the identificadioth monitoring of domestic or
cross-border transactions,

6. documentation referring to the determination of blaekgrounds and purpose of
complex and unusual transactions and the resultghef analysis of these
transactions

7. other accompanying documentation obtained whenamehting customer due
diligence measures or conducting individual trahieas, and

8. if any, the information obtained by the means actbnic identification, as
prescribed by the Regulation (EU) 910/2014.

(3) Reporting entities shall be obliged to keep datd appropriate documentation on the
authorized person and his/her deputy (deputies,assessment, professional training and
education organized for employees and internaltg&tformance, for five years.

(4) Reporting entities shall be obliged, after the expf deadlines determined in paragraphs
1 and 3 of this Article, to delete personal data customers and to destroy the
documentation referred to in paragraph 2 of thischy in line with the act regulating the
personal data protection.

Record Keeping
Article 80

(1) Reporting entities referred to in Article 9 of thisw shall keep the following data

records:

1. records of data on the results of ongoing monitpraf a business relationship
referred to in Article 15 paragraph 1 item 4 obthaw

2. records of data on customers, business relatiomsing transactions referred to in
Article 16 of this Law

3. records on complex and unusual transactions, anthemesults of the analysis of
these transactions in line with Article 53 of thesw

4. records on the data delivered to the Office on isimys transactions referred to in
Articles 56 and 57 of this Law

5. records on the data delivered to the Office on ¢astsactions referred to in Article
61 of this Law

6. records on disclosing the data to the receiverBimithe group in line with Article
75 of this Law

7. records on disclosing the data to the receiverBiwihe same category of reporting
entities referred to in Article 76 of this Law

8. records on orders the Office has given to repominigties for temporary suspending
of performing the suspicious transaction referaethtArticle 117 of this Law, and
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9. records on orders the Office has given to reporéntities for ongoing monitoring
of the customer’s financial operations referrethtérticle 119 of this Law.

(2) Reporting entities may keep the records referreth tparagraph 1 of this Article in a
paper or an electronic form.

CHAPTER IV
SUPERVISION OF REPORTING ENTITIES

|. SUPERVISORY AUTHORITIES

Competent Supervisory Authorities
Article 81

The supervision over the reporting entities refiérte in Article 9 of this Law in
implementing the provisions of this Law and regolas passed on the basis of it, shall be
carried out by:

1. Croatian National Bank

2. Financial Inspectorate

3. Croatian Financial Services Supervisory Agency, and

4. Tax Administration.

Competence of Supervisory Authorities
Article 81

(1) The Croatian National Bank shall carry out the sugen of the application of this Law
at reporting entities referred to in Article 9 pgnaph 2 items 1, 2, 5 and 14 of this Law,
branches of equal reporting entities from other imenstates and third countries and at
representatives or distributors of the institutibmspayment services and institutions for
electronic money from other member states shouéy the credit institutions, credit
unions, institutions for payment services and fagtins for electronic money established
in the Republic of Croatia in line with the relevaict.

(2) The Financial Inspectorate shall primarily carryt the supervision of the application of
this Law at reporting entities referred to in A® paragraph 2 items 3, 4, 15, 17 and 18
and at reporting entities referred to in Articlep@ragraph 4 of this Law that are
representatives of the institutions for paymentises from another member states and
distributors of issuers of electronic money fronotlwer member state, that are not under
the competence of the Croatian national Bank.

(3) The Financial Inspectorate shall carry out targetagervision of the application of this

Law at all reporting entities referred to in Arac® paragraphs 2, 3 and 4 of this Law, on
the basis of the assessment of increased monegdeang and terrorist financing risks.
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(4) Within the performance of the supervision refertedn paragraph 3 of this Article, at
reporting entities that are subject to the sup@misarried out by the Croatian National
Bank and the Croatian Financial Services Supelryi8gency, the Financial Inspectorate
shall apply decisions and guidelines issued to rtamp entities by these supervisory
authorities, in line with the agreement on the @apon in the field of supervision with
another competent supervisory authority.

(5) The Croatian Financial Services Supervisory Agest@ll carry out the supervision of the
application of this Law at reporting entities reéf to in Article 9 paragraph 2 items 6, 7,
8,9, 10, 11, 12 and 13 of this Law and branchesqgofl reporting entities from another
member state and third countries, which are estadudi in the Republic of Croatia in line
with the act regulating their work.

(6) The Tax Administration shall carry out the supdonsof the application of this Law at
reporting entities referred to in Article 9 parggne item 16 of this Law.

(7) The tax Administration shall also be authorizedctory out, besides the supervision
prescribed in paragraph 6 of this Article, the sugon of the application of the
provisions referred to in Article 36 paragraph ¢iter of Beneficial Owners) and the
supervision of the application of the provision$ereed to in Article 55 of this Law
(restrictions in business operations with cashlegal and natural persons that are not
obliged to implement this Law.

(8) The supervision of the implementation of the Regua(EU) 2015/847 shall be carried
out by the Croatian National Bank and the Finantmspectorate of the Republic of
Croatia within the framework of their competence.

(9) Supervisory authorities referred to in Article &fltlis Law shall be obliged to mutually
exchange the data and information necessary fosupervision procedure and to inform
each other of irregularities and illegalities thastermine during the performance of the
supervision and of pronounced measures for themoval should these findings and
pronounced measures be important for the work efatiner authority, according to the
signed cooperation agreement, and to coordinate dperations when they deal with
cross-border cases.

Measures and Actions to be taken by Supervisoryhuities
Article 83

(1) When supervisory authorities referred to in Arti8le of this Law, when performing the
supervision, determine by examining the documestadr in any other way the violations
of the provisions of this Law and sublegal actsspdgursuant to it and of the Regulation
(EV) 2015/847, they shall be authorized:

1. to give a written warning to the reporting entitgdaorder measures for the
removal of irregularities and illegalities idengifi in the work performance of the
reporting entity within the deadline set by theexwgsory authority itself

2. if during the performance of the supervision the&yedmine the existence of the
reasonable suspicion that the misdemeanour presciily this Law has been
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committed, to file a misdemeanour indictment to #hehority competent for
carrying out the misdemeanour procedure

. before initiating the misdemeanour procedure, me hvith the powers prescribed

in the Misdemeanour Act, to temporarily forbid ke treporting entity to undertake

certain business activities, or temporarily fortmdhe member of the management
board or some other responsible person in the [gga&bn being a reporting entity

to carry out managerial tasks at the reportingyestiould it be necessary in order
to prevent the reporting entity to commit new mieéanours or to hamper the

proving within the misdemeanour procedure

. after the information has been filed, to recommtnd competent misdemeanour

authority to state the prohibition of carrying @ettain duties, activities or tasks of
reporting entities as a precaution measure or @giron measure

. when the issuance of approvals for work has begaipated with a special act for

reporting entities for carrying out certain tasks authority competent for issuing
approvals may deny the approvals for work to repgréentities, or legal or natural
person that commits the misdemeanour prescribddthig Law, and/or

6. to undertake other measures and actions for whitasi been authorized by law.

(2) Measures referred to in paragraph 1 of this Artgflall be pronounced independently or
in cooperation with another competent authority, bpplying the principle of
proportionality.

Supervision and Risk Assessment

Article 84

(1) When planning the performance of supervision abmapy entities referred to in Article 9
of this Law, supervisory authorities referred toArticle 81 of this Law shall be obliged
to apply the approach based on the money laundeaairdy terrorist financing risk
assessment.

(2) When planning and implementing the supervisionestipory authorities shall have to:
1. clearly understand the money laundering and testrdinancing risk identified in the

2.

Republic of Croatia

have a direct and an indirect access to all impoit#ormation on specific domestic
and international risks associated with customarsducts and services of reporting
entities, and

base the frequency and intensity of a direct andndirect supervision on the risk
profile of reporting entities and on money laundgriand terrorist financing risks
identified in the Republic of Croatia on the basisthe National Money laundering
and Terrorist Financing Risk Assessment referrad farticle 5 of this Law.

(3) Supervisory authorities shall be obliged to revis assessment of the money laundering
and terrorist financing risk profile of the repadientity and the risks of non-alignment
with the provisions of this Law periodically and &himportant changes occur in the
business processes and business practice or afetredopment in the management and
operations of that reporting entity.
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(4) Supervisory authorities shall take into consideratithe discretionary right of the
reporting entity when carrying out its risk assesstmand they may, if necessary,
appropriately revise the risk assessment the riegoentity has carried out on the basis of
the provisions of this Law and based on that retheeadequacy and the implementation
of its policies, controls and procedures.

(5) When planning and performing the supervision, th@a@an National Bank, the Financial
Inspectorate and the Croatian Financial Servicggesisory Agencyshall be obliged to
adhere to the guidelines issued by the Europeaartispry Authorities.

Supervision of business operations of reporting igies in another member state
Article 85

(1) Should reporting entities provide services in aapthember state via their business units,
directly or via representatives, a supervisory auty referred to in Article 81 of this Law
shall carry out the supervision of the applicatidppolicies and procedures of the group.

(2) The supervision referred to in paragraph 1 of #hiicle may also include a direct
supervision over the branch or representative lgatieadquarters in another member
state.

(3) Competent supervisory authority referred to in @eti81 of this Law shall, when carrying
out the supervision referred to in paragraphs 1 2amd this Article, cooperate with the
competent authority from the host state and sh&drim it of all flaws that could have an
impact on the estimation of alignment of a busines# or a representative with the
regulations on the money laundering and terrorisanicing prevention of the host
member state.

Supervision over Branches and Representatives ef litnstitution from
another Member State

Article 86

(1) The supervision over reporting entities referredntérticle 9 paragraphs 3 and 4 of this
Law shall be carried out by a competent supervisoithority referred to in Article 82 of
this Law.

(2) The supervisory authority referred to in paragrapsf this Article shall cooperate with a
competent authority from a parent state in ordeertsure the efficient supervision over
the implementation of this Law.

(3) The supervisory authority shall inform the competamhority from a parent state of all
flaws that could have an impact on its estimatibrthe alignment of a reporting entity
with policies and procedures of the group.

(4) Within the supervision of reporting entities reggtrto in Article 9 paragraph 4 of this
Law, the appropriate and proportionate supervisiseasures referred to in Article 83
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paragraph 1 of this Law for the removal of seridaitures, in relation to which it is
necessary to act urgently, may be issued. Supenvisieasures shall be temporary and
they shall be ceased when failures are remamnget, alia, with the assistance provided by
competent authorities of the parent member staie @voperation with them.

Cooperation between Supervisory Authorities and fice
Article 87

(1) Competent supervisory authority referred to in @82 of this Law may request from
the Office, for the needs of preparation and im@etation of the supervision from under
its competence, the statistical data from the xof the Office referred to in Article 147
items 1, 3, 4 and 11 of this Law, and other avéelabatistical data on reporting entities
should these data be necessary to the supervistingray for the preparation and the
supervision over reporting entities, including theda on typologies, patterns and trends of
money laundering and terrorist financing.

(2) Competent supervisory authority referred to in geaph 1 of this Article, within 60 days
from the termination of the direct supervision owgporting entities referred to in Article
9 of this Law, shall deliver to the Office the exmefrom the protocol on identified
irregularities, illegalities and pronounced measureas well as on identified
misdemeanours in the part referring to the implesatean of the provisions of this Law
and sublegal acts passed pursuant to it.

Guidelines for Reporting Entities for the Uniform pgplication of the Act
Article 88

(1) Besides sublegal acts referred to in Article 14geaph 11 and Article 42 paragraph 1
of this Law, competent supervisory authority reddrto in Article 82 of this Law may
adopt sectorial guidelines for the purpose of thdoum application by reporting
entities of the provisions of this Law and subleggts passed pursuant to it.

(2) Reporting entities referred to in Article 9 of thiaw may request in written form the
adoption of guidelines on the application of a #pegrovision of this Law and
sublegal act passed pursuant to it from the sup@mnyiauthority that is by Article 82
paragraphs 1, 2, 3, 5, 6 and 8 of this Law detezthitio be the supervisory authority
for the implementation of the supervision over tigigorting entity.

(3) Competent supervisory authority shall independersbyie to reporting entities the
guidelines referred to in paragraph 2 of this Aetic

(4) Due to the uniform application of this Law and sgal acts passed pursuant to it,
competent supervisory authority when adopting dirids referred to in paragraphs 1
and 2 of this Article may request the opinion oé t@ffice or other supervisory
authorities referred to in Article 81 of this Laim,terms of the issuance of guidelines
referred to in paragraph 2 of this Article.
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(5) Competent supervisory authorities shall not begellito adopt guidelines referred to

in paragraph 2 of this Article:

a) upon the request by legal and natural personsatkatot reporting entities referred
to in Article 9 of this Law

b) should the question be linked with the subject-eratf the supervision which is
underway at reporting entities that have requested issuance of guidelines
referred to in paragraph 2 of this Article, or

c) on the occasion of hypothetical or general questiat does not derive from a
concrete provision of this Law.

(6) Reporting entities referred to in Article 9 of thiaw may request from the Office in
written form the adoption of guidelines for the pose of the uniform application by
reporting entities of the provisions of this Lawdasublegal act passed pursuant to it,
in accordance with Article 141 of this Law.

Informing the Office by Supervisory Authorities dhe Suspicion on Money Laundering or
Terrorist Financing

Article 89

(1) Supervisory authorities referred to in Article &ltluis Law shall be obliged, without any
delay, to inform the Office, in a written form inveay prescribed in Article 123 of this
Law, of the information that indicate the conneatiof a transaction, funds or a person
with money laundering or terrorist financing, regjass of whether they have found them
during the supervision performance according te tlaw or during the performance of
other tasks from under their scope.

(2) When authorities competent for the supervisiontbéolegal persons and entities equal to
them referred to in Article 26 of this Law, duritige performance of the supervision from
under their competence, find the reason for theisios of money laundering or terrorist
financing in relation to their actions, actions artdken by their members or persons
related to them, shall be obliged to inform thei€effof that, without any delay, in a
written form as prescribed in Article 123 of thiau.

IIl. COOPERATION BETWEEN SUPERVISORY AUTHORITIES AND
COMPETENT AUTHORITIES OF MEMBER STATES, THIRD COUNT RIES AND
EUROPEAN SUPERVISORY AUTHORITIES

Cooperation between Supervisory Authorities and Guatent Supervisory Authorities of
Member States

Article 90
(1) Supervisory authorities referred to in Article 81 this Law shall cooperate with the
authorities from other member states competenth®implementation of the supervision

in the field of money laundering and terrorist fisang prevention in line with the
national legislation and the legislation of the &gan Union.
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(2) Supervisory authorities, within the framework oé tbooperation referred to in paragraph
1 of this Article, may exchange the informationtbe supervision referring to or relevant
for the prevention of money laundering and tertdnsancing.

(3) The delivery of the information referred to in pgnaph 2 of this Article shall not be
considered as a violation of the obligation of gateding confidential data and shall be
used only for the purpose for which they have sivered.

Cooperation with the European Supervisory Authoas
Article 91

Supervisory authorities referred to in Article 8f this Law shall provide all necessary
information to the European Supervisory Authoriiieerder to enable them to carry out their
duties in the field of money laundering and tesbfinancing prevention.

Cooperation with Competent Supervisory AuthoritiesThird Countries
Article 92

(1) The supervisory authority referred to in Article 8fLthis Law shall cooperate with the
authorities of third countries in the field of mgn&undering and terrorist financing
prevention, should there be the following condisianet:

1. should it has arranged with supervisory authoritieghird countries the mutual data
exchange in a written form

2. should there be an obligation of safeguarding cemfiial information in the third
country for the supervisory authorities from thatictry

3. should the information that is subject to the dalywto the authorities in the third
country be used only for the purpose of the sup&miperformance in the field of
money laundering and terrorist financing prevention

4. should it be ensured that the information receifvech the supervisory authority will
be communicated to third persons only with the iekptonsent of the supervisory
authority that has given the information.

(2) The cooperation referred to in paragraph 1 of #iiscle may be carried out by the
supervisory authority referred to in Article 81this Law should the third country carry
out the measures for the prevention of money laumglend terrorist financing equally
valuable to the provisions contained in this Law.
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lll. SYSTEM OF REPORTING TO SUPERVISORY AUTHORITIES ON THE
VIOLATIONS OF THE PROVISIONS OF THE ACT

System of Reporting to Supervisory Authorities dretViolations of the Provisions of the
Act at Reporting Entities

Article 93

(1) Supervisory authorities referred to in Article 8fLthis Law shall establish the efficient
and reliable reporting system that will enable #mployees of reporting entities and
persons in a similar position at reporting entittesreport to supervisory authorities
referred to in Article 81 of this Law on the vidlats or possible violations of the
provisions of this Law and of sublegal acts pasgaedsuant to it, as well as of the
Regulation (EU) 2015/847.

(2) Supervisory authorities shall be obliged, in relatthe reporting system referred to in

paragraph 1 of this Article, to provide:

1. special procedures for receiving the reports orviblation referred to in paragraph 1
of this Article and further activities in relatido these reports

2. appropriate protection of employees of reportindities or persons in a similar
position at reporting entities who report the vimlas referred to in paragraph 1 of this
Article

3. adequate protection for a person who has repandiblation or a possible violation
referred to in paragraph 1 of this Article

4. protection of personal data of a person that repibit violation and a natural person
who is, according to the statement contained ind¢pert, responsible for the violation
in line with the act arranging the protection ofgmnal data, and

5. clear rules that ensure the confidentiality guaanin all cases in relation to the
person that reports the committed violation, excepen the publication of the
identity of the submitter of the report is necegdar conducting the investigation or
criminal proceedings.

Internal System of Reporting on the Violations dfé Provisions of the Act at
Reporting Entities

Article 94

(1) Reporting entities referred to in Article 9 of tHiaw shall be obliged to establish the
internal reporting system at reporting entities #r@ables the employees and persons in a
similar position at reporting entities to reporta \a special, independent and anonymous
channel, the violations of the provisions of thasnl

(2) The system referred to in paragraph 1 of this Aetghall have to contain clearly defined
procedures for receiving and processing the regbdshave to be proportionate to the
nature and size of the reporting entity.

(3) Reporting entities shall have to ensure that ath daferring to the person who has
reported the violation are treated as confidemidihe with the act arranging the personal
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data protection and to ensure that that personotegted from the exposure to threats or
intimidation and particularly from unfavourablediscriminatory working procedures.

IV. COMPETENCE FOR CONDUCTING MISDEMEANOUR PROCEEDI NGS AND
PUBLICATION OF DATA ON SANCTIONS

Competence for Conducting Misdemeanour Proceedings
Article 95

(1) The Financial Inspectorate shall decide in thet firstance on the misdemeanours
prescribed by this Law.

(2) The appeal may be filed against the decision oFihancial Inspectorate before the High
Misdemeanour Court of the Republic of Croatia

Publication and Delivery of Data on Misdemeanour &&ions
Article 96

(1) Supervisory authority referred to in Article 81 thiis Law shall publish, on their web
page, the notification on the final misdemeanoucsan pronounced in accordance with
the provisions of this Law. It shall include in timetification the information on the
misdemeanour, sanction and identity of respongibteons at reporting entities.

(2) Should it consider the publication disproportionsiehe gravity of the misdemeanour,
and in a situation in which the publication coutdpardize the stability of the financial
market or course of investigation, the supervisauthority referred to in paragraph 1 of
this Article may:

a) publish the decision in an anonymous form, wheriglprovides the appropriate
protection of personal data

b) postpone the publication until the moment whenrtéasons for non-publication
cease to exist, or

c) give up on the publication should the possibilitieerred to in items a) and b) not
be sufficient for safeguarding the stability of fireancial market and adhering to
the principle of proportionality.

(3) Supervisory authority shall inform the competentrdpgan Supervisory Authority on
misdemeanour sanctions and other measures prorbutcecredit and financial
institutions, and shall include in the report tledadon the filed appeals and the outcome
of the appeal procedure.

(4) The data referred to in paragraph 1 of this Artelhall have to be publicly available for
five years after the publication. As an exceptithree years after the finality of the
decision on misdemeanour, supervisory authorityll shamove the personal data
contained in the notification referred to in paeggr 1 of this Article from web pages.
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V. EXCEPTION TO THE APPLICATION OF THE PROVISIONS O F THE
REGULATION (EU) 2015/847

Conditions for the Exception
Articky

Reporting entities referred to in Article 9 of thisw shall not be obliged to apply the

Regulation (EU) 2015/847 in case of the transfefirdncial funds within the Republic of

Croatia to the receiver’'s account for payments twhatdows payments exclusively for the

delivery of goods or provision of services shotid following conditions be met:

1. receiver's payment services provider is subjethé&Directive (EU) 2015/849

2. receiver's payment services provider may, via tkeeeiver, by using the unique
identification mark of the transaction, follow bagkrds the transfer of financial funds
from the person that has an agreement concluddd thvit receiver on the delivery of
goods or provision of services, and

3. the amount of the transfer of financial funds dowd exceed the amount of EUR
1,000.00.

Article 98
The Governor of the Croatian National Bank shalkena decision prescribing the manner of
carrying out the measures that should be undertetkancordance with the Regulation (EU)
2015/847, in relation to the implementation of drécles referring to the obligation of the
receiver’s payment services provider and intermgdpayment services providers for the
detection of the information on the payer or theereer that are missing and transfer of

financial funds whereby the information on the page the receiver are missing or are
incomplete, in line with the guidelines issued by European Supervisory Authorities.

CHAPTER V

POSITION, BASIC TASKS AND THE COMPETENCE OF THE ANT I-MONEY
LAUNDERING OFFICE

|. GENERAL PROVISIONS
General provisions
Article 99
(1) The Office shall be the financial intelligence uoiithe Republic of Croatia.

(2) The Office shall operate under the name: the Miigif Finance — Anti-Money
Laundering Office.

(3) The Office shall be an organizational unit withihet Ministry of Finance that
independently and autonomously carries out basico#imer tasks prescribed by this Law.
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(4) The Office shall via the Ministry of Finance subnatthe Government of the Republic of
Croatia the report on its work performance annually

(5) The Office shall inform the European Commissiontemame and address.

Management of the Office
Article 100
(1) The Office shall be managed by the head of thec@ffi
(2) The head of the Office shall be liable for its weokthe Minister of Finance.
(3) The head of the Office may have one assistant.

(4) The assistant to the head of the Office shall agkis head of the Office in the
performance of the work of the Office and he/shallgleplace the head in case of his/her
absence or inability to participate at some oceesim line with the ordinance on the
internal order of the Ministry of Finance.

(5) The assistant to the head of the Office shall &lel¢i for his/her work to the head of the
Office.

Competence of the Office
Article 101

(1) The Office shall be a central national adminisiatunit responsible for receiving and
analysing the reports on suspicious transactiodsoéimer information prescribed by this
Law and sublegal acts passed pursuant to it inioalado money laundering, associated
predicate offences and terrorist financing.

(2) The Office shall be responsible for disseminatimg tesults of its operational analyses as
financial-intelligence data and all other relevarformation to competent authorities for
their further actions and processing when it esghbt that in a concrete case there are
reasons for the suspicion of money laundering artdfoorist financing.

Independence and Operational Autonomy of the Office
Article 102

(1) The Office shall be independent and operationalip@omous in performing the tasks
prescribed by this Law, and shall:
1. be authorized to completely fulfil its functionsncluding the independent
decision-making in terms of analysing, making rexsie forwarding and
disseminating the results of its operational aredysnd specific information, data
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and documentation to competent authorities anddor@ancial intelligence units
for their further actions and processing

2. have separate key functions from those performedthgr organizational units of
the Ministry of Finance, including the restrictiasf the access to business
premises, data and information and to IT systeth@bffice

3. be provided with appropriate funds, staff capasjti@ and technical equipment
for carrying out its basic and other tasks presdtiby this Law

4. be authorized on individual and routine basis ttaimband deploy the resources
referred to in item 3 of this paragraph neededtierperformance of the tasks of
the Office prescribed by this Law, without any uadolitical impact or impact of
the private sector or disturbance thereof, in otdeensure the full operational
independence of the Office, and

5. be authorized to conclude agreements on the caipe@ establish independent
cooperation in exchanging information with othenastic competent authorities
and foreign financial-intelligence units.

(2) On the basis of the provision of Article 100 paegdr 1 of this Law, and in line with
paragraph 1 of this Article, the head of the Offstall be authorized to recommend to the
Minister of Finance the internal organization, seag work of the organizational units
and approximate number of civil servants in thaceff

(3) In line with paragraph 1 item 3 of this Articleetie shall be funds provided in the state

budget of the Republic of Croatia for the work bt tOffice on the division of the
Ministry of Finance.

Il. OFFICE CIVIL SERVANTS’ RIGHTS, OBLIGATIONS AND
RESPONSIBILITIES

Admission to Civil Service

Article 103

The regulations on civil servants shall apply te @ffice civil servants’ rights, obligations
and responsibilities unless otherwise prescribethisyLaw.

rtidle 104

(1) A vacancy in the Office that is not fulfilled may fulfilled by admitting a person into the
civil service who meets general conditions for #umission to civil service as well as
special conditions for occupying certain job pasitin the Office and in relation to whom
there are no security and other obstacles fordh@ssion to civil service.

(2) The Ministry of Finance shall according to specegulations request from the competent
authority to carry out security vetting for the g@n being admitted to civil service in the
Office.

(3) Security vetting may be carried out according tecs regulations for:
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1. the head of the Office, at the request of the Mamisf Finance, and

2. the assistant to the head of the Office and hebdgganizational units in the
Office as well as for other employees of the Off@ethe request of the head of
the Office.

(4) Should the civil servant, working at the Officet agree to security vetting or should it be
estimated after the performed security vetting thate are security obstacles to this civil
servant’'s work performance in the Office, the cigsigérvant shall be placed at the
appropriate job position within the ministry comgmt for finances, and should there be
no appropriate job position to which the civil semv may be places, he/she will be placed
at the disposal of the Government of the RepubficCooatia through the proper
application of regulations on civil servants.

Authorized Civil Servants of the Office

Article 105

(1) Authorized civil servants of the Office shall be thead of the Office, assistant to the head
of the Office, heads of organizational units, highking analysts-specialists, high-
ranking analysts and analysts.

(2) The status of the authorized civil servant of tH&c® shall be acquired by occupying the
job position of the head of the Office, assistamttiie head of the Office, heads of
organizational units, high-ranking analysts-speéstig| high-ranking analysts and analysts.

(3) The authorized civil servant of the Office shalivlaan official identification card the
outlook and contents of which shall be prescribgdhe Minister of Finance in a special
ordinance.

The Office Civil Servants’ Powers

Article 106

(1) The Office civil servants’ powers shall be:

1.

to carry out analytical-intelligence processingdata, information and documentation
in cases related to the suspicion of money laundemssociated predicate offences
and terrorist financing

to issue the order to the reporting entity for temapy suspending of performing a
suspicious transaction

to issue the order to the reporting entity for dngomonitoring of customer’s
financial operations

to collect additional data, information and docutaéion from reporting entities

to review the documentation at the headquartetseofeporting entity and in business
units of the reporting entities, and to ask for gret-out of stored documents and
copies of original documents

to carry out indirect supervision over the repaytantity by the analysis of collected
data, information and documentation, and
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7. to conduct an administrative procedure on the bakiarticle 34 paragraph 6 and
Article 35 paragraph 4 of this Law.

(2) The authorized civil servant of the Office referriedin Article 105 paragraph 1 of this
Law shall carry out the tasks within the job pasitwhich he/she has been placed to and
shall apply the powergx officio in accordance with the provisions of this Law and
sublegal acts passed pursuant to it, and shal} caitrother tasks ordered by the superior
civil servant.

(3) The superior civil servant’s order may be in arl oraa written form.

(4) The authorized civil servant of the office shallt be allowed to carry out the tasks that
exceed the powers that have been prescribed tchéinalccording to the job position
he/she has been appointed to, except in the cafaged to in paragraphs 2 and 3 of this
Article.

The Office Civil Servants’ Duties
Article 107

(1) The authorized civil servant of the Office shalldigiged to undertake the measures and
necessary actions for the money laundering anaristrfinancing prevention that are
under the competence of the Office even beyond wgrkours.

(2) The authorized civil servant of the Office shall daiged, on the basis of the superior
civil servant’s order to carry out the tasks ovs full working hours, in line with the
provisions of this Law and regulations arranging tvil servants’ rights and duties
should it be necessary for the purpose of efficeamd timely performance of tasks within
the job position he/she has been appointed to.

Article 108
The Office civil servants shall be obliged to caoit the tasks in line with the provisions of
this Law and sublegal acts passed pursuant todtyath the rules of the relevant profession
and regulations on civil servants, as well as \Eithical Civil Servants Code of Conduct.
Article 109
The Office civil servants shall be obliged to penmiatly undergo professional training for the

performance of the tasks within the job positiorythcarry out and to improve their
professional capabilities and skills within orgadzducational programmes.
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[ll. ROLE AND TASKS OF THE OFFICE IN PREVENTING AND
DETECTING MONEY LAUNDERING AND TERRORIST FINANCING

Tasks of the Office

Article 110

(1) For the purpose of preventing and detecting moaegdering and terrorist financing, the
Office shall carry out the following basic tasksainvay prescribed in the Act:

1.

10.

11.

receiving and analysing information, data and dasmuation which reporting
entities, state authorities, courts, legal persaith public powers and foreign
financial-intelligence units submit in relation tthe suspicion of money
laundering, associated predicate criminal offendeworist financing

requesting data or other documentation necessampégprevention and detection
of money laundering and terrorist financing frompaoding entities, state
authorities, courts, local and regional self-goweent units and legal persons with
public powers

examining and reviewing data, information and doentation at the headquarters
or business units of the reporting entity

issuing orders to reporting entities for tempoyasiispending of the performance
of a suspicious transaction

issuing orders to reporting entities for ongoingnitaring of the customer’s
financial operations

disseminating to competent state authorities andigo financial-intelligence
units the notifications on individual cases witle uspicion of money laundering
or terrorist financing in the country and/or abroad

carrying out strategic analyses of the received @oikkcted data from reporting
entities , and the data delivered to the Officecbynpetent authorities and foreign
financial-intelligence units, which include the eéhination of typologies, patterns
and trends in money laundering and terrorist finagnc

at the national level, proactively cooperating rntestitutionally with all
competent state authorities included in the monayndering and terrorist
financing preventions and detection system

internationally exchanging data, information andcwoentation with foreign
financial-intelligence units in cases with the sagm on money laundering and/or
terrorist financing via secure communication chasynend cooperating with other
foreign authorities and international organizaticompetent for the prevention of
money laundering and terrorist financing

carrying out indirect supervision over reportingiges by reviewing collected
data, information and documentation delivered lgoreéng entities in line with
this Law and sublegal acts passed pursuant tandt,sabmitting the information
should the existence of the reasonable doubt labledted that the misdemeanour
prescribed by this Law has been committed, and

recommending to the competent supervisory authaoitgarry out the targeted
direct supervision at the reporting entity over tingplementation of money
laundering and terrorist financing prevention measu

(2) Besides the basic tasks referred to in paragragtitis Article, the Office shall also carry
out other tasks necessary for the development ef pteventive system of money
laundering and terrorist fin acing preventionsaiway that it:
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1. recommends the amendments to the regulations teaamplied for the money
laundering and terrorist financing prevention aetedtion

2. coordinates the work of the Inter-institutional Wioig group for the prevention of
money laundering and terrorist financing within firecedure of carrying out and
regular updating of the national assessment of sdaendering and terrorist
financing risk

3. together with supervisory authorities cooperateth weporting entities when
compiling the list of indicators for recognizingsgicious transactions, funds and
persons in relation to which/whom there are reagonshe suspicion of money
laundering or terrorist financing

4. independently gives guidelines to reporting ertitieline with Article 141 of this
Law on the application of an individual provisiohthis Law and sublegal acts
passed pursuant to it

5. organizes and participates with professional aatioai of reporting entities, state
authorities referred to in Article 120 of this Law professional education and
training organized for employees of reporting égit competent supervisory
authority, and other state authorities

6. at least once a year publishes statistical data tiee field of money laundering
and terrorist financing

7. in some other appropriate way informs the publi¢the&f manifestations of money
laundering and terrorist financing, and

8. conducts the administrative procedure for the datetion of the justifiability of
the request referred to in Article 34 paragraphsd 5 of this Law.

IV. ANALYTICAL-INTELLIGENCE WORK OF THE OFFICE
Analytical Function of the Office
Article 111

The Office shall carry out:

1. operational analyses of suspicious transactionst@dnformation received in line
with this Law directed towards individual casesttoe purpose of determining reasons
for the suspicion of money laundering , associgiestlicate criminal offences and
terrorist financing in relation to transaction, iWidual person or funds, and

2. strategic analyses of the received and collect¢d filam reporting entities, and the
data delivered to the Office by competent authesiand foreign financial-intelligence
units, that include the determination of typologigstterns and trends in money
laundering and terrorist financing.
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Receiving and Operational Analysis of Transactions
Article 112

(1) The Office shall be primarily competent for recatyj analysing and carrying out
analytical-intelligence processing of the followidata, information and documentation:
1. reports on suspicious transactions, persons ards freferred to in Article 56 and 57
of this Law that it receives from reporting enstieferred to in Article 9 of this Law
with explained reasons for the suspicion of morayndlering or terrorist financing,
and
2. requests from foreign financial-intelligence unhat it has received via international
exchange of data in line with the provisions refdrto in Article 129 of this Law.

(2) Besides the competences referred to in paragragtthis Article, the Office shall also
be competent for receiving, analysing and carrymg of analytical-intelligence
processing of the following data, information amtaimentation received from:

1. supervisory authority referred to in Article 81tbfs Law in line with Article 89 of
this Law

2. state authority, court and other persons with puitiwers and other entities referred
to in Article 120 of this Law in line with Articl&32 of this Law, and

3. the Customs Administration with the suspicion ofrmap laundering and terrorist
financing in line with Article 121 paragraph 3 big Law.

(3) The Office shall also be competent for receivingl analysing other information
received in line with the provisions of this Lawdasublegal acts passed pursuant to it.

Request Addressed to Reporting Entities for theilety of Additional Data
Article 113

(1) The Office may, within the framework of the anatdgitintelligence processing referred to
in Article 112 of this Law, order to all reportirentities referred to in Article 9 of this
Law to deliver all additional data, information amcumentation necessary for the
prevention and the detection of money launderirdytarrorist financing regardless of the
fact whether the reporting entities that the deilivef data has been ordered to has
reported the suspicious transaction or not.

(2) The Office may request from the reporting entitgladiver other additional data necessary
for the prevention and the detection of money |lawimgy and terrorist financing, such as:

1. data on customers, transactions and funds thattnegentities collect in line with
the provision of Article 20 of this Law

2. data on the condition of funds and other propeftyre customer at the reporting
entity

3. data on the transfer of financial funds and prgpeftthe customer at the reporting
entity

4. data on other business relationships of the custooreluded at the reporting
entity, and/or

5. all other data and information that have been ctalg by the reporting entity or
that the reporting entity has on the customer whighnecessary for the
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prevention and the detection of money launderingworist financing,
particularly bank and financial documentation, hess correspondence with the
customer, records and other documentation collettéite reporting entity.

(3) The Office may request from reporting entities tlaga referred to in paragraph 2 of this
Article also in relation to the person for whomistpossible to assume that they have
participated in, or that has been involved in amy\wn the transactions or the business of
the person in relation to whom there are reasongh&suspicion on money laundering or
terrorist financing.

(4) In cases referred to in paragraphs 1, 2 and 3igfAtticle, reporting entities shall have to
deliver to the Office, at its request, all accompag documentation as well.

(5) The data, information and documentation referreid farevious paragraphs of this Article
shall have to be delivered to the Office by remgtientities within the deadline
determined by the Office and not later than withiiteen days from the day of receiving
the request.

(6) Should the documentation be extensive and duehtr qustified reasons, the Office may
extend the deadline for the delivery of the dafarred to in paragraph 5 of this Article
upon the explained written proposal by the repgrtentity, and it shall notify the
reporting entity in a written form on the extenswinthe deadline or on the dismissal of
the proposal made by the reporting entity.

(7) The Minister of Finance shall prescribe in an oadice the manner of delivering the data
referred to in paragraphs 2, 3 and 4 of this Aeticl

Review of the Documentation at Reporting Entities
Article 114

(1) The authorized civil servant of the Office shall hethorized, for the needs of
operational analysis of suspicious transactionsived by reporting entities referred to
in Article 9 of this Law, to carry out the reviewd direct examination of the data,
information and documentation referred to in Aridl13 paragraphs 2, 3 and 4 of this
Law at reporting entities referred to in ArticleBthis Law.

(2) Within the performance of the review and direct reimtion of the documentation
referred to in paragraph 1 of this Article, thehauized civil servant of the Office shall
be authorized to:

1. review the original documentation in any form

2. ask for the print out of the documents stored enabmputer and the copy of the
original documents, and

3. ask for other information from the employees ofagorting entities who have
knowledge important for carrying out the operaticaraalysis of suspicious
transactions in line with paragraph 1 of this A#ic

(3) Reporting entities referred to in Article 9 of tHisw shall be obliged to enable the
authorized civil servant of the Office to review damlirectly examine the data,
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information and documentation referred to in pampbr 1 of this Article at the
headquarters of the reporting entity and in otHacgs where reporting entities or other
person authorized by them carries out activitiebtasks.

(4) Reporting entities referred to in Article 9 of tHiaw, in accordance with Article 74
paragraph 1 of this Law, shall not be allowed teeed to the customer or a third person
that the authorized civil servant of the Office hasried out the review and direct
examination of the data, information and documeémabn the basis of paragraph 1 of
this Article.

Request addressed to State Authority, Courts, Larad Regional Self-Government Units
and Legal Persons with Public Powers for the Deliy®f Data on Suspicious Transactions,
Certain Persons or Funds

Article 115

(1) Within the analytical-intelligence processing reder to in Article 112 of this Law, the
Office may request from state authorities, couasal and regional self-government units
and legal persons with public powers to deliverdag, information and documentation
necessary for the prevention and detection f mdsu@ydering or terrorist financing.

(2) The Office may ask for the data referred to in geaph 1 of this Article from state
authorities, courts, local and regional self-goweent units and legal persons with public
powers also in relation to a person for whom ipassible to assume that he/she has
participated in, or has been involved in any wayhe transactions or businesses of the
person in relation to whom there are reasons fersilspicion on money laundering or
terrorist financing.

(3) State authorities, courts, local and regional gelfernment units and legal persons with
public powers shall be obliged to deliver to thdicef the data, information and
documentation referred to in paragraphs 1 andtBisfArticle within the deadline set by
the Office, not later than within 15 days from thay of receiving the request.

(4) Should the documentation be extensive and duehtr qastified reasons, the Office may
extend the deadline referred to in paragraph JisfArticle upon the explained written
proposal made by state authorities, courts, loodl r@gional self-government units or
legal persons with public powers, and it shall fyatie entity that has filed the request in
a written form on the extension of the deadlinemthe dismissal of the proposal.

Access to and Delivery of Data to the Office
Article 116
(1) State authorities, courts and legal persons withlipypowers shall be obliged to
enable the Office, for the purpose of efficientfpenance of the tasks of the Office

prescribed by this Law, to have a timely directimdirect access to financial and
administrative data, information and documentatibat dispose of, including the
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access to information in relation to the detectodrcriminal offences and criminal
prosecution as well the data from criminal records.

(2) State authorities, courts and legal persons withlipiypowers shall be obliged to,
without any fee, enable the Office to have a diretdctronic access to data,
information and documentation referred to in paaphr 1 of this Article, and to
deliver them to the Office without any fee.

Order of the Office to the Reporting Entity for Tgmorary Suspending of the Performance
of a Suspicious Transaction

Article 117

(1) The Office may order to the reporting entity, byitten order, to temporarily suspend the
performance of the suspicious transaction in thievidng cases:
1. when the Office has to undertake urgent actionsrder to verify the data on the
suspicious transaction, certain person or fundsjuding the collection of
additional data, information and documentatiorhi ¢ountry and abroad, or

2. when the Office estimates that there are reasonsthf® suspicion that the
transaction, certain person or funds are relateddoey laundering and/or terrorist
financing.

(2) The Office may order to the reporting entity to pemrarily suspend the performance of
the suspicious transaction referred to in paragtapi this Article for not more than 72
hours from the moment of the issuance of the axére reporting entity.

(3) As an exception, when the course of the deadlifezresl to in paragraph 2 of this Article
includes Sundays, holidays and non-working daythefOffice, the Office may order to
the reporting entity to temporarily suspend thefqggarance of the suspicious transaction
referred to in paragraph 1 of this Article for mabre than 120 hours from the moment of
the issuance of the order to the reporting entity.

(4) When due to the nature or the manner of performimg suspicious transaction, or
circumstances that follow the suspicious transagciitis not possible to issue the written
order to the reporting entity and in other urgeades, the Office may issue a n oral order
to the reporting entity to temporarily suspend therformance of the suspicious
transaction referred to in paragraph 1 of thisdeti

(5) The office shall be obliged to confirm the oral erdeferred to in paragraph 4 of this
Article by the written order not later than on thext working day following the issuance
of the oral order.

(6) The authorized person of the reporting entity sbathpose the note on receiving the oral
order referred to in paragraph 4 of this Articledahall store it in their records in line
with the provisions of this Law referring to theopection and keeping of data by reporting
entities.
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(7) The Office shall inform the competent state attgimeffice of the issued order referred
to in paragraphs 1, 2, 3 and 4 of this Article withany delay for the purpose of further
actions to be taken in line with legal powers ddttbtate attorney’s office, of which it
shall also inform the State Attorney’s Office oétRepublic of Croatia.

(8) After the expiry of the deadline referred to in ggnaphs 2 and 3 of this Article, the
suspicious transaction may be temporarily suspeondgdby the decision of the court in
line with the provisions of the act arranging thieninal proceedings.

(9) Reporting entities referred to in Article 9 of thiaw, in line with Article 74 paragraph 1
of this Law, shall not be allowed to reveal to tustomer or a third person that the Office
has issued orders referred to in paragraphs la@d3 of this Article.

Termination of the Validity of the order for Temparily Suspending of the Performance of
the Suspicious Transaction

Article 118

Should the Office, prior to the expiry of the ordeferred to in Article 117 paragraphs 2 and
3 of this Law, estimate that there are no reasamstiie temporary suspending of the
performance of the suspicious transaction any mbehall without any delay inform of the
termination of the validity of the issued order:
1. the reporting entity to which/whom the order hasrbissued, and
2. competent state attorney’s office the Office hdsrimed of the issued order, on the
basis of Article 117 paragraph 7 of this Law, ofievhit shall also inform the State
Attorney’s Office of the Republic of Croatia.

Order of the Office to the Reporting Entity for Ogng Monitoring of the Customer’s
Financial Operations

Article 119

(1) The Office may order, in a written form, to th@oeting entity the ongoing monitoring of
financial operations:

1. of the customer when there are reasons for thea@osmf money laundering and/or
terrorist financing in relation to the customerfimancial operations of the customer,
and/or

2. of another person for whom it is possible to reabbn conclude that he/she has
assisted in or participated in the transactionsn@ancial operations of the customer in
relation to which/whom there is a suspicion on nyraundering or terrorist
financing.

(2) The Office may as an exception issue to the ramppréintity an oral order for ongoing
monitoring of financial operations referred to iarpgraph 1 of this Article should it not
be possible due to the nature or the manner of wimd) financial operations, or
circumstances that follow financial operations,igsue a written order to the reporting
entity and in other urgent cases.
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(3) The Office shall have to confirm the oral ordefersed to in paragraph 2 of this Article
by a written order not later than on the first d@ing working day after the issuance of
the oral order.

(4) The authorized person of the reporting entity sbathpose the note on receiving the oral
order referred to in paragraph 2 of this Articlelda store in in their records in line with
the provisions of this Law referring to the protentand keeping of data by reporting
entities.

(5) In cases referred to in paragraphs 1 and 2 ofAtttisle, reporting entities shall be obliged
to regularly inform the Office of the transactioos financial operations carried out at
reporting entities or are intended to be carriedlyuthe persons referred to in paragraph
1 of this Article, including the transactions cadiout for the benefit of these persons.

(6) The data and information referred to in paragrapbf 3his Article shall have to be
delivered by reporting entities to the Office pritw performing the transaction or
concluding the deal, while the report shall havedatain the deadline within which the
transaction or the deal will be performed.

(7) Should the reporting entity due to justified reasoot have been able to deliver the data
and information referred to in paragraph 5 of #rtcle prior to the performance of the
transaction or concluding the deal, they shall lnlegged to deliver the data to the Office as
soon as possible, and not later than on the folgwiorking day. The report shall have to
contain the reasons due to which they have beescigly unable to act in line with
paragraph 6 of this Article.

(8) The execution of the order referred to in paragrhphithis Article may last not more than
for three months, while in justified cases the tloraof the order may be extended every
time for another month, so the execution of theeoméferred to in paragraph 1 of this
Article may last in total not more than six mosinr the issuance of the order.

V. COOPERATION OF THE OFFICE WITH DOMESTIC COMPETEN T STATE
AUTHORITIES

Inter-institutional Cooperation of the Office
Article 120

(1) The Office shall interactively cooperate in prewegtand detecting money laundering
and/or terrorist financing with:

supervisory and other services of the ministry cetapt for finances

Croatian National Bank

Croatian Financial Services Supervisory Agency

ministry competent for interior affairs

State Attorney’s Office of the Republic of Croatia

Security-Intelligence Agency

ministry competent for economy

ministry competent for state property

ministry competent for defence

©CoNorwWNE
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10. ministry competent for judiciary

11.ministry competent for foreign and European affairs
12.stock exchange

13.central clearing depositary company

14.courts, and

15. other state authorities.

(2) For the purpose of coordinating an carrying outualpolicies and activities in achieving
strategic and operational goals in the field of eomaundering or terrorist financing
prevention and detection, the authorities refeteedh paragraph 1 of this Article shall
access the protocol on the cooperation and thélettanent of the Inter-Institutional
Working Group for the prevention of money laundgramnd terrorist financing.

Delivery of Data to the Office on the Transfer ofaGh via the State Border
Article 121

(1) The Customs Administration shall be obliged to infahe Office of every report of the
in-take or out-take of cash in domestic or foretgmrency across the state border in the
amount of EUR 10,000.00 or more, not later tharmhwithree days from the day of the
transfer of the cash across the state border.

(2) The Customs Administration shall be obliged to infdhe Office of every in-take or out-
take of cash in domestic or foreign currency in éneount of EUR 10,000.00 or more
across the state border that has not been reportbé Customs Administration, not later
than within three days from the attempt of unregdriransfer of cash across the state
border.

(3) The Customs Administration shall be obliged to infdhe Office in case of an in-take or
an out-take, or of an attempt to take in or to takecash in domestic or foreign currency
across the state border, regardless of the amauoyld in relation to cash, person
transferring cash, way of transfer or other circtanses of the transfer there be reasons
for the suspicion of money laundering or terrofisancing, not later than on the first
following working day after the day of the transtércash across the state border.

(4) The Minister of Finance shall prescribe in an oagice the way and the scope d delivering
data referred to in paragraph 1, 2 and 3 of thiscler to the Office by the Customs
Administration.

(5) The state border in terms of this Article shall dmnsidered the external border of the
European Union.
Article 122
(1) The Customs Administration shall keep the followregords of data:
1. records on reported in-take and out-take of cagstomestic or foreign currency in the

amount of EUR 10,000.00 or more when crossing taee sborder referred to in
Article 121 paragraph 1 of this Law
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2. records on unreported in-take and out-take of aastomestic or foreign currency in
the amount of EUR 10,000.00 or more when crosdegstate border referred to in
Article 121 paragraph 2 of this Law, and

3. records on in-take, or out-take or an attempt ke ia, or take out cash in domestic or
foreign currency, when crossing the state bordermed to in Article 121 paragraph 3
of this Law, when there are reasons for the suspion money laundering or terrorist
financing.

(2) The Customs Administration shall keep the datarrefeto in paragraph 1 of this Article
ten years from the day of collecting thereof, whsrapon the expiry of that period data
and information shall be destroyed in line with @& arranging archive contents and
archives.

Informing the Office by State Authorities, Courttegal Persons with Public Powers and
other Entities of the Suspicion on Money Launderiramd Terrorist Financing

Article 123

(1) The Office may start the analytical-intelligenceogessing of transactions, funds and
persons upon the explained written proposal ofah#hnority referred to in Article 120
paragraph 1 of this Law, as well as of legal pesswith public powers, should the
proposal contain:

1. name and surname, month and year of birth, resedehthe natural person, or name,
address and headquarters of the legal person, nargdentification number and
disposable data on the natural or legal persopritygosal refers to

2. data on transaction, funds, activities and timeaogem relation to which there are
reasons for the suspicion referred to in item $hisf paragraph, and

3. reasons for the suspicion on money laundering,césteal predicate criminal offences
or terrorist financing for transaction, certain smr or funds, that have been
determined in the performance of tasks from unberdompetence of the authority
submitting the proposal.

(2) When the written proposal referred to in paragrapf this Article is not explained and
does not contain other data referred to in pardgramf this Article, the Office shall
return the proposal to the authority that has sttlechit for the supplementation thereof.

(3) When the written proposal referred to in paragrami this Article is not supplemented in
line with paragraph 2 of this Article within 15 dayr if it still does not contain the data
and explained reasons according to the provisidngacagraph 1 of this Article, the
Office shall inform the authority that has subndttee proposal, in written form, that on
the basis of such proposal it is not possible toycaut the analytical-intelligence
processing in accordance with the provisions &f Law.

(4) As an exception, should the circumstances of timerete case allow it, the Office may
also start the analytical-intelligence processinghe basis of the disposable data referred
to in paragraph 1 items 1, 2 and 3 of this Article.

(5) The authority that has submitted the proposal refeto in paragraph 1 of this Article
shall be obliged, at the request of the Officealtm deliver, besides the data referred to in
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paragraph 1 of this Article, the additional dataformation and documentation that
indicate the suspicion on money laundering an@wotist financing.

(6) As an exception to the provisions of this Artidbpuld there be objective reasons for the
assumption that the delivery of data, informatiord alocumentation to the authority
which has submitted the proposal referred to imgaaph 1 of this Article would make the
examinations and investigations by competent aittb®rharder or impossible, or the
analytical-intelligence work of the Office, or, shid in exceptional cases the revealing of
these information obviously not be proportionatettie legitimate legal interests of a
natural or a legal person, or should it be unimgrartonsidering the purpose which it has
been requested for, the Office shall not be obligedeliver data, information and
documentation to the authority that has submittedproposal referred to in paragraph 1
of this Article.

Delivery of Data by the Office to Supervisory andh@r Services of
the Ministry Competent for Finances

Article 124

(1) The Office shall deliver to supervisory and otherveces of the ministry competent for
finances referred to in Article 120 paragraph Imité of this Law, at their written
proposal, the data from:

1. records on cash transactions referred to in Arédlef this Law, and
2. records on the transfer of cash across the stateboeferred to in Article 121
paragraphs 1 and 3 of this Law.

(2) The data from the records referred to in paragfiaphthis Article may be requested by
supervisory and other services of the ministry cetapt for finance only for the purpose
of carrying out the tasks from under their compegein relation to the performance of:
1. supervision, or
2. financial investigations.

(3) The submitter of the proposal shall be obligedubip the written proposal referred to
in paragraph 1 of this Article the purpose refett@ih paragraph 2 of this Article, data
referred to in Article 123 paragraphl item 1 okthaw and the information specifying
which time period the data referred to in paragrai this Article are requested for.

(4) Should the written proposal referred to in paragramf this Article not contain the data
referred to in paragraph 3 of this Article, the i€df cannot deliver the requested data
referred to in paragraph 1 of this Article.

(5) The Office may refuse the delivery of data upon wWrédten proposal referred to in
paragraph 1 of this Article should the delivery ddta make the performance of
analytical-intelligence work of the Office harderimpossible.

(6) Supervisory and other service of the ministry cotape for finances referred to in

paragraph 1 of this Article shall be obliged toukegly, at least once a year and not later
than until the end of the first quarter of the eatryear for the previous year, inform the
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office of the phases of the procedure and actibashave been undertaken on the basis
of the data delivered by the Office referred t@amagraph 1 of this Article.

Delivery of Data by the Office to the Court and tl@mpetent State Attorney’s Office
Article 125

(1) The Office shall deliver to the court and the cotepe state attorney’s office, at their
written proposal, the data from:
1. records on cash transaction referred to in Arédleof this Law, and
2. records on transactions of the transfer of casbsadhe state border referred to in
Article 121 paragraphs 1 and 2 of this Law.

(2) The court and the competent state attorney’s offieg request the data from the records
referred to in paragraph 1 of this Article only tbe purpose for which they need them to
establish the circumstances significant for depgvithe proceeds or determining

temporary measures of providing the deprivatioproteeds in line with the provisions of
the act arranging the criminal proceeding.

Use of Data, Information and Documentation
Article 126

(1) The Office shall be authorized to use the datayrmétion and documentation received in
line with this Law and sublegal acts passed putst@ant only for the needs of the
analytical-intelligence work, including the opecaial analyses of suspicious transactions,
funds and persons, for the purpose of preventing detecting money laundering,
associated predicate criminal offences and tetréinancing, and performing strategic
analyses, unless otherwise prescribed by this Law.

(2) State authorities and legal persons with public grswhat have submitted the explained
written proposal to the Office in line with ArtictE23 paragraph 1 of this Law and their
employees shall be authorized to use the datagnmafiton and documentation received
from the Office in line with this Law only for thpurpose of preventing and detecting
money laundering, associated predicate criminakenmiés and terrorist financing,
according to their competence, unless otherwisgcpieed by this Law.

(3) Supervisory and other services of the ministry cetapt for finances and courts and

competent state attorney’s offices shall be obligasse the data received on the basis of
Articles 124 and 125 of this Law only for the puspgrescribed by this Law.
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VI. INTERNATIONAL COOPERATION OF THE OFFICE
General Provisions
Article 127

(1) The Office shall cooperate internationally with dmn financial-intelligence units by
exchanging relevant data, information and docuntiemtdor the purpose of preventing
and detecting money laundering, predicate assaciateninal offences and terrorist
financing.

(2) The international exchange of data, information awtumentation referred to in
paragraph 1 of this Article shall be initiated b basis of:

1. the request of the Office addressed to a foremgmnicial-intelligence unit

2. the request of a foreign financial-intelligencetaddressed to the Office

3. spontaneous delivery of data, information and damtation by the Office to a
foreign financial-intelligence unit, or

4. spontaneous delivery of data, information and demnation by a foreign financial-
intelligence unit to the Office.

(3) The Office may cooperate with a foreign financiakiligence unit regardless of its
organizational status and whether a predicate nahoffence was known at the moment
of the exchange of data.

(4) Different definitions of tax criminal offences shalot represent an obstacle for the
exchange of information between the Office andraifm financial-intelligence unit.

(5) Prior to the delivery of personal data to a forefgrancial-intelligence unit, the Office
may request a confirmation of a foreign financraklligence unit:
1. that the national legislation of that foreign fic&ai-intelligence unit regulates the
personal data protection, and
2. a guarantee that the foreign financial-intelligeno& will use the personal data only
for the purpose and the intention determined by ithiw.

(6) The Office may apply the condition of effective iprocity to the international
cooperation of the Office with a foreign financiatelligence unit and other foreign
authorities and international organizations compuetior the prevention of money
laundering and terrorist financing that are notrfrmember states, in terms of collecting
the additional data from reporting entities anceotstate authorities.

(7) The Office may sign memorandums of understanding wiforeign financial-intelligence
unit for the purpose of improving the cooperatianthe international exchange of data,
information and documentation in the field of pnetieg and detecting money laundering
and terrorist financing.

(8) The signing of the memorandum of understandingrmedfieto in paragraph 7 of this

Article shall not be a precondition for the inteiioaal cooperation of the Office with
foreign financial-intelligence units.
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Request of the Office Addressed to a Foreign Finaidntelligence Unit for
the Delivery of Data

Article 128

(1) The Office may, within the framework of the perf@ance of tasks for the prevention and
the detection of money laundering and terroristricing, address the request to a foreign
financial-intelligence unit for the delivery of @atinformation and documentation
necessary for the prevention and the detection ohay laundering and/or terrorist
financing.

(2) The Office shall state in the request referrechtparagraph 1 of this Article all relevant
facts and circumstances that indicate the suspicfomoney laundering or terrorist
financing, as well as the purpose for which theig@fintends to use the requested data,
information and documentation.

(3) The data, information and documentation collectadttee basis of paragraph 1 of this
Article may be used by the Office only for the need its analytical-intelligence work
and for the purpose determined by this Law, aloitg tie restrictions and the conditions
set by a foreign financial-intelligence unit.

(4) Without a prior consent obtained from a foreignafnial-intelligence unit which has
delivered data, information and documentation,@fiéce shall not be allowed to deliver
them to another authority or to let another autigdo have an insight into them, or to use
them for the purposes that are contrary to the itiond and the restrictions set by the
foreign financial-intelligence unit, and shall bigliged to mark these data with at least the
same degree of confidentiality as the foreign faiaintelligence unit that has delivered
data, information and documentation to the Offias marked them.

(5) When the Office needs data, information and docuatiem from reporting entities
having headquarters in another member state bugdmisiness in the state territory of
the Republic of Croatia, the request shall be axdd@ to the financial-intelligence unit of
that member state.

Request of a Foreign Financial-Intelligence Unit Attessed to the Office for
the Delivery of Data

Article 129

(1) At the request of a foreign financial-intelligenaait addressed in a written form, the
Office shall timely deliver to the foreign finantiatelligence unit data, information and
documentation on transactions, funds and persomslation to which/whom there are
reasons for the suspicion of money laundering ootist financing, that it collects or
keeps in line with the provisions of this Law.

(2) When a foreign financial-intelligence unit of anethmember state requests from the

Office data, information and documentation refegrito the reporting entity having
headquarters in the Republic of Croatia but doingiress in another member state the
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financial-intelligence unit of which has addresskd request, the Office shall apply all
powers in line with the provisions of this Law wotlt any delay when asking for the data,
information and documentation from the reportingtgn

(3) The request of a foreign financial-intelligencetueferred to in paragraphs 1 and 2 of this
Article shall have to contain all relevant factslaiircumstances indicating the suspicion
of money laundering or terrorist financing, as wasl the purpose for which the foreign
financial-intelligence unit intends to use the resped data, information and
documentation.

(4) The Office may refuse to accept the request ofraida financial-intelligence unit in
cases:

1. it estimates on the basis of the facts and circantgts stated in the request that no
reasons for the suspicion on money launderingroorist financing have been
stated, or

2. the delivery of data would jeopardize or could j@alize the performance of the
criminal proceeding in the Republic of Croatia ancbuld in any other way be
harmful for the national interests of the Republi€roatia.

(5) The Office shall inform, in a written form, the &gn financial-intelligence unit which
has delivered the request, on refusing to acceptatuest referred to in paragraph 4 of
this Article, whereby stating the reasons due teclvit has failed to act on the request of
the foreign financial-intelligence unit.

(6) When it acts on the request referred to in pagygfaof this Article, the Office may also
set additional conditions and restrictions undeictvla foreign financial-intelligence unit
may use the data referred to in paragraph 1 ofAttisle.

(7) When the foreign financial-intelligence unit requsedor the previous consent for
forwarding the data, information and documentatiost the Office has delivered to the
foreign financial-intelligence unit in line with pegraph 1 of this Article to competent
authorities from the state of the foreign finanardgélligence unit, the Office shall give
the consent without any delay and to the greatesdiple extent.

(8) When the consent referred to in paragraph 7 of Migcle has been asked from the
Office, the Office may refuse to provide it only the following cases, along with a
written explanation to the foreign financial-intgénce unit that has requested the consent
from the Office:

1. should the forwarding of data, information and doentation the Office has
delivered to the foreign financial-intelligence uimi line with paragraph 1 of this
Article to competent authorities from the statehaf foreign financial-intelligence
unit be out of the area of the application of ttasv

2. should the forwarding of data, information and dueatation the Office has
delivered to the foreign financial-intelligence uimi line with paragraph 1 of this
Article to competent authorities from the statehaf foreign financial-intelligence
unit be harmful to the investigation within therainal proceeding, or

3. should the forwarding of data, information and dueatation the Office has
delivered to the foreign financial-intelligence uimi line with paragraph 1 of this
Article to competent authorities from the statehaf foreign financial-intelligence
unit not be proportionate to legitimate interedta aatural or a legal person or the
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Republic of Croatia, or should it not be in anyasttvay in line with fundamental
principles of the national law of the Republic ab@tia.

Spontaneous Delivery of Data by the Office to a Emn Financial-Intelligence Unit
Article 130

(1) The office may spontaneously deliver data, inforaraind documentation on certain
transactions, funds or persons in relation to wiwblom there are reasons for the
suspicion on money laundering or terrorist finage¢iwvhich it collects or keeps in line
with the provisions of this Law, to a foreign fir@al-intelligence unit of a member state
or a third country.

(2) The Office may, when spontaneously delivering dareifs own initiative, establish
additional conditions and restrictions under whactoreign financial-intelligence unit is
allowed to use the received data, information avchichentation referred to in paragraph
1 of this Article.

(3) The provisions of this Law regulating the internatil cooperation of the Office shall
appropriately apply to the delivery of data, infation and documentation in line with
paragraphs 1 and 2 of this Article.

Proposal of the Office Addressed to a Foreign Fir@al-Intelligence Unit for Temporary
Suspending of a Suspicious Transaction Being Perfard Abroad

Article 131

The Office may, within the framework of carryingtahe tasks of the prevention and the
detection of money laundering and terrorist finagcideliver a written proposal to a foreign
financial-intelligence unit of a member state ahed country for the temporary suspending
of a suspicious transaction being performed absbadld the Office estimates that in relation
to the transaction, certain person or funds theeeraasons for the suspicion on money
laundering or terrorist financing.

Temporary Suspending of the Performance of a Sugpis Transaction at the proposal of
a Foreign Financial-Intelligence Unit

Article 132

(1) The Office may, in a written form, issue an orderthe reporting entity, upon the
explained written proposal of a foreign finandiaelligence unit from a member state or
a third country, under the condition set by thisvlL.dor temporary suspending of the
performance of a suspicious transaction, for n@dorthan a term prescribed by Article
117 paragraphs 2 and 3 of this Law.
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(2) The Office shall inform, without any delay, the quetent state attorney’s office of the
issued order referred to in paragraph 1 of thischertfor its further actions to be taken in
line with legal powers of that state attorney’sadf of which it shall also inform the State
Attorney’s Office of the Republic of Croatia.

(3) The Office shall act in line with the provisions péragraph 1 of this Article should it
estimate on the basis of the reasons for the sogpstated in the written recommendation
of a foreign financial-intelligence unit, that theansaction, certain person or funds are
related with money laundering or terrorist finarmgin

(4) The Office shall not accept the proposal of a fymdinancial-intelligence unit should the
conditions referred to in paragraphs 1 and 3 notme¢, and shall inform the foreign
financial-intelligence unit of refusal to accepéthroposal , in a written form, stating the
reasons due to which the proposal of the foreigantial-intelligence unit has not been
accepted.

(5) The provisions of Articles 117 and 118 of this Lalall apply appropriately to the order

issued to the reporting entity for temporary susioa of the performance of a suspicious
transaction in line with this Article.

Cooperation of the Office with Financial-Intelligece Unit from Member States
Article 133
When the Office receives the report on suspicicarssaction, funds and persons referred to in
Articles 56 and 57 of this Law, which is relatedatmother member state, it shall, without any
delay, forward it to the foreign financial-intelégce unit of that member state, by using
secure communication channels.
Feedback Information

Article 134

(1) The Office may ask from the foreign financial-itiggtnce unit the feedback information
on the usefulness of exchanged data, informatidndasumentation.

(2) The Office shall deliver to the foreign financiakelligence unit, at its request, the

feedback information on the usefulness of the exgbd data, information and
documentation.
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Cooperation between the Office and the European Qoission
Article 135

The Office shall cooperate with the European Corsiorsfor the purpose of facilitating the
coordination and participation at the meetingsh&f EU Platform for financial-intelligence
units of member states, including the informatignheange among financial-intelligence units
of member states, in relation to:
1. detection of cross-border suspicious transactions
2. standardization of the formats for reporting suspis transactions within the network
FIU.net or its successor
3. joint analysis of cross-border cases with the sispion money laundering and
terrorist financing, and
4. identification of trends and factors of the impada for the money laundering and
terrorist financing risk assessment at the natiandl supra-national level.

Secure Communication of the Office
Article 136

(1) The Office shall use secure communication chanimetbe international data exchange
with a foreign FIU, in line with the provisions egfed to in Articles 127, 128, 129, 130,
131, 132, 133, 134 and 135 of this Law, while fbe tcooperation with FIUs from
member states it shall mainly use the FIU.net ngtwo its follower.

(2) The Office shall apply the most contemporary tetbgies in the international data
exchange with the FIU from member states in ordesarry out the tasks prescribed by
this Law, which allow the Office to match its owatd with the data from other foreign
FIUs from member states anonymously, ensuringpidtection of personal data, for the
purpose of detecting transactions, funds and perBonwhich/whom there is a suspicion
on money laundering and terrorist financing in othrember states and identifying the
proceeds and funds of these persons.

Diagonal Exchange of Data, Information and Documeation of the Office
Article 137

(1) The Office may, for the purpose of preventing aatkdting money laundering, associated
predicate criminal offences and terrorist financifyy using secure communication
channels, via a foreign FIU:

1. ask for data, information and documentation froraother authority of a member
state or a third country, or

2. deliver data, information and documentation to hapt&authority from a member
state or a third country.

(2) The provisions of this Law, regulating the interoaal data exchange between the Office

and a foreign FIU, shall appropriately apply to thiernational data exchange referred to
in paragraph 1 of this Article.
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VII. DISSEMINATION OF CASES TO COMPETENT AUTHORITIE S

Dissemination of Notification on Cases with the Susion of Money Laundering and/or
Terrorist Financing to Competent State Authoritiesy foreign FIUs

Article 138

(1) When on the basis of analytical-intelligence prseoeg including the operational
analysis of suspicious transactions received freporting entities, data and information
of competent authorities and foreign FIUs and dosutation the Office collects and
receives in line with this Law, there are reasanmstlie suspicion on money laundering
and predicate criminal offences associated wigmd/or terrorist financing in the state or
abroad in an individual case related to the tramsaccertain person or funds, the Office
shall disseminate in a written form or via secusenmunication channels the results of
its operational analyses to competent state adigmrior foreign FIUs for their further
action and processing.

(2) The Office shall disseminate the cases referreth tparagraph 1 of this Article to
competent state authorities for their further awtidor the needs of carrying out further
procedure of competent state authorities (perfoo@an search and criminal processing,
financial investigations and criminal proceduresthvan aim of initiating the criminal
proceedings for the criminal offence of money laenmty, associated predicate criminal
offence and criminal offence of terrorist financing

(3) The Office shall not state in the disseminatiorthaf case referred to in paragraph 1 of
this Article the data on the authorized personhef teporting entity who has delivered
the data on suspicious transactions, persons amas fio it in line with this Law, unless
there are reasons for the suspicion that the riegoentity or their employee has
committed the criminal offence of money laundermgcriminal offence of terrorist
financing or should these data be necessary foermating these offences in the
criminal proceeding and are required by the commeteurt in a written form.

(4) Competent state authorities shall be obliged to tls® data, information and
documentation disseminated by the Office, in linthyaragraph 1 of this Article, only
for the purpose prescribed in Article 126 paragraif this Law.

(5) Competent state authorities to which the casesregfdo in paragraph 1 of this Article
have been disseminated to, shall be obliged tdadguat least once a year but not later
than by the end of the first quarter of the curngzdr for the previous year, to deliver to
the Office in a written form or electronically, tiieedback information on the results of
their actions linked with the disseminations of tases referred to in paragraph 1 of this
Article.

(6) Data, information and documentation contained endaises referred to in paragraph 1 of

this Article shall be classified data for which pesific degree of confidentiality has
been established in line with special regulati@witating the data confidentiality.
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(7) The dissemination of cases referred to in paraglaphthis Article to competent state
authorities or foreign FIUs shall not be considessdevealing the classified data by the
Office.

VIII. INDIRECT SUPERVISION OVER THE REPORTING ENTIT IES AND
ISSUANCE OF GUIDELINES BY THE OFFICE

Indirect Supervision over Reporting Entities
Article 139

(1) Authorized civil servants of the Office shall caropt an indirect supervision of the
application of this Law and sublegal acts passesyaunt to it of reporting entities
referred to in Article 9 of this Law by analysinbet collected data, information and
documentation necessary for the performance ofrantisupervision referred to in
paragraph 1 of this Article.

(2) The reporting entity shall be obliged to deliver,tlze request of the Office within the
deadline set by the Office but not later than witii5 days, the additional data,
information and documentation necessary for thdopmance of indirect supervision
referred to in paragraph 1 of this Article.

(3) Should the Office identify, when carrying out thadirect supervision referred to in
paragraph 1 of this Article or in any other wayy atiolations to this Law and sublegal
acts passed pursuant to it, it may:

1. inform the competent supervisory authority refet@h Article 82 of this Law, or

2. file an information to the authority competent foonducting a misdemeanour
proceeding referred to in Article 95 of this Lawostd it determine the existence of
the reasonable doubt that the misdemeanour predcrily this Law has been
committed.

Article 140
(1) The Office may coordinate the work of supervisouyharities referred to in Article 81 of
this Law and request from them to carry out theydted supervisions at individual
reporting entity referred to in Article 9 of thiaw.
(2) The Office may conclude agreements on cooperatohexchange of data, information

and documentation linked with the actions to bestakn the basis of this Law with
supervisory authorities referred to in Article &ltlus Law.
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Guidelines of the Office in relation to the Inquies of reporting Entities
Article 141

(1) Reporting entities referred to in Article 9 of tHiaw may ask from the Office in a
written form to adopt guidelines on the applicatmincertain provisions of this Law
and sublegal acts passed pursuant to it, in rel&bio
1. informing the Office on transactions by reportingiges (Articles 56, 57, 59 and
61 of this Law)

2. protection and keeping of personal and other dgteeporting entities (Articles
73,74, 75,76, 77, 78, 79 and 80 of this Law), and

3. actions to be taken by the Office (Articles 11011112, 113, 114, 117, 118, 119,
139 and 149 of this Law).

(2) The Office shall independently issue to reportingtees the guidelines referred to in
paragraph 1 of this Article and may, due to thequaiapplication of this Law and
sublegal acts passed pursuant to it, ask for theiasp of competent supervisory
authorities referred to in Article 82 of this Laimked with the issuance of guidelines
referred to in paragraph 1 of this Article.

CHAPTER VI

PROTECTION AND KEEPING OF DATA, INFORMATION AND
DOCUMENTATION AND KEEPING OF STATISTICAL DATA AND R ECORDS BY
THE OFFICE

Protection and Keeping of Data, Information and Domentation of the Office
Article 142

(1) The Office shall be obliged to protect data, infation and documentation in the
following way:

1. by adopting internal instructions on safety and ficmtiality of information,
including procedures on the actions to be takemwage, forwarding and protection of
information as well as on the access to informaéind premises of the Office, in line
with the regulations arranging the protection oé tbonfidentiality of data and
information security, and

2. by restricting the access for unauthorized pergonthie premises, data, information
and documentation of the Office, including the asa® the IT system of the Office.

(2) The civil servant of the Office shall be obliged have an appropriate level of the
certificate for the access to classified datane hvith the job position he/she occupies in
line with Article 104 paragraph 1 of this Law amdie appropriately familiar with his/her
responsibility in dealing with classified, non-ddged and other data, information and
documentation and forwarding of classified datactmmpetent states authorities and
foreign FIUs.
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Confidentiality of Collected Data of the Office andonfidentiality of Actions to be Taken
by the Office

Article 143

(1) The Office shall be not authorized, in line withtidle 74 paragraph 2 of this Law and

in line with Article 138 paragraph 6 of this Law; t

1. inform of the collected data, information and doeumtation nor of actions to be
taken on the basis of this Law the person the dafiamation and documentation
or actions refer to or third persons, and

2. reveal to the public information, data and docuragon in relation to individual
cases with the suspicion on money laundering artdfoorist financing for which
he/she carries out the actions in line with thisvlar which he/she delivers for
further actions to other competent state autheriiiethe Republic of Croatia or

foreign FIUs.

(2) The head of the Office, or a person authorized Hgy head of the office for that
purpose, shall decide on declassification of datggrmation and documentation
referred to in paragraph 1 of this Article and areraption from obligation of
safeguarding the confidentiality of data.

(3) Declassified data, information and documentatidierred to in paragraph 2 of this
Article may be used only for the purpose prescriinedrticle 126 paragraphs 1 and 2
of this Law.

Article 144

(1) The civil servants of the Office, who have realized access to data, information and
documentation collected or received from the Ofiicéne with this Law and sublegal
acts passed pursuant to it, shall be obliged top kdata, information and
documentation, regardless of the way in which thaye realized the access to data,
information and documentation, until they are exefnpm the obligation of keeping
the secret on the basis of Article 143 paragraphtBis Law.

(2) The civil servants of the Office shall not be alemivto claim data, information and
documentation referred to in paragraph 1 of thitche.

(3) The obligation of keeping the confidentiality oftdand actions taken or to be taken
by the Office shall last after the civil servanases to work in the Office as well.
Deadline for Keeping the Data in the Office
Article 145
(1) The Office shall keep data, information and docutagon from the records it keeps

in line with Article 147 items 1, 3, 4, 5, 6, 7,9,10, 11, 12, 13 and 14 of this Law for
ten years from the day of collecting them.
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(2) The Office shall keep data, information and docutagon from the records it keeps
in line with Article 147 item 2 of this Law for tepears from the day of closing
(archiving) the file.

(3) After the expiry of the deadline referred to inggmaphs 1 and 2 of this Article, data,
information and documentation shall be destroyetinie with the act regulating the
archive contents and archives.

Compensation of Damage
Article 146

(1) The Ministry of Finance — Anti-Money Laundering @# and the civil servants of the
Office shall not be held responsible for the damagased to customers or third
persons should they act in line with the provisiohthis Law and sublegal acts passed
pursuant to it.

(2) The Republic of Croatia shall not be held respdasibr the damage caused by the
application of this Law and sublegal acts passedyaunt to it.

(3) As an exception, the provisions of paragraphs 1 araf this Article shall not be
applied should the damage be caused intentionally gross negligence.

Keeping of records and Statistical Data of the @&i
Article 147

The Office shall keep the following records of data

1. records of data on transactions, funds and penmsfesed to in Articles 56, 57, 61
and 121 of this Law

2. records on analytical intelligence processing reféto in Article 112 of this Law

3. records of orders issued to the reporting entity thg Office for temporary
suspending of the performance of a suspicious dcdius referred to in Article 117
of this Law

4. records of orders issued to the reporting entity tog Office for ongoing
monitoring of financial operations of the customefierred to in Article 119 of this
Law

5. records on received written proposals with the simp on money laundering and
terrorist financing referred to in Article 123 difi$ Law

6. records on received written proposals of superyisord other services of the
ministry competent for finances referred to in Aldi124 of this Law

7. records of dissemination of cases with the suspi@o money laundering and
terrorist financing delivered to competent stattharities and foreign FIUs in line
with Article 138 of this Law

8. records on the international exchange of datanedeio in Articles 128, 129, 130,
133 and 134 of this Law

104



9. records on the proposals of the Office addresseal flareign FIU for temporary
suspending of the suspicious transaction perfororedo be performed abroad
referred to in Article 131 of this Law

10.records on temporary suspending of the performahsgispicious transactions by
the Office at the proposal of a foreign FIU refdrte in Article 132 of this Law

11.records on identified irregularities, illegalitieend pronounced measures and
identified misdemeanours by competent supervisatlgaities in line with Article
87 paragraph 2 of this Law

12.records on informing the Office by competent suemy authorities of the
suspicion on money laundering or terrorist finagaieferred to in Article 89 of this
Law

13.records on the performed review of the documentatéderred to in Article 114
paragraph 1 of this Law and performed indirect supm®n referred to in Article
139 of this Law by the Office over reporting emgtireferred to in Article 9 of this
Law

14.records on issued guidelines by the Office to ripgrentities in line with Article
141 of this Law, and

15.records on statistical data linked with criminalanisdemeanour actions referred
to in Article 148 of this Law which the Office celits from other state authorities.

Collection of Statistical data from Other State Adrities
Article 148

(1) The Office shall collect, for the purpose of celited keeping and analysing of relevant
statistical data, performance of national moneyndeuning and terrorist financing risk
assessment and assessment of the effectivenebs ofhblesome system in preventing
and detecting money laundering and terrorist fimagcrelevant statistical data that are
kept and delivered to the Office by:

1. the General Police Directorate, including the RoNational Office for Combating
Corruption and Organized Crime
2. supervisory services of the ministry competentfiimances — Tax Administration,

Financial Inspectorate, Customs Administration atiter services of the ministry

competent for finances

Croatian National Bank

Croatian Financial Services Supervisory Agency

competent state attorney’s offices, and

competent courts.

o0h®w

(2) The authorities referred to in paragraph 1 item2,13 and 4 of this Article shall be
obliged to regularly, and at least once a yearthieyend of the first quarter of the current
year for the previous year, inform the Office of:

1. date of the filing the criminal or other informatidor the criminal offence of
money laundering, associated predicate criminanzi® and criminal offence of
terrorist financing

2. name, surname, day, month and year of birth ofréperted natural person, or
name and headquarters of the reported legal person

3. legal title of the criminal offence, and place, ¢irand manner of committing the
offence that has characteristics of a criminal g
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4. legal title of the predicate criminal offence anthge, time and manner of
committing the offence that has characteristica pfedicate criminal offence, and

5. whether the criminal or other information refertedin item 1 of this paragraph
has been initiated by the dissemination of theic®ffon the cases with the
suspicion on money laundering and/or terroristrfoiag referred to in Article 138
of this Law.

(3) The authorities referred to in paragraph 1 itena@ 6 of this Article, in cases in which
the criminal proceeding is conducted for the crahioffence of money laundering, the
associated predicate criminal offence or the cranhoffence of terrorist financing, shall
be obliged to deliver the data to the Office, twéacgear, on:

the initiation of the investigation

confirmation of the indictment

non-final and final judgements

realized international cooperation, including thetual legal assisstance, and

temporary seizure of instrumentalities, safety roess and confiscation of

proceeds gained by a criminal offence.

arwnE

(4) Croatian National Bank, Croatian Financial Servi@spervisory Agency, Financial
Inspectorate and Tax Administration shall deliverthe Office the data on the filed
information against the reporting entity due todeisieanours prescribed by this Law.

(5) Upon the written request of the Office, Croatiantiblaal Bank, Croatian Financial
Services Supervisory Agency, Financial Inspectoaat Tax Administration shall deliver
to the Office the data on the size and the impegdaof various sectors of reporting
entities that they supervise on the basis of A#t&2 of this Law, including the number of
reporting entities being legal and natural persthey supervise, and the data on the
economic importance of each sector.

(6) Financial Inspectorate shall deliver to the Offitee data on the cases in which the
misdemeanour proceeding due to misdemeanours poedcby this Law has been
completed.

(7) Personal data collected by the Office on the basithis Article shall be considered
classified data for which the appropriate levetonfidentiality shall be determined in line
with special regulations on the confidentialitydafta.

(8) The Office shall publish the consolidated statatitata collected on the basis of this Law
and sublegal acts passed pursuant to it.

(9) The Minister of Finance shall prescribe in an oadice the way and deadlines for the
delivery of relevant statistical data to the Offipeescribed by this Article and the manner
of publishing the consolidated statistical data.

(10) The Office shall inform the European Commissiorthef statistical data collected in
line with the provisions of this Article.
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Feedback Information to Reporting Entities on Typies, Patterns and Trends
Article 149

(1) The Office shall provide feed-back to reportingiteed referred to in Article 9 of this Law
that have reported a suspicious transaction, inrittew form, on the received and
operationally analysed suspicious transactionsrnedeto in Articles 56 and 57 of this
Law, unless it estimates that this could hamperftinther course and outcome of the
procedure linked with the prevention of money laenmty and terrorist financing, in a
way that:

1. it will deliver to the reporting entity the inforrhan on the decision or the result of
the case with the suspicion on money launderingtandrist financing should the
case be finalized upon the report on the suspidi@amsaction, and the data on that
available to the Office in line with Article 148 dfis Law, and that

2. it will, at least once a year, deliver to reportiagtities or publish the results of the
strategic analyses referred to in Article 11 itewf 2his Law, including the statistical
data on the received reports on suspicious traonsadrom reporting entities and the
results of analytical-intelligence work of the @#i on the basis of the received
suspicious transactions.

(2) The Office shall deliver to reporting entities arish on the websites the information on
typologies, patterns and trends of money laundeaimdyterrorist financing.

(3) The Office shall deliver to reporting entities arbtish on the websites the summarized
anonymous examples of the concrete cases withug@cson on money laundering and
terrorist financing that the Office has deliveredcompetent state authorities and foreign
FIUs for their further actions and processing.

(4) The Office shall confirm to the reporting entityathit has received the report on the
suspicious transaction referred to in Articles B@ &7 of this Law and the report on cash
transaction referred to in Article 61 of this Law.

CHAPTER VII
MISDEMEANOUR PROVISIONS
Article 150

(1) The fine in the amount of HRK 35,000.00 to HRK D@®M0.00 shall be imposed on the
legal person for the misdemeanour:

1. should they not inform the competent supervisophauty referred to in Article 82 of
this Law on the fulfilment of the condition for tiexemption from Article 10 paragraph
1 of this Law and they do not apply the measurésrned to in this Law (Article 10
paragraph 2)

2. should they not prepare the risk assessment st isghroportionate to the size of the
reporting entity and the type, scope and compleaftyheir business operations or
should they omit to update it regularly, to aligmwith the guidelines of the competent
supervisory authority or to deliver it to the supsory authority at its request and
should they, when preparing the risk assessmentiake into account the reports on
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the results of the National Risk Assessment andréBNptional Risk Assessment
(Article 12 paragraphs 1, 2 and 4)

3. should they not carry out the risk assessment bedtbimportant changes in business
processes and business practice that may have ercton the measures that are
undertaken in order to prevent money laundering t@ncbrist financing and should
they not undertake, when introducing a new prodexternalized activity, delivery
channel or new technologies for existing and neadpcts, appropriate measures for
managing that risk and for reducing that risk (&lgil2 paragraph 5)

4. should they not establish an efficient system ¢€rimal controls or should they not
adopt or establish written policies, controls anocpdures for reducing and efficiently
managing the risk of money laundering and terrdn&tncing determined by the risk
analysis referred to in Article 12 pargaraphl a$ thaw, taking into consideration the
guidelines of the competent supervisory authoriftional Risk Assessment and
Supra-National Risk Assessment so that they ar@optionate to the size of the
reporting entity and the type, scope and complexitwork they carry out and should
they not include the models of money laundering dedorist financing risk
management, due diligence measures, powers, reBpties and other prescribed
functions referred to in Article 13 of this Law ihe policies, controls and procedures
or should they fail to regularly monitor them fdret purpose of strengthening the
undertaken measures when necessary (Article 1§@gufas 1, 2, 3 and 4)

5. should they not bear in mind, within the assessroétite risk related to the customer,
one of the prescribed variables of the money latingend terrorist financing risks or
risk factors referring to the type of the custonstgte or geographical area, product,
service, transaction, delivery channel, or shoh&ytapply measures of simplified due
diligence in relation to the customer for which/wih¢s estimated that they represent a
high risk of money laundering and terrorist finargcand should they not align the risk
assessment procedure or should hey not carry indirte with the sublegal act of the
competent authority (Article 14 paragraphs 1, 24,3, 6, 7, 8, 9 and 10)

6. should they not apply all prescribed due diligemzasures or should they not align the
scope of the application of measures with the costorisk assessment (Article 15
paragraphs 1 and 3)

7. should they not verify whether the person claintimgg he/she operates on behalf of the
customer is authorized for that, or should they dentify that person nor verify
his/her identity (Article 15 paragraph 2)

8. should they not carry out customer due diligenceasuees in a way prescribed by
policies, controls and procedures referred to itiche 13 of this Law (Article 15
paragraph 4)

9. should they not deliver, at the request of the cstent supervisory authority, the
documentation related to the customer risk analysa assessment from which it can
be derived that the undertaken due diligence meashiave been appropriate to the
identified money laundering or terrorist financingks (Article 15 paragraph 5)

10.should they not apply the customer due diligencasuees in cases prescribed by this
Law (Article 16 paragraph 1)

11.when concluding the life insurance deal or oth@estment-related insurance, should
they not identify the beneficiary nor verify theeitity of a beneficiary who is
determined as a specially appointed natural orllpgason or legal arrangement,
should they not collect sufficient data for a beciafy who is determined by specific
characteristics or a group in order to be convirtbed they will be able to identify the
beneficiary at the moment of policy disbursement ahould they fail to identify and
verify the identity of a beneficial owner of thelipg beneficiary at the moment of
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disbursement, or at the moment when the holdeigbts from the insurance asks for
the disbursement of their claims in their entiretyn part (Article 16 paragraphs 3 and
4)

12.should they fail to collect the information on theneficiary of the trust or an entity
equal to it, incorporated under a foreign law, whenable the identification of the
beneficiary at the moment of disbursement or atrtttanent when the beneficiary
decides to use at granted rights (Article 16 paplgi5)

13.should they not apply the due diligence measureth@m®xisting customer on the basis
of the risk assessment or on the existing cust@nwich the circumstances relevant
for the application of this Law change (Article géragraph 6)

14.should they establish a business relationship Wit customer or conduct the
transaction referred to in Article 16 paragrapleins 2, 3 and 4 of this Law, and prior
to that not carry out the customer due diligenderred to in Article 15 paragraph 1
items 1, 2 and 3 of this Law (Article 17 paragrdph

15.should they apply the exception referred to in gaxph 1 Article 18 of this Law on
buying out electronic money in cash or on withdraycash in the monetary value of
electronic money in HRK equivalent value of the amohigher then EUR 100.00
(Article 18 paragraph 2)

16.should they establish or not terminate the alressigblished business relationship with
a customer or conduct the transaction for the costdor which/who they could not
carry out the measures referred to in paragrapterisi 1, 2 and 3 and paragraph 2
Article 15 of this Law (Article 19 paragraph 1)

17.should, when carrying out the customer due diligemteasures, they not collect
prescribed data (Article 20 paragraphs 1, 2, 6, 3, 8, 9, 10, 11 and 12)

18.should they not identify nor verify the identity tfe customer, legal representative,
person authorized by the power of attorney or beiafowner of the customer, and
should they not get the documentation prescribedtlie identification and the
verification of the identity or power of attornay ¢case when the customer establishes a
business relationship or carries out the transactia a person authorized by power of
attorney (Article 21 paragraphs 1, 2, 3 and 4,det22 paragraphs 1, 2, 3, 4 and 5,
Article 23 paragraphs 1, 2, 3, 4 and 5, Article @&agraphs 1 and 2, Article 25
paragraphs 1 and 2, Article 26 paragraphs 1, ,8)d 5, Article 27 paragraphs 1, 2
and 3, Article 30 paragraphs 1, 2, 3, 4, 5, 6, @@& 9, and Article 31 paragraphs 1 and
2)

19.should they not identify nor verify the identity tife customer or other natural person
who accesses the safe-deposit box, or should thegallect prescribed data on the
customer or not get them in a prescribed way (Frt®&Y paragraphs 1, 2 and 3)

20.should they not document the procedures of ideatibn and verification of the
identity of the beneficial owner of the customarticle 28 paragraph 9)

21.should they not apply the prescribed measures initorong the business activities of
the customer and transactions the customer cavueat the reporting entity, and not
make sure that the scope, or the frequency of im@hting measures are aligned with
the risk analysis and assessment referred to iclégt12 and 14 of this Law and
adjusted to the money laundering or terrorist fowag risk the reporting entity is
exposed to when carrying out certain task or tretnsd, i.e. when doing business with
an individual customer (Article 37 paragraphs 2 and

22.should they not align the manner of carrying ot theasures of simplified and
enhanced customer due diligence with a sublegaloddhe competent authority
(Article 42 paragraph 1)
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23.should they not take into account the results efNlational Risk Assessment (Article
43 paragraph 2) when deciding on whether they wallry out the simplified due
diligence

24.should they not carry out, in relation to the laskrcustomer, the measures of the
ongoing monitoring of a business relationship fa& purpose of detecting complex and
unusual transactions referred to in Article 53 lois tLaw or suspicious transaction
referred to in Articles 56 and 57 of this Law (A&t& 43 paragraph 4)

25.should they carry out the measures of the simgdliiestomer due diligence when in
relation to the customer, transaction, propertyfords there are reasons for the
suspicion on money laundering or terrorist finagaim in relation to the customer that
carries out complex and unusual transactions (l&rd8 paragraph 5)

26.should they do not carry out the measures of tamred customer due diligence in
case in which it is prescribed as mandatory (Aetieh)

27.should, when establishing a correspondent reldtipnsith the bank or another credit
institution having headquarters in the third coynthey not carry out prescribed
additional measures or they not document the imphted measures, and should an
employee of the reporting entity that establishe®m@mespondent relationship prior to
establishing a business relationship not get aemritonsent of the senior management
of the reporting entity and should he/she, on dedfahe credit institution, continue to
maintain the correspondent relationship without itgvpreviously undertaken the
prescribed additional measures (Article 45 pardwgdp 2, 3 and 4 item 1)

28.should they establish or continue to maintain theespondent relationship with the
bank or another credit institution which does npplg the money laundering and
terrorist financing prevention measures or operates virtual (shell) bank or which
establishes correspondent or another businessoredhip and carries out transactions
with a virtual (shell) bank (Article 46 paragraplaidd 2)

29.should they not establish an appropriate risk mamamt system which includes the
procedure of determining whether the customer | legaesentative, person authorized
by power of attorney or beneficial owner of the tonser is a politically exposed
person or a politically exposed person’s immedfataeily member or close associate
(Article 46 paragraphs 1 and 2)

30.should they not carry out appropriate measureslétermining the source of property
and source of financial funds a politically expogesson disposes of, should they not
monitor continuously and intensely the businessti@iship with the politically
exposed person or should an employee of the regoenmtity fail to obtain a written
consent from the senior management of the repodamgy for the establishment or
continuation of the business relationship with ploétically exposed person (Article 47
paragraph 1)

31.should they not carry out appropriate measuresiétegrmining the source of property
and source of financial funds a politically expogedson’s immediate family member
or close associate disposes of, should they noftarazontinuously and intensely the
business relationship with a politically exposedspea’s immediate family member or
close associate, and should an employee of thetmegentity fail to obtain a written
consent from the senior management of the repodamgy for the establishment or
continuation of the business relationship with &tigally exposed person’s immediate
family member or close associate (Article 47 paapbr2)

32.should they not assess the further risk of thetipally exposed person who ceased to
hold a prominent public position and should they madertake appropriate measures
in relation to that person in the period of 12 nisnfrom the cease of holding the
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prominent public position or until in a concreteseahe further risk specific from
politically exposed persons ceases to be validgkrd 7 paragraph 3)

33.should they not document the implementation of dilegence measures at the
politically exposed person (Article 47 paragraph 4)

34.should, and not later than at the moment of thbulgement of the policy insurance,
they not undertake the measures with which it issfide to determine whether the life
insurance beneficiary or beneficiary of some otiieestment-related insurance, or
beneficial owner of the beneficiary when necessagy politically exposed person or a
politically exposed person’s immediate family membe close associate, or should
they not undertake additional prescribed measurethe case in which they have
determined a high risk of money laundering or testdinancing, or should they not
document the implementation of measures referreul Asticle 48 of this Law (Article
48 paragraphs 1, 2, 3 and 4)

35.should they not undertake, in relation to a custoimn a high-risk third country, the
prescribed measures of the enhanced due diliganeglon the application of measure
not take into consideration the delegated act efEbropean Commission (Article 49
paragraphs 1 and 4)

36.should they not undertake the prescribed measurésecenhanced due diligence in
relation to the customer that has issued stocKsearer form or that carries out the
transaction related to the stocks in bearer fomshould they establish, contrary to the
provisions of this Law, the business relationshithvthe legal person that has issued
the stocks in bearer form or carries out the tretisa linked with the stocks in bearer
form (Article 50)

37.should they not apply the prescribed measures ludrered due diligence in relation to
the customer that, when being identified and winexr identity being verified, has not
been personally present at the reporting entityi¢kr51)

38.should they not carry out the enhanced due diligeneasures referred to in Article 52
paragraph 4 of this Law

39.should they, after the physical arrival of the ouser referred to in Article 52
paragraph 1 to the reporting entity, not carry thet due diligence measures in line
with the risk assessment carried out in line whid provisions of Article 14 of this Law
(Article 52 paragraph 5)

40.should they not analyse the background and theogerpincluding the data on the
source of funds, complex and unusually large tretwas and unusual ways of
carrying out the transactions that do not have lawiools economic or visible legal
purpose or deviate from the usual business opesatibthe customer, and should they
not record in a written form the results of the lgsia or not undertake prescribed
additional measures (Article 53 paragraphs 1, 23nd

41.should they not inform the Office of the complexdamusual transaction in relation to
which they have determined the reasons for thei@ospon money laundering or
terrorist financing in line with Articles 56 and %7 this Law, in a way prescribed in
Article 59 of this Law (Article 53 paragraph 4)

42.should they open and issue for customers or keepshém anonymous accounts,
coded or bearer passbooks, or other anonymous gmdincluding the accounts
opened in false names (Article 54 paragraph 1)

43. should they not carry out the customer due dilkgemeasures before the customer
uses the anonymous account opened earlier, codduearer passbooks or other
anonymous product, including the accounts openddlg® names for which it is not
possible to determine the owner (Article 54 parpQra)
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44,

45,

46.

47.

48.

49.

50.

51.

52.

should they not inform the Office of the transactitunds or a person for which/who
they know or suspect that is linked with money @nmg or terrorist financing, should
they not refrain from performing a suspicious tet®n, should they not inform the
Office of such transaction before the performaregdof, should they not state in the
report the explained reasons for the suspiciondldeain which the transaction should
be performed and other prescribed data, or shdwdgl hot deliver the report on a
suspicious transaction in a way prescribed by tdeance brought by the Minister of
Finance (Article 56 paragraphs 1, 2, 3, 4, 5, @nd Article 59)

should they, as a person performing a professiactVity, within the prescribed
deadline and in a prescribed way, not inform th&c®fof the transaction, funds or
person in relation to which/who they determine ¢hare reasons for the suspicion on
money laundering or terrorist financing or of thesiomer that has asked for the advice
in relation to money laundering or terrorist ficarg (Article 57 paragraphs 1, 2 and
3)

should they not compile the list of indicators fecognizing suspicious transactions,
funds and persons in relation to which/whom thee reasons for the suspicion on
money laundering or terrorist financing, and shotheéy not supplement it in a
prescribed way, or should they not take into actowhen making a list, the
specificity of their business operations, type o$tomers, geographical area, type of
products and services, delivery channel and chexiatits of a suspicious transaction
referred to in Article 56 paragraph 6 of this Lashould they not use the list of
indicators as guidelines in determining the reastmrsthe suspicion on money
laundering or terrorist financing when determinithg reasons for the suspicion on
money laundering or terrorist financing or shoudldyt not make the list in a prescribed
way or within the prescribed deadline (Article Girggraphs 1, 2, 3, 4, 5, 6 and 7)
should they not deliver to the Office, within theegcribed deadline, the data on the
transaction which is carried out in cash the vatehich is HRK 200,00.00 or more,
or should they not deliver them in a way prescribgdhe ordinance brought by the
Minister of Finance on the basis of Article 61 maeph 3 of this Law (Article 61
paragraphs 1, 2 and 3)

should they not provide the authorized person with job position that enables fast,
proper and timely fulfilment of tasks and indepemzie within the work performance
and the possibility of direct communication withketmanagement, unrestricted access
to all necessary data, organizational, staff, nelteand other working conditions
(Article 67 paragraph 1 items 3 and 4)

should they not provide to an authorized person hasther deputy appropriate space
and technical conditions that guarantee an adeqleatel of the protection of
confidential data and information the authorizedspe and his/her deputy disposes of
(Article 67 paragraph 1 item 6)

should they not provide an adequate system of #¢higedy of data to the Office and
another competent authority (Article 67 paragrapterh 7)

should they not delineate clearly powers and resipdities of the authorized person
and his/her deputy in relation to powers and resibdrties of other employees of the
reporting entity, efficient communication and apgprate course of information at all
organizational levels of the reporting entity (A& 67 paragraph 1 items 9 and 11)
should they operate as a credit or financial instih and not provide within its IT
system the programme solutions that enable auteethéind wholesome customer risk
assessment, ongoing monitoring of business rekdtips and timely and wholesome
delivery of reports and data to the Office (Artiélé paragraph 5)
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53.should they not appoint an authorized person asthdr deputy for detecting and
preventing money laundering and terrorist financingline with the provisions of
Article 68 of this Law

54.should they not provide that the work to be doneabyauthorized person and his/her
deputy is carried out by a person fulfilling thegecribed conditions (Article 70)

55.should they not provide once a year a regular maeaudit of the money laundering
and terrorist financing prevention and detectiostey (Article 72 paragraphs 1 and 2)

56.should they exchange information within the groujgumong reporting entities referred
to in Article 75 paragraph 2 of this Law contraoythe prohibition issued by the Office
(Article 75 paragraphs 1 and 2)

57.should they not keep the data collected in linehwiite provisions of this Law and
sublegal acts passed pursuant to it and the Regul@EU) 2015/847 for ten years after
the performed transaction, termination of the bessnrelationship or access to the
safe-deposit box or should the documentation thegpkbe incomplete (Article 79
paragraphs 1 and 2)

58.should they not keep any of the prescribed recordke records they keep is incorrect
or incomplete (Article 80)

59.should they not establish an internal system obmépy that enables the employees of
the reporting entity and persons at similar posgiat the reporting entity to report, via
a special, independent and anonymous channel,igtaions of the provisions of this
Law or should the internal system of reporting comtain clearly defined procedures
for receiving and processing reports that are ptapuate to the nature and the size of
the reporting entity (Article 94 paragraphs 1 ahd 2

60.should the Office, within the prescribed deadlimet deliver the requested data,
information and documentation necessary for thevgaeon and the detection of
money laundering and terrorist financing (Articte3lparagraphs 1, 2, 3, 4, 5, 6 and 7)

61.should they not provide the possibility for thelarized person of the Office to review
and directly examine, in a way prescribed by thd, Ake data, information and
documentation at the headquarters of the repoemigy and at other places in which
the reporting entity or another person authorizgdhem carry out the activities and
tasks or should they not give to the authorizedqeof the Office the print-out of the
documents stored in the computer and copies oinafiglocuments or should they fail
to provide the collection of information from thenployees of the reporting entity
have knowledge important for the performance of thgerational analysis of
suspicious transactions (Article 114 paragraptisdnd 3)

62.should they not carry out the order of the Office femporary suspending of the
performance of a suspicious transaction (Articlé paragraphs 1, 3 and 4)

63.should they not carry out the order of the Offia@ bngoing monitoring of the
customer’s financial operations (Article 119 paggis 1, 2, 4, 5 and 6)

64.should they not deliver to the Office, within theegcribed deadline, the requested
additional data, information and documentation ssagy for the performance of
indirect supervision (Article 139 paragraph 2)

65.should they not verify, within the prescribed déaell in relation to existing customers,
whether the customer or the beneficial owner ofdhstomer is a politically exposed
person (Article 156).

(2) The fine in the amount of HRK 6,000.00 to HRK TH®MO0 shall be imposed to the

member of the management board or another respemsison in the legal person for the
misdemeanour referred to in paragraph 1 of thisckert
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(3) The fine in the amount of HRK 15,000.00 to HRK 48I0).00 shall be imposed to lawyer,
notary public, independent auditor, external actamin tax adviser, craftsman,
independent trader and natural person performinlgeanndependent profession for the
misdemeanour referred to in paragraph 1 of thigckert

(4) The fine in the amount of HRK 10,000.00 to 350,000shall be imposed for the
misdemeanour to the reporting entity referred téiticle 9 paragraph 2 item 15 of this
Law that, when carrying out the transaction in #meount of HRK 15,000.00 or more
does not identify the customer or verify the custom identity or does not collect
prescribed data on the customer (Article 16 pagayey

(5) The fine in the amount of HRK 3,000.00 to 15,000s6@ll be imposed to the member of
the management board or another responsible persotine legal person for the
misdemeanour referred to in paragraph 4 of thigckert

(6) For the most severe misdemeanours referred toragpaph 1 of this Article, should the
proceeds have be gained by committing the misdeoueasr a damage have occurred,
when the misdemeanour has been committed in rewuthe perpetrator does not apply
the prescribed measures at all, the fine in theuamof double determined amount of
proceeds may be imposed to the reporting entitwllshit be determined, or in the amount
of HRK 7,500,000.00.

(7) Should the conditions referred to in paragraph éhisf Article be met, the perpetrator of
the misdemeanour that is a credit or a financistitution, may be imposed the fine in the
amount of HRK 38,000,000.00 or in the percentagd@%o of the total annual income
according to the latest available financial statetmeapproved by the managing body.
Should the reporting entity be a parent compang subsidiary company of the parent
company that has been required to prepare consatidenancial statements in line with
the act arranging the accounting of entreprengeteyant total annual income shall be
total income or appropriate type of income in Ilwéh relevant accounting directives
according to the latest available consolidated nioel statements approved by the
managing body of the final parent company.

(8) Should the conditions referred to in paragraph thisf Article be met, the member of the
management board or another responsible persorreda or a financial institution may
be imposed the fine in the amount of up to HRK 88,000.00.

Article 151

(1) The fine in the amount of HRK 25,000.00 to HRK &@M.00 shall be imposed for the
misdemeanour to a legal person:

1. should they externalize the duties of the authdrzerson of his/her deputy (Article
11 paragraph 3)

2. should they entrust a third person that does nét the conditions prescribed by
this Law (Article 39 paragraphs 1, 2 and 3) with tustomer due diligence

3. should they entrust as a third person referred #riicle 39 paragraph 1 some other
person with the customer due diligence measurgshianee been entrusted with
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4. should they entrust the externalized services geswvith the tasks of informing the
Office of the transactions referred to in Articlé, 57 and 61 of this Law (Article 39
paragraph 6)

5. should they not establish appropriate proceduresder to ensure they will get all
information necessary for timely reporting to th#i€ on suspicious transactions
referred to in Articles 56 and 57 of this Law, repw to the Office on cash
transactions referred to in Article 61 of this Lawv,acting by orders of the Office
referred to in Articles 117 and 119 of this Law tjéle 39 paragraph 7) from the
external co-operator and representative referrad furticle 39 paragraph 6 of this
Law

6. should they entrust a third person with the duigelice measures in case when the
customer is a foreign legal person having headgrgai a high-risk third country
(Article 40 paragraph 1)

7. should they accept the due diligence carried oat &ithird person that has
performed the measure of identifying the customeal serifying their identity
without physical presence of the customer as arropppte one (Article 40
paragraph 2)

8. should they not establish appropriate procedurestifoely receiving or direct
access to copies of identification documents am@rottlocuments on the basis of
which a third person has carried out the custonuer diligence, including, when
available, the data collected on the basis of thaifted certificate for electronic
signature or electronic seal, as well as the datadentifying and verifying the
identity of the customer and the beneficial ownértlee customer (Article 41
paragraph 2)

9. should they not carry out by themselves the custaine diligence in case when
they suspect in the authenticity of the performedtamer due diligence or of
identification documents and other documentationnahe veracity of the data that
a third person has collected on the customer ouldhihey establish a business
relationship with the customer for which they haneg received from a third person
the data on the customer, beneficial owner andgothipose and intended nature of
the business relationship or with the customemwbich/whom a third person has
not delivered or made directly available the retpebscopies of identification
documents and other documentation (Article 41 pagats 4 and 5)

10.should they not provide the implementation of gebcand procedures of the group
that refer to the money laundering and terrorigaificing prevention measures in the
branch and subsidiary company having headquamees member state or a third
country (Article 62 paragraphs 1 and 2)

11.should the branch, representative, network of sepr&tives or distributor in
another member state not apply the regulatione@hthst country in terms of money
laundering and terrorist financing prevention mees\fArticle 63)

12.should they not provide that the policies and pdoces for the prevention of money
laundering and terrorist financing establishedy Law are carried out in the same
scope in the branches and subsidiary companiesxdnawadquarters in a third
country to the extent in which the law of the thaountry allows it, including the
data protection measures (Article 64 paragraph 1)

13.should they not provide that the branch or the igsiday company in the third
country, in which the minimal standards for the lempentation of money
laundering and terrorist financing measures ardenithan the measures set by this
Law, adopts and carries our appropriate measuedsatie equally valuable as the
provisions of this Law to the extent in which the af the third country allows it,
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including the measures of the data protection @ukhthey not adhere to the
regulatory standards issued by the European Cornamisa implementing the
measures (Article 64 paragraphs 2 and 6)

14.should they not provide the adoption and the impletation of the appropriate
additional measures for the efficient money lauimdeand terrorist financing risk
management in the branch or the subsidiary compatiye third country the laws
of which do not allow the application of measuratthre equally valuable to the
provisions of this Law, should they fail to inforthe competent supervisory
authority of that or should they not adhere to tbgulatory technical standards
issued by the European Commission in implementhey measures (Article 64
paragraphs 3 and 6)

15.should they not carry out additional measures @ khanch or in the subsidiary
company in line with the order of the competentesuisory authority (Article 64
paragraph 5)

16.should they, as a reporting entity subject to tiseipervision, not deliver to the
Croatian National Bank and the Croatian Financalies Supervisory Agency the
work plan for the current year and the report oa work performance for the
previous year in the field of money laundering &sdorist financing prevention or
should they not deliver them within the deadlinegoribed the Act (Article 67
paragraph 2)

17.should the person carrying out the tasks of théaised person in the bank not
hold the managing job position (Article 67 paradra&)

18.should the reporting be a credit institution and determine the member of the
management board who shall be responsible fomtipeementation of this Law and
regulations passed pursuant to it (Article 67 paply 4)

19.should they not inform, within the prescribed deszall the Office of the
appointment of the authorized person and his/hputge or should they not state in
the notification the prescribed data (Article 68ggaaphs 2 and 3)

20.should they not provide, proportionate to the tgpd the size of the reporting entity
and the money laundering and terrorist financisg the reporting entity is exposed
to, that all employees of the reporting entity wdasry out the tasks in the field of
money laundering and terrorist financing preventaoa familiar with the provisions
of this Law and regulations passed pursuant taamtd of the act regulating the
personal data protection (Article 71 paragraph 3)

21.should they not adopt and not carry out the progmanof the annual professional
education and training in the field of money lawig and terrorist financing
prevention for the following calendar year withivetprescribed deadline (Article 71
paragraph 3)

22. should they not keep the data and the documentatiothe authorized person,
his/her deputy, customer risk assessment, professeducation and training for
employees and internal audit performance for théogeof five years (Article 79
paragraph 3)

(2) The fine in the amount of HRK 3,000.00 to HRK 5@@® shall be imposed to the
member of the management board or another respemgbson in the legal person for the
misdemeanour referred to in paragraph 1 of thigckert

(3) The fine in the amount of HRK 10,000.00 to HRK 38I0.00 shall be imposed to lawyer,
notary public, independent auditor, external actamiy tax adviser, craftsman,
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independent trader and natural person performinlgeanndependent profession for the
misdemeanour referred to in paragraph 1 of thigckert

Article 152

(1) The fine in the amount of HRK 50,000.00 to HRK D@®0.00 shall be imposed to the
payer’'s payment services provider for the misdemean

1.

should they not provide the information on the payed the receiver that have to be
attached to the transfer of financial funds, shqaridr to the transfer they not verify
in a prescribed way the accuracy of the collectddrmation and the identity of the
payer, or should they not keep the collected in&drom and the evidence on the
identity until the expiry of the deadline prescdbey this Law (Article 4 paragraphs
1, 2, 3, 4, and 5, and Article 6 paragraphs 1, & anof the Regulation (EU)
2015/847)

should they not attach the numbers of the payert$ the receiver’'s account for
payment or, if the Article 4 paragraph 3 of the &atgon (EU) 2015/847 is applied,
the unique identification mark of the transactiofrticle 5 paragraph 1 of the
Regulation (EU) 2015/847) to the transfers of fundéien all payment services
providers that are included in the chain of paymehtave a legal establishment
within the Union

should they not deliver, when transferring fundshii the Union, all prescribed
information to the receiver’'s payment services pteron the payer and the receiver
at their request or should they not deliver therthinithe prescribed deadline (Article
5 paragraph 2 of the Regulation (EU) 2015/847)

should they not verify, when transferring fundshatthe Union, the accuracy of the
information on the payer and the identity of thggyathat has paid the funds in cash
or in anonymous electronic money or in relation wbom/which they have a
reasonable basis for the suspicion on money launglesr terrorist financing,
regardless of the fact that the value of the temdbes not exceed EUR 1,000.00
(Article 5 paragraph 3 of the Regulation (EU) 2@4&)

should they not collect, when transferring the findutside the Union, the
information on the payer, receiver and the numiaérthe accounts or the unique
identification mark, regardless of the fact tha¢ thalue of the transfer does not
exceed EUR 1,000.00 (Article 6 paragraph 2 subgvapn 1 of the Regulation (EU)
2015/847)

should they not verify, when transferring the furmgside the Union, if they have
been received in cash or in anonymous electronineymr relation to which they
have a reasonable basis for the suspicion on miaoeylering or terrorist financing,
the accuracy of the information on the payer, nemeiand the numbers of the
accounts or the unique identification mark, regzsdlof the fact that the value of the
transfer does not exceed EUR 1,000.00 (Article dgraph 2 sub-paragraph 2 of the
Regulation (EU) 2015/847).

(2) The fine in the amount of HRK 50,000.00 to HRK D@®0.00 shall be imposed to the
receiver’'s payment services provider for the mise@nour:

1.

should they not provide, when all payment servigeviglers that are included in the
chain of payments have legal establishment in théeo) that the number of the
payer’s and the receiver’'s account for paymentsfolyticle 4 paragraph 3 of the
Regulation (EU) 2015/847 is applied, the uniquenidieation mark of the transaction
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(Article 5 paragraph 1 of the Regulation (EU) 2@K)) is attached to the transfers of
funds

2. should they not introduce the efficient proceddmesthe detection of whether all the
fields referring to the information on the payeraor the receiver are filled-in when
exchanging data or within the system of paymentssattlements, so that at the time
of the transaction occurrence or subsequently twmyd verify if the prescribed
information is missing, or should they not keep tm#lected information and the
evidence on the identity until the expiry of theadkne prescribed by this Law
(Article 7 paragraph 1 and Article 16 of the Regiola (EU) 2015/847)

3. should they not verify, before the booking at teeeiver's account or before the funds
are available to the receiver, the accuracy ofitfi@mation on the receiver, in the
prescribed way, in case of the transfer in the arhbigher than EUR 1,000.00 in one
transaction or in linked transactions (Article 7raggaph 3 of the Regulation (EU)
2015/847)

4. should they not verify the accuracy of the inforimaton the receiver to the benefit of
whom/which they have carried out the disbursemdnthe funds in cash or in
anonymous electronic money or in relation to whwdtgdm they have reasonable basis
for the suspicion on money laundering or terrdiisincing, regardless of the fact that
the value of the transfer does not exceed EUR 1000rticle 7 paragraph 4 of the
Regulation (EU) 2015/9847)

5. should they not introduce the procedures for dateng whether the transfer of
financial funds lacking necessary and completerimédion on the payer and the
receiver as well as the undertaking of appropriatther measures are to be carried
out, rejected or suspended, and should they, ia rasvhich the information if not
attached or are incomplete or the letters and sigtiee message do not correspond to
the rules of the system of exchanging message$ersystem of payments and
settlements, not make a decision on the rejectidheotransfer nor the decision on the
request of information prior or after they apprdhe receiver’s account or put the
funds to their disposal (Article 8 paragraph 1he#f Regulation (EU) 2015/847)

6. should they not decide on the actions to be takevards the payment services
provider that continues with not delivering necegsaformation on the payer or the
receiver, should they not inform the competent supery authorities on the repeated
failures to take actions and actions that have lbeean, and should they not consider,
bearing in mind the information of the payer or teeeiver that are missing or are
incomplete, whether the transfer or any transacteated to it is suspicious and
whether it should be reported to the Office or (#aticle 8 paragraph 2 and Article 9
of the Regulation (EU) 2015/847)

(3) The fine in the amount of HRK 50,000.00 to HRK D@O0.00 shall be imposed to the
intermediary payment services provider for the mimsdanour:

1. should they not attach the number of the payerd #e receiver's accounts for
payment or, if Article 4 paragraph 3 of the Regolat(EU) 2015/847, the unique
identification mark of the transaction (Article @rpgraph 1 of the Regulation (EU)
2015/847) to the transfer of financial funds or @Widothey not provide them to be
attached, when all payment services providers #nat included in the chain of
payments have the legal establishment in the Union

2. should they not provide that all received informaaton the payer and the receiver are
kept with the transfer of funds (Article 10 of tRegulation (EU) 2015/847)

3. should they not introduce the efficient proceddmeshe detection whether the fields
referring to the information on the payer or theetieer are filled-in in the exchange of
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messages or in the system of payments and settiersehat they could verify at the
moment of performing a transaction or subsequehthe prescribed information are
missing (Article 11 of the Regulation (EU) 2015/347

4. should they not establish the efficient proceddines are based on the risk assessment
for determining if the transfer of financial funttsat lacks the necessary information
on the payer and the receiver is to be carried @jected or suspended, and for
undertaking appropriate further measures (Artieparagraph 1 of the Regulation
(EVU) 2015/847)

5. should they, in the case in which he has discovtratithe information is missing or
that the information is not filled in with letteim signs allowed in line with the
conventions of the system of exchanging messagelkeosystem of payments and
settlements, not make a decision on the rejectidheotransfer nor the decision on the
request of the information on the payer and theivec, prior or after the transfer of
financial funds (Article 12 paragraph 1 of the Rlajon (EU) 2015/847)

6. should they not undertake the steps, like sendimg warnings and setting the
deadlines, towards the provider that keeps notigioy the requested information on
the payer or the receiver, should they not infdne competent supervisory authorities
of this non-providing and undertaken steps, andilshthey not take into account the
information on the payer or the receiver that argsmg or are incomplete as a factor
in considering whether the transfer of financialda or any transaction related to it is
suspicious and whether it shall be reported toQffece (Article 12 paragraph 2 and
Article 13 of the Regulation (EU) 2015/847).

(4) The fine in the amount of HRK 10,000.00 to HRK Z&W.00 shall be imposed to the
member of the management board or another respemgbson in the legal person for the
misdemeanour referred to in paragraphs 1, 2 aridi8soArticle.

(5) For the most severe misdemeanours referred toragpaph 1 of this Article, should the
proceeds have been realized by the misdemeanoairdamage has occurred, when the
misdemeanour has been committed in return or theepator does not apply the
prescribed measures at all, the payment serviaegdar may be imposed the fine in the
amount double than the determined amount of tHezeebprofit, if it may be determined,
or in the amount of HRK 7,500,00.00.

(6) Should the conditions referred to in paragraph thisf Article be met, the perpetrator of
the misdemeanour that is a credit or a financistitution may be imposed the fine in the
amount of HRK 38,000,000.00 or in the percentagd@%o of the total annual income
according to the latest available financial statetmeapproved by the managing body.
Should the reporting entity be a parent companthersubsidiary company of the parent
company that was requested to prepare the contadidimancial statements in line with
the act regulating the accounting of entreprendhesyelevant total annual income shall
be total annual income or a corresponding typengbrme in line with the relevant
accounting directives according to the latest awdd consolidated financial statements
approved by the managing body of the end parenpaam

(7) Should the conditions referred to in paragraph thigf Article be met, the member of the

management board or another responsible persorcreda or a financial institution may
be imposed the fine in the amount of HRK 38,000,000
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Article 153

(1) The fine in the amount of HRK 35,000.00 to HRK Z#m.00 shall be imposed to the
legal person for the misdemeanour should they vectie payment or carries out the
payment in cash in the amount of HRK 75,000.00 made, or should they receive the
payment or carries out the payment in several niiytliaked cash transactions in the
amount of HRK 75,000.00 and more (Article 55 paaphs 1 and 2).

(2) The fine in the amount of HRK 5,000.00 to HRK 3®)@D shall be imposed to the
member of the management board or another respemsison in the legal person for the
misdemeanour referred to in paragraph 1 of thisckert

(3) The fine in the amount of HRK 15,000.00 to HRK ZIm.00 shall be imposed to the
craftsman, independent trader and natural persdorpeng a registered activity for the
misdemeanour referred to in paragraph 1 of thigckert

(4) The fine in the amount of HRK 5,000.00 to HRK 33M®O shall be imposed to the legal
person referred to in Article 32 paragraph 1 of thaw for the misdemeanour should they
not dispose of appropriate, accurate and updateedpdascribed in Article 33 paragraph 1
of this Law on their beneficial owner or beneficatners, or should they not record the
appropriate, accurate and updated data prescmibAdicle 33 paragraph 1 of this Law in
the Register of Beneficial Owners in a way and initdeadlines prescribed in the
ordinance adopted by the Minister of Finance (Aeti83 paragraphl and Article 32
paragraph 8).

(5) The fine in the amount of HRK 5,000.00 to HRK 7®@D shall be imposed for the
misdemeanour referred to in paragraph 4 of thigckerto the member of the management
board or another responsible person in the legabpereferred to in Article 32 paragraph
1 of this Law and to the trustee of the trust oreatity made equal to it but incorporated
under a foreign law referred to in Article 32 paggah 1 item b) of this Law that does not
dispose of appropriate, accurate and updated e&aed to in Article 33 paragraph 1
item a) of this Article for persons referred toAnrticle 31 paragraph 1 of this Article, or
should they not record the appropriate, accuratieuglated data prescribed in Article 33
paragraph 1 item a) in the Register of Beneficialn@rs in a way and within deadlines
prescribed by the ordinance adopted by the Ministdfinance (Article 33 paragraph 3
and Article 32 paragraph 8).

(6) For the most severe misdemeanours referred toragpaph 4 of this Article, should the
proceeds have been realized by the misdemeanoar daamage has occurred or the
misdemeanour has been committed in return, the pEgaon may be imposed the fine in
the amount double than the determined amount ofréladized profit, if it may be
determined, or in the amount of HRK 750,000.00.

(7) Should the conditions referred to in paragraph thigf Article be met, the member of the
management board or another responsible persdweilegal person referred to in Article
32 paragraph 1 of this Law and the trustee of thettand of an entity equal to it,
incorporated under a foreign law, referred to itidde 32 paragraph 2 of this Law may be
imposed the fine in the amount of HRK 100,000.00.
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(8) The fine in the amount of HRK 5,000.00 to HRK 33M®O shall be imposed to the legal
person referred to in Article 32 paragraph 1 of tbaw for the misdemeanour should they
not deliver, at the request of the Tax Administmatiin a written form, to the Tax
Administration the documentation on the basis ofcWht is possible to determine the
ownership and controlling structure of the custoraed to collect the data on the
beneficial owner of the customer.

(9) The fine in the amount of HRK 5,000.00 to HRK 7®@D shall be imposed to the
member of the trust or another responsible pensahe legal person referred to in Article
32 paragraph 1 of this Law and the trustee of thettor of an entity equal to it,
incorporated under a foreign law, referred to itidke 32 paragraph 2 of this Law for the
misdemeanour referred to in paragraph 8 of thigckert

(10)For the most severe misdemeanours referred toragpph 8 of this Article, should the
proceeds have been realized by the misdemeanoar damage has occurred or the
misdemeanour has been committed in return, the pegaon may be imposed the fine in
the amount double than the determined amount ofrdlaéized profit, if it may be
determined, or in the amount of HRK 750,000.00.

(11)Should the conditions referred to in paragraph flthis Article be met, the member of
the management board or another responsible panstive legal person referred to in
Article 32 paragraph 1 of this Law and the trusiéthe trust and of an entity equal to it,
incorporated under a foreign law, referred to iidde 32 paragraph 2 of this Law may
be imposed the fine in the amount of HRK 100,000.00

(12) The fine in the amount of HRK 35,000.00 to HRK 3#I0.00 shall be imposed to the
reporting entity referred to in Article 9 of thisalv should they access the data from the
Register of Beneficial Owners contrary to the ititem prescribed in Article 34 paragraph
3 of this Law.

(13)The fine in the amount of HRK 5,000.00 to 35,000€iall be imposed for the
misdemeanour referred to in paragraph 12 of thdclartto the member of the
management board or another responsible perste ilegal person.

(14)The fine in the amount of 35,000.00 to HRK 350,000shall be imposed for the
misdemeanour to the legal person referred to irckré5 paragraph 2 of this Law should
they not report to the Office the suspicious tratieas referred to in Article 56 of this
Law or at the request of the Office not deliver tlaa on the basis of Article 113 of this
Law (Article 65 paragraph 3).

(15)The fine in the amount of HRK 35,000.00 to HRK 38.00 shall be imposed for the
misdemeanour to the payment services provider lthata legal establishment in the
Republic of Croatia and that, entirely and with@umy delay, inter alia via a central
contact point in line with Article 45 paragraph Btle Directive (EU) 2015/849, should
such contact point has been determined, and inwitie the procedural requirements
determined by this Law, not respond to the reqémstata of exclusively authorities
competent for the prevention and combating of mdaagdering and terrorist financing
in the Republic of Croatia in terms of the inforioatthat are requested on the basis of
the Regulation (EU) 2015/847 (Article 14 of the Riagjon (EU) 2015/847).
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(16)The fine in the amount of HRK 5,000.00 to 35,000s0all be imposed to the member of
the management board or another responsible pearsame legal person for the
misdemeanour referred to in paragraph 14 of thisler

VIIl. TRANSITIONAL AND FINAL PROVISIONS
Article 154

(1) The Government of the Republic of Croatia shallhwit90 days from the day of entry
into force of this Law align the Regulation on themes of job positions and coefficients
of the complexity of job positions in the civil seze (Official Gazette, number: 37/01,
38/01 — correction, 71/01, 89/01, 112/01, 7/02 ¥ewiion, 17/03, 197/03, 21/04, 25/04 —
correction, 66/05, 131/05, 11/07, 47/07, 109/07/088 32/09, 140/09, 21/10, 38/10,
77/10, 113/10, 22/11, 142/11, 31/12, 49/12, 607B212, 82/12, 100/12, 124/12, 140/12,
16/13, 25/13, 52/13, 96/13, 126/13, 2/14, 94/14)/14, 151/14, 76/15 and 100/15) with
the provisions of this Law.

(2) The Minister of Finance shall adopt the ordinareferred to in Article 20 paragraph 4,
Article 32 paragraph 8, Article 59 paragraph 3,id\&t 60 paragraph 7, Article 61
paragraph 3, Article 105 paragraph 3, Article 1HBagraph 7, Article 121 paragraph 4
and Article 148 paragraph 9 of this Law within aponths from the day of entry into force
of this Law.

(3) The Minister of Finance, the Governor of the CraatNational Bank and the Croatian
Financial Services Supervisory Agerglyall adopt sub-legal acts anticipated by this Law
(Article 14 paragraph 11, Article 42 paragraph tticde 98) within six months from the
day of entry into force of this Law.

(4) The Minister of Finance shall, within 30 days frahe alignment of the Regulation
referred to in paragraph 1 of this Article with tpeovisions of this Law, align the
Ordinance on the internal order of the MinistryFafiance and the systematization of job
positions in the Ministry of Finance with the preians of this Law.

(5) The supervisory authorities referred to in Artiddd of this Law shall align the
performance of the supervision with the approachthen basis of the risk assessment
referred to in Article 84 paragraph 1 of this Lawthin six months from the day of entry
into force of this Law.

(6) The supervisions procedures initiated before theyento force of this Law shall be
finished according to the Anti-Money Laundering ahetrorist Financing Act (Official
Gazette, number 87/08, 25/12).

(7) The procedures for misdemeanours initiated befogeentry into force of this Law shall

be finished according to the Anti-Money Launderargl Terrorist Financing Act (Official
Gazette, number 87/08, 25/12).
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Publication of Regulatory Technical Standards
Article 155

The Financial Inspectorate, Croatian National Beaenkd Croatian Financial Services
Supervisory Agency shall publish on the websites ttata on the entry into force of
regulatory technical standards referred to in Aet@4 paragraph 6 and Article 65 paragraph 4
of this Law.

Due Diligence of Politically Exposed Persons in R&bn to the existing Customers
Article 156

The reporting entities referred to in Article 9 tbis Law shall be obliged to determine, in
relation to the existing customer, whether the auwstr or the beneficial owner of the
customer is a politically exposed person within gear from the day of entry into force of
this Law.

Effects of the Entry into Force of this Law
Article 157

(1) With the entry into force of this Law, the folling acts shall cease to take effect:
- Anti-Money Laundering and Terrorist Financing A@fficial Gazette, number
87/08 and 25/12)
- Ordinance on the conditions under which the estitieliged to adhere to the Anti-
Money Laundering and Terrorist Financing Act mayrest third persons with the
customer due diligence measures (Official Gazatimber 76/09)

(2) Until the day of entry into force of the newbsegal acts passed pursuant to this Law, the
following ordinances and guidelines of the supamisauthorities shall be valid and applied
in the part in which they are not contrary to thevsions of this Law:

- Ordinance on reporting to the Anti-Money Launder@ifjice on a cash transaction
in the amount of HRK 200,000.00 and more and onctirlitions under which
reporting entities are not obliged to report to @ffice on a cash transaction for
specific customers (Official Gazette, number 01/09)

- Ordinance on the reporting to the Anti-Money Lauimtg Office on suspicious
transactions and persons (Official Gazette, nurahé&9)

- Ordinance on the manner and the time limits foorepg suspicious transactions
and persons to the Anti-Money Laundering Officd am the keeping of records
by lawyers, law firms, public notaries, audit firraad independent auditors and
legal and natural persons engaged in accountingtaxdounselling activities
(Official Gazette, number 01/09 and 153/13)

- Ordinance on the control of domestic and foreigmency cash taken in and out of
the country across the state borders (Official ®azaumber 01/09 and 153/13)

- Ordinance on the manner and the time limits fornsitting data on criminal
activities of money laundering and terrorist fingugc to the Anti-Money
Laundering Office (Official Gazette, number 76/09)
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- Ordinance on the manner and the time limits fomsitting data on misdemeanour
procedures to the Anti-Money Laundering Office f(G&l Gazette, number
76/09)

- Ordinance on the determination of conditions ungleich reporting entities have
to identify customers as customers who pose agiblgithreat in terms of money
laundering or terrorist financing (Official Gazetteimber 76/09)

- Guidelines of supervisory authorities issued ire limith Article 88 of the Anti-
Money Laundering and Terrorist Financing Act (OHicGazette, number 87/08
and 25/12).

Assessment of Effects

Article 158
The Ministry of Finance shall carry out the subsatguassessment of the effects of this Law
within two years after the entry into force of thisw.

Entry into Force

Article 159
This Law shall be published in the Official Gazedted shall enter into force as of January 1
2018.
Class: 022-03/17-01/60
Zagreb, 2% October 2017
CROATIAN PARLIAMENT
President of the

Croatian Parliament
Gordan Jandrokovié¢, signed

124



